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FCC regulations require that the following information be provided in this manual to the customer:

1. Thisequipment complies with Part 68 of the FCC rules. The required label is affixed to the bottom
of the chassis.

2. An FCC-compliant telephone cord with a modular plug is provided with this equipment. This
equipment is designed to be connected to the telephone network or premises wiring using a com-
patible modular jack which is Part 68-compliant. See Chapter 2, Installation, for details.

3. Ifyour telephone equipment (ATLAS 550) causes harm to the telephone network, the telephone
company may discontinue your service temporarily. If possible, they will notify you in advance.
But if advance notice isn’t practical, you will be notified as soon as possible. You will be advised of
your right to file a complaint with the FCC.

4. Your telephone company may make changes in its facilities, equipment, operations, or procedures
that could affect the proper operation of your equipment. If they do, you will be given advance
notice to give you an opportunity to maintain uninterrupted service.

5. If you experience trouble with this equipment (ATLAS 550), please contact ADTRAN at
(256) 963-8000 for repair/warranty information. The telephone company may ask you to discon-
nect this equipment from the network until the problem has been corrected or until you are sure
the equipment is not malfunctioning.

6. This unit contains no user-serviceable parts.

7. The following information may be required when applying to your local telephone company for
leased line facilities.

Service Type REN/SOC FIC usocC
1.544 Mbps - SF 6.0N 04DU9-BN RJ-48C
1.544 Mbps - SF and B8ZS 6.0N 04DU9-DN RJ-48C
1.544 Mbps - ESF 6.0N 04DU9-1KN RJ-48C
1.544 Mbps - ESF and B8ZS 6.0N 04DU9-1SN RJ-48C
ISDN 6.0N 04DU9-ISN RJ-48C

Federal Communications Commission Radio Frequency Interference Statement

This equipment has been tested and found to comply with the limits for a Class A digital device, pur-
suant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection against
harmful interference when the equipment is operated in a commercial environment. This equipment
generates, uses, and can radiate radio frequency energy and, if not installed and used in accordance
with the instruction manual, may cause harmful interference to radio frequencies. Operation of this
equipment in a residential area is likely to cause harmful interference in which case the user will be
required to correct the interference at his own expense.

Shielded cables must be used with this unit to ensure compliance with Class A FCC limits.

“\x '; Change or modifications to this unit not expressly approved by the party responsible for
\\T 1\\‘\\ L compliance could void the user’s authority to operate the equipment.
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Affidavit Requirements for Connection to Digital Services
= Anaffidavitisrequired to be given to the telephone company whenever digital terminal equipment
without encoded analog content and billing protection is used to transmit digital signals contain-
ing encoded analog content which are intended for eventual conversion into voiceband analog sig-
nals and transmitted on the network.

= The affidavit shall affirm that either no encoded analog content or billing information is being
transmitted or that the output of the device meets Part 68 encoded analog content or billing protec-
tion specifications.

= End user/customer will be responsible for filing an affidavit with the local exchange carrier when
connecting unprotected customer premise equipment (CPE) to 1.544 Mbps or subrate digital ser-
vices.

= Until such time as subrate digital terminal equipment is registered for voice applications, the affi-
davit requirement for subrate services is waived.

Affidavit for Connection of Customer Premises Equipment
to 1.544 Mbps and/or Subrate Digital Services

For the work to be performed in the certified territory of (telco name)
State of

County of

I, (name), (business address),

(telephone number) being duly sworn, state:

I have responsibility for the operation and maintenance of the terminal equipment to be connected to
1.544 Mbps and/or subrate digital services. The terminal equipment to be connected com-
plies with Part 68 of the FCC rules except for the encoded analog content and billing protection speci-
fications. With respect to encoded analog content and billing protection:

() I attest that all operations associated with the establishment, maintenance, and adjustment of the
digital CPE with respect to analog content and encoded billing protection information continu-
ously complies with Part 68 of the FCC Rules and Regulations.

() The digital CPE does not transmit digital signals containing encoded analog content or billing
information which is intended to be decoded within the telecommunications network.

() The encoded analog content and billing protection is factory set and is not under the control of the
customer.

| attest that the operator(s)/maintainer(s) of the digital CPE responsible for the establishment, mainte-
nance, and adjustment of the encoded analog content and billing information has (have) been trained
to perform these functions by successfully having completed one of the following (check appropriate
blocks):

() A. Atraining course provided by the manufacturer/grantee of the equipment used to encode
analog signals; or

() B. Atraining course provided by the customer or authorized representative, using training mate-
rials and instructions provided by the manufacturer/grantee of the equipment used to encode
analog signals; or
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() C. Anindependent training course (e.g., trade school or technical institution) recognized by the
manufacturer/grantee of the equipment used to encode analog signals; or

() D. Inlieu of the preceding training requirements, the operator(s)/maintainer(s) is (are) under the
control of a supervisor trained in accordance with (circle one) above.

| agree to provide (telco’s name) with proper documentation to demonstrate
compliance with the information as provided in the preceding paragraph, if so requested.

Signature

Title

Date

Transcribed and sworn to before me

This day of ,

Notary Public

My commission expires:
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Canadian Equipment Limitations

The Industry Canada Certification label identifies certified equipment. This certification means
that the equipment meets certain telecommunications network protective, operational, and safety
requirements. The Department does not guarantee the equipment will operate to the user’s
satisfaction.

Before installing this equipment, users should ensure that it is permissible to be connected to the facil-
ities of the local telecommunications company. The equipment must also be installed using an accept-
able method of connection. In some cases, the company's inside wiring associated with a single line
individual service may be extended by means of a certified connector assembly (telephone extension
cord). The customer should be aware that compliance with the above conditions may not prevent deg-
radation of service in some situations.

Repairs to certified equipment should be made by an authorized Canadian maintenance facility desig-
nated by the supplier. Any repairs or alterations made by the user to this equipment, or equipment
malfunctions, may give the telecommunications company cause to request the user to disconnect the
equipment.

Users should ensure for their own protection that the electrical ground connections of the power util-
ity, telephone lines and internal metallic waterpipe system, if present, are connected together. This
precaution may be particularly important in rural areas.

1€ Users should not attempt to make such connections themselves, but should contact the
\NINv . e : - .
\\T 1\“\ appropriate electric inspection authority, or an electrician, as appropriate.

The Load Number (LN) assigned to each terminal device denotes the percentage of the total load to be
connected to a telephone loop which is used by the device, to prevent overloading. The termination
on a loop may consist of any combination of devices subject only to the equipment that the total of the
LNs of all devices does not exceed 100.

The ringer equivalence number (REN) assigned to each terminal adapter is used to determine the total
number of devices that may be connected to each circuit. The sum of the RENs from all devices in the
circuit should not exceed a total of 5.0.

Vi
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About this Manual

The ATLAS 550 system consists of the Base Unit, at least one network module, and one or more option
modules. (Each network/option module includes its own user manual which contains specific infor-
mation about installing, configuring, and testing the option module; insert the option module manuals
into this binder.) The ATLAS 550 User Manual provides the information you need to install, configure,
test, and troubleshoot the ATLAS 550 system; when applicable, this manual refers you to the individ-
ual network/option module user manual. The arrangement of this user manual allows you to quickly
and easily find the information you need. An overview of the contents of this manual follows:

Introduction

= Chapter 1, Introduction, familiarizes you with the ATLAS 550 Base Unit and provides some sample
ATLAS 550 applications.

Getting Started

= Chapter 2, Installation, describes unit installation and the rear panel design.

= Chapter 3, Operation, describes different ways to operate the ATLAS 550.

Reference Information

= Chapter 4, Using the Front Panel, describes how to use the front panel.

= Chapter 5, Navigating the Terminal Menus, describes how to navigate the terminal menus.

= Chapter 6, System Control Terminal Menus, describes the terminal menus used for system control.

« Chapter 7, Module Terminal Menus, describes the terminal menus used for network and option mod-
ule control.

= Chapter 8, Packet Manager, describes the terminal menus used for defining packet endpoints.
= Chapter 9, Router, describes the terminal menus associated with the integral router.

= Chapter 10, Dedicated Maps, describes the terminal menus used for dedicated maps and provides
some examples.

= Chapter 11, Dial Plan, describes the terminal menus used for dial plans.

Working with the ATLAS 550

= Chapter 12, Updating Firmware, provides step-by-step instruction on how to update the ATLAS 550
firmware.

= Chapter 13, SNMP Management, describes using SNMP to control the ATLAS 550.

= Chapter 14, ADTRAN Utilities, describes the SysLog, Telnet, VT-100, and TFTP Server programs de-
livered with the ATLAS 550.

Appendices

= Appendix A, System Event Logging, describes the system events monitored by the ATLAS 550.

= Appendix B, OSI Model and Frame Relay Technology Overview, presents a summary of frame relay
technology.

= Appendix C, Frame Relay Examples, provides step-by-step instructions for setting up frame relay.
= Appendix D, Router Examples, provides step-by-step instructions for setting up the router.
= Appendix E, Troubleshooting, provides solutions to some problems you may experience.

= Appendix F, Acronyms and Abbreviations, lists acronyms and abbreviations used for the ATLAS 550
and its option modules.

= Appendix G, Glossary, defines terms used with ATLAS 550 and its option modules.

vii
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Notations and Conventions

Notes, cautions, and warnings provide other significant information. They are easily identified, as
shown below:

Notes provide additional useful information.

CAUT Cautions signify information that could prevent service interruptions.

Y} Warnings provide information that could prevent damage to the
W 1\\\\\“\\“ equipment or endangerment to human life.

Menu Items

Terminal menus and options are distinguished from regular text by using a bold font and small,
uppercase letters. For example, “Use the SYSTEM UTILITY menu to view and set system parameters.”

Keyboard Commands

The keyboard keys used to carry out commands are highlighted in bold. Examples include Enter, |
(insert), or C (copy).

viii
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Limited Product Warranty

ADTRAN warrants that for five (5) years from the date of shipment to Customer, all products manu-
factured by ADTRAN will be free from defects in materials and workmanship. ADTRAN also war-
rants that products will conform to the applicable specifications and drawings for such products, as
contained in the Product Manual or in ADTRAN's internal specifications and drawings for such prod-
ucts (which may or may not be reflected in the Product Manual). This warranty only applies if Cus-
tomer gives ADTRAN written notice of defects during the warranty period. Upon such notice,
ADTRAN will, at its option, either repair or replace the defective item. If ADTRAN is unable, in a rea-
sonable time, to repair or replace any equipment to a condition as warranted, Customer is entitled to a
full refund of the purchase price upon return of the equipment to ADTRAN. This warranty applies
only to the original purchaser and is not transferable without ADTRAN's express written permission.
This warranty becomes null and void if Customer modifies or alters the equipment in any way, other
than as specifically authorized by ADTRAN.

EXCEPT FOR THE LIMITEDWARRANTY DESCRIBED ABOVE, THE FOREGOING CONSTITUTES
THE SOLE AND EXCLUSIVE REMEDY OF THE CUSTOMER AND THE EXCLUSIVE LIABILITY OF
ADTRAN AND IS IN LIEU OF ANY AND ALL OTHER WARRANTIES (EXPRESSED OR IMPLIED).
ADTRAN SPECIFICALLY DISCLAIMS ALL OTHER WARRANTIES, INCLUDING (WITHOUT LIM-
ITATION), ALL WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PUR-
POSE. SOME STATES DO NOT ALLOW THE EXCLUSION OF IMPLIEDWARRANTIES, SO THIS
EXCLUSION MAY NOT APPLY TO CUSTOMER.

In no event will ADTRAN or its suppliers be liable to Customer for any incidental, special, punitive,
exemplary or consequential damages experienced by either Customer or a third party (including, but
not limited to, loss of data or information, loss of profits, or loss of use). ADTRAN is not liable for
damages for any cause whatsoever (whether based in contract, tort, or otherwise) in excess of the
amount paid for the item. Some states do not allow the limitation or exclusion of liability for incidental
or consequential damages, so the above limitation or exclusion may not apply to Customer.

Additional Warranty Information

ADTRAN will replace or repair this product within five years from the date of shipment if the product
does not meet its published specifications or if it fails while in service. For detailed warranty, repair,
and return information refer to the ADTRAN Equipment Warranty and Repair and Return Policy Pro-
cedure. Return Material Authorization (RMA) is required prior to returning equipment to ADTRAN.
See the last page of this manual for information on contacting ADTRAN Technical Support.

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Table of Contents

LEST OF FIQUIES ...ttt b e bbbt b e bbb e btk se e e b e s e st e ne et e b e et e bt ebenbeene XXV
LESE OF TADIES... .ttt b e bbb bt s b b ee et e b eneenenes XXiX
Chapter 1 INTFOAUCTION ...ttt ettt b e b bt bes e et eneenbebeennaneas 1-1
PrOOUCE OVEIVIEW ...ttt b ettt e bbb bbb bbbttt 1-1
AACCESS ROUTET ...ttt e b e et bbbt e bbbt bbbt e b e b bt s et ne e e 1-2
Frame REIAYZROULET ........ccoiiiiie ettt sttt e te s tesaenbe st e saene e eeseenaeneereere e 1-2

AACCESS SWITCI L.ttt ettt b et b e b bbb e b e b e e b et e b e b e e 1-3

N (o [T dToTq Fo LI AN o o] LTox=1 d o <300S 1-4
Dedicated and Switched Connection Maps in a Single Platform...........ccccecevevienivicvcvccenene, 1-4

RVA AN I @ V=T ¢ oo To 41 o ST 1-4

Digital Access Cross-Connect SYStemM (DACS) ..o se e ens 1-4
Flexible Network Management and Maintainability ............cccvevinii s 1-5

ATLAS 550 FRATUIES ...ttt ettt r bt ee e bbb bbbt bt e bt bt e s b b s b e e b s e e et enes 1-5
Chapter 2 INSTAIALION ......c.oci et r et st e e aen e e eneeneereenaaneas 2-1
Inspecting the ADTRAN SHIPIMENT. ........oii e ettt b et st see b e e 2-1
Contents Of ADTRAN SHIPIMENTS ..ottt ettt b e bbb 2-1
GroUuNAiNgG INSTIUCTIONS. ......ciuiitiie ittt ettt bt et e e b et e e ebeebeebesbesbesben b e st eneenbebeennaneas 2-2
SUPPIYING POWET 10 the UNIT.......oiiiiiiiii et et b ettt et ane s 2-3
IMOUNTING OPTIONS. ...ttt ettt b et e e bt s b e s e b e s e e Rt e b e e bt e bt e bt eb e s b e sbeee e st e st eneeneaseene e 2-3
Reviewing the Rear PANel DESIGN..........oiiiiiiiiere ettt b et e et e enen b e nnaneas 2-3
CONrOL/CRAIN TN POFT ...ttt ettt e b bt b e be b e bese e srene e st et e aneaneas 2-4
COoNrol/ChaiN QUL POIT ..ottt ettt b bbb e bt bes e s aeese et e aneaneas 2-5
ETNEIrNet CONNECTION .......oiiiiii ettt bbbt b et b e bbb et e e e eneaneebe e 2-5
AlArm Relay CONNECHION........ciiiiiiii ettt ettt bbb sbesb e et et seeneebeereebe e 2-6
External Alarm Relay Monitor CONNECTION .........couiiiiiiiiiieee et e bbb 2-6
=] A Vo] § S O] o] T=T1 £ To ] o OSSOSO 2-7
TEST INTEITACE ...ttt bt e et s bt st b e bt b e bt bt be b e e b e st e sbe e et e s e e e ene e e ens 2-8
Frame Relay SPeCIfiCAtIONS ........c.iiiiii bbb e e ebe et 2-8

IP ROULET SPECITICALIONS ...ttt bbbttt sb et b b ettt neens 2-9

(@] o1 1To] 4 18] (0] £SOV 2-9
INStalliNg OPLION MOAUIES.......ceoiiieeee ettt bbbt be e e e 2-9
Chapter 3 OPEIALION ...t b et et s e et et et e b e ekt e bt ebe s beebesb e be st eneanbebeennaneas 3-1
OVEIVIBW ..ottt et et ettt bt b e s bbbt S b b e b e b e bt b e st e bRt ek st e bR e e b st e b e e bt e bt et e et e et e e e 3-1
USING THe TEIrMINAI IMENUS .......oviieicece ettt sttt st s ae et e st et e st e neeneeneeneene e 3-1
Using VT-100 Terminal EMUIALION ........ccooviiiiice et s 3-1

L £ T T T 1= 1 ) SR SSP 3-3
Starting @ TEINET SESSION ........cviiiiieiecicee et st e et et tesre e et eneesneneenenreeneaneas 3-3
61200305L1-1 ATLAS 550 User Manual Xi

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Table of Contents

Chapter4  UsIiNG the FIONT PANEL.......ccovoioieecc ettt 4-1
OVEBIVIBWV ...ttt sttt ekt b s bt e bt b ekt oo 24 e 2282 ee 4R £ eb £ e E e e E e e b e eb e A E e e e b eh e e e eh e ehbeb e ebenbenbe b sbe e e beseene e 4-1
F O @ I\ Y71 (vt o PSSRSO 4-1
L@ R AN o I = o USSP PRSPN 4-2
FRONT PANEI LEDS.......ccuiitiieiieieee ettt ettt bbbt bbb bt e et se et et e b e e b e e bt ebesb e beebenbeebeabenee e 4-2
Chapter5  Navigating the Terminal MENUS ..........ccoiiiiiiii e 5-1
Terminal MENUS WINTOW .........coiiiiiiiiiieise ettt b ettt sttt sttt 5-1
VoYY T o TR L= Y =T TS 5-1
IMIENU PALEN ...t et ettt sttt b e s bbbkt b bbbt b et bttt 5-2
WVINAOW PANES ...ttt ettt et ettt st b e st et s bbbt s bt s b et sb et s b et et ettt ebens 5-2
WiINAOW Pane NaVIGatiON ..........cvciiiiiiiie ittt a et restesbesaesn e s esaeseeneeneas 5-2

Right Window Pane NOTAtION..........c.cciiiiiiiccece sttt ne e e ene s 5-3
Additional Terminal Menu WindOW FEALUTES .........ccvciiiiirieiniiiree e 5-3

V£ TPV UPTUROPR PR 5-3

LI 1 ] I I T OO UPSRURT 5-3

] (0] S £= 1 (U OO UTTPUTP 5-3
EXTENAEA HEIP ..o ettt b e b et se e ene s 5-4
NAVIGATION HEIP ..ottt b e bbbt e s e e e ene s 5-4

SYSEEIM THIMIE ..ottt bbb bt b e b s b e e et e bt et R e e be e b e eb e e b e e benb et et en e e neneanetes 5-4
Navigating Using the KeYDOard KEYS ..ot ene s 5-4
MoVING through the IMIEBINUS ... bbb 5-5
Session Management KEYSTIOKES ........cc.oiiiiiiieie ettt bbb et 5-5
CoNFIGUIATION KEYSTIOKES .......uiitiiiiitt ettt ettt et bbb et e et b e b e sbe et e b st e e st e bebeene e 5-6
€T 1] o [ = =] | o TSP 5-6
Chapter 6  System Control Terminal IMENUS ..........ccoiiiiiiiii e e 6-1
OVEIVIBW ...ttt bbb b st b e st b e b e e b e e b e b e e bt e ket e bt ee ekt e b bt e b et e e b et e s b et e st e renbe st nbe e neas 6-1
R T= LT YA = =T SRS 6-2
RSV 251 (=1 1 0 T 1 o TSP 6-2
I3V AS] L] T AN = 0 T SRS 6-2
RS}V (=1 0 10 T 1 1 [0 S 6-3
Y51 (] T O] | o SR 6-3
FIFMWAIE REVISION ..ottt bbb bbb bbbttt ettt sttt 6-3
)Y (=1 0 L1 XT3 -SSR 6-3

R3] =L (1 o N 1Y/ 0o LSS 6-3
CUrrent TIMEZDAte (24N) ...ocueieie e et e e e te s resbesae st e ste e s teneeneereene e 6-3
TS =L 1= o IR 1T s To ] YRS 6-3
SEEIAL INUIMIDET .ottt b bbbt b bbbttt bttt be s 6-3
BOOT ROM REV ...ttt bbb b e bttt eb e bt bbbttt en et 6-3
Y] (] TS = LU SRS 6-3
7= o o oo USSR 6-4
LI OO TSR PTPOPROPRTRIPN 6-4

L2 ST TSP T TR T PP P TP UPTPPPR 6-4

] o TP TSP T PP PP 6-4

3] [ RO SO SO VT OORP PR 6-4

0] o T TSR P TP P TP TP P TTTPTRPPPO 6-4

=T oL I Tt o] T o)1 4 [ SRS 6-4

(04 17 VA5 (=0 0 AV Z=T | 1o T S 6-5
1= g T ol o] o OSSO TPTOTR PPN 6-5

L0 17 LY £5) (=] 0 1 I SRS 6-5
System TeMPEIAtUIE ALGITS ....c.oiiiiieie ettt re et e st e e tesbesbeste e e aeseeseeneeneeseeneans 6-5
YA (= g T 0T N =T o TSSO SS 6-5

Xii ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Table of Contents

SYSEEM TIMIUNQG SOUICE ..evveveieicteeieiestesteste e stese e teeseste s e s teste e s te st e seesee e aseesessessestesseseeseensaneeneeneenenraenennens 6-5
RESOUICE USBJE ....veiieeiieiieiieitie sttt ste et ste e te e te et e steeseesaeeneeeeeeneesseenaesseeseesrenseeateessenseensenneeneeaneenes 6-6
DAta TADIES ..o bbb bbbt 6-6

(00 a0 [0 1= 1 (o] o ST 6-6

LI A0 L1 O ST Vo - TSRS 6-7
Chain POrt SigNal LEAAS ....cccvceiiiie ittt st te s te e e b e e eneenenraenennens 6-7
CRAIN POFE TX BYTES ..ouviicuiciiiiceesesesteste sttt tes et es et e ettt e e e e seenaeseeseeteateebeseese e tenae e eneenensaeneanens 6-7
Chain POIT RX BYLES ...vviiiiiciiitce sttt na s e e neete st e etestena e aene e e eneenenraenennens 6-8
Chain POrt OVEITUN ETTS ..ottt ettt stttk bbbt bbb bbb 6-8
Chain POt FramMiNG EFTS ...c.oiiieiiie ittt et se s e seste st s testeste e e aenaesneneenenraeneanens 6-8
Clear Chain POt COUNIIS .....o.ciiieieie ettt st sttt st bbbt bbb 6-8
RSV A5 (=1 1 1 @ 1 1 T SRRSO 6-8
Primary TIMING SOUICE .......ccoiiiieieice sttt sttt ettt sa e seetesbe s aente st e e e neenae e e e eneaneereans 6-8
o Tod N oI T VT o o 10 o= SRS 6-8
g ] I AN o [ =TSSR 6-8
LTSI o T I 1= 0 LU | SRS 6-9
MAX TEINET SESSIONS ....cvieieiiee et re e s te et e s e st e e st e e s et e eseesbeebeesbeeaeestesnresteeneesreereens 6-9
[ 4 1= =] A o o SRS 6-9
0] Al N\ = 1 o TSP 6-9

AN e [ =TT USSR 6-9
DETAUIT GALEWAY ......eiiiiiiiiitiie ettt bbbttt b a et b e e bt eb e bt bbb sbe e e beb e e e neeneenis 6-9
U] o] 1= AV, =T SRS PSPSRS 6-9
YN O N o Lo [ =1 USSR 6-9
ETNEINEE SPEEA ... e bbbt b e bt sb e bt ee e bt neneene e 6-10
(04 o -1 T8 o o SRS PP 6-10
(0] N F= 1 o TP PRSPPSO 6-10
(o] R 1Y/ oL U PRSP PP OP TP 6-10
POIT SPEEA ..ttt bbbt bRt h bR bbb bbb e e 6-10
Modem INItialiZAtiON STFINQ ..c.ooo e bbb 6-10
Lo =301 Lo 1=1 o o TSP 6-10

[ [0V LV A @ o 1 (] S SS 6-10
SINIMIP ettt b st es bt bR R R R R R Rt R bR b e Rt ettt et et 6-10
SINIMIP ACCESS ottt ittt sttt ettt a e et e st e e et e e s b b e s e et e e e R b e e e Re e e abe e be e ba e e nbe e e e e nre s 6-10
SNIMP COMMUINITIES ..ouiiiiiiiiie ettt te et e et e et e be e sresaeeseesaeestesteestesteesreeneanes 6-11
TrAP TRANSIMISSION ...uiiuiiiiiiieiiiteete ettt bbb e e st et e st e b e e b e bt eb e s be b e b ene e s eneenbebeene e 6-11
AULhen Trap TraNSIMISSION .......oi ittt ettt st bbbt se e ene s 6-11
TraPS DESTINATION ..ottt ettt ettt b e b e b e b b ene e e en e et e e e 6-11
DS1 Current Perf TRreShOIAS ......c.oooeiiiee et 6-12
DS1 Total Current Perf Threshold ... e 6-13
[T ol IoT o 1o o RN 6-14
YA [oTo BT (U] o OO TSR 6-14
I =T 1 41553 o] o TP TPRRSS 6-14

[ (0TS B Ao [ L=y RSSO 6-14
HOSE FACTIITY .ottt et b bbb bttt et be s e se e e 6-14

R ET= LI T L= Lo Tod PSSR 6-14
CUITENE TIMEZDALE ..ottt et e et e be e st e e ae e te s ae e s eesteestenteesreeneenes 6-14
AULO DaYlIgNT SAVINGS ..ottt bttt sbe e e 6-14
AACCESS PASSWOITS ...ttt et e st e beeas e s beeaeesbeeeesbeeseesbeesbesreenbeereereans 6-15
Instructions for Adding/Deleting PaSSWOIAS...........ccociiiiriieiene e e 6-15
2 0T SRS 6-16

L= TSV o o ST P T 6-16
AACCESS RIGRNTS .ttt e bbbt eb e s bt b e b e st s b et e et eebeseeseaneeneas 6-16
AACTIVE ettt ettt be e te e te e Ee R e e EeeRbe e Ee e Rt e te e R beabeeaeeaaeeareaaeenrenreentens 6-16

I ol=T ]SSP 6-16
61200305L1-1 ATLAS 550 User Manual Xiii

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Table of Contents

FRATUIE .ot h bbb bRt R R bR Rttt b R R r e ne e 6-16
Lot R TN =) S 6-16
SEFIAL INUMIDET ..ttt bbb bbb bbbt et 6-16

[Tl o 0 OO OO O OO SO SOURTOTROOTR PRSPPI 6-16
STATUS ettt E R R R Rt Rt R Rt b e R R R R r e n e nn e 6-17

F A = U TR L= =Y (=) SRS 6-17
Alarm Relay TRreShOId .......cooviicece ettt n e ns 6-17
33V A5 (=1 0 L 1 1SS 6-17
(0 oo F= L E= I T 0 1Y U= RSP 6-17
Y ToTo 18] 1251 o] OO POPRN 6-18
V[T LU T= 1Y/ o - 6-18
TrAaNSTEr METNOA ..ottt e 6-18
RESTAIT SCREAUIE ...ttt sbe e anes 6-18
CUITENt UPALE STALUS ..ovveieieicerciiie et sttt se e e e tesresaesae e e beneesneneenens 6-19
Previous UPAate STATUS .......couiiiiiieiiie ettt ettt bbbt e e e 6-19
Begin FIrMWAre UPAALE .........oooiiiiiiieii ittt sttt b et e e e 6-20

[0 oo F= 10T =1 LU [ TSP 6-20
CONTIG TFANSTEE ...ttt bt et et h e b e be bt ebesbe e e b enbeseeneeneas 6-20
Transfer MEtNOA ..o bbbttt et be b b 6-20
TFTP SEIVEE IP AAIESS ..ottt ettt bbb et ne s 6-20
TFTP SErVEr FIIEBNAIME ..ottt b e bbb e s 6-20
CUITent TranSTEE STATUS .....c.oiiiiiie ittt bbb e b e eneeneas 6-21
Previous TranSTEr STALUS ........cooiiiiiii it bbb et e 6-21
Load aNd USE CONTIQ ...viiiiiiiiiiie ettt bttt b et b et b e b s 6-21
Save Config REMOTEIY ..ot e 6-21
SYSEEM UTHHZATION ...ttt bttt ettt et bt e b e st st besbesneneanea 6-21
SYSEEM SEIFLEST ... e ettt bbbt b e bbb e st e st et e e ntabe st et sbenee e 6-21
=] 1 (] OSSOSO 6-22

=] [Tt (=T I ] £SO TSSOSO S UPUTUTRIN 6-22
CUITENT TESE STATUS ..ottt ettt sttt b et e btk esbesae et e snnennesnee b 6-22
CUITENT STOTZPOIT ...t bbbttt b et et b e ebesbe s e beneenneneaneas 6-22
WIBW SEIFEEST LOQ ...eiuiiiietieiiti ettt ettt b et b e bbb bbb b e e b s s 6-22

104 [T T T=] | o (= TS) o I o SO TTSO U RT U UTTUTTURTIN 6-23
[T 0T RSOSSN 6-23
TP AOIESS .ttt e b e bbbt b e bbb R b e Rt e R b b e Rt bbb e bbb e s 6-23
1701 ¥ [ o | AT TSSO P TP U TP PP OPUPRTURTPRRRN 6-23
Sz ettt h b £ R R b e R e R £ oA R e e R e e Rt e b e be bt ebenbe e e beneennene e e 6-23

B I 1010 16 L OO OSSOV PRUR T 6-23
ROUNG TP MM it b et bbbt b e b e b b e sbe e e e e e e e 6-24

L {e] U] s I £ g1 o J- 1Y/ RO OSSP 6-24
o]0 ] s I £ g1 031 ¢ 4 T- D TSSO U P TPTR 6-24

X STAES ettt ettt ettt bt b h bR bbb e R £ e R e R e e Rt e e eRe R e e eEe R e e ebeeh b e bt et e nbeenrennas 6-24
RESEE STATS ...tttk b e a bbbttt ae e he e s Re e bt et e be ekt e ke eRr et e et nne e e naea 6-24

] 21 4] (o] o I OSSOSO TURUTRRIN 6-24
REDOOT SYSTEIM ..ttt b et b e bbb e b e et e s et e st ebe e bt ebeeaeeb e st e nbesneneeneas 6-24
Factory DEefaUlt SYSTEIM ... ettt bbbt et s e nneneenea 6-24
Chapter7  Module TermMinNal IMEBNUS .........cuiiiiiiiie ettt b e b e 7-1
OVEIVIBW ...ttt bbbt b st h e st b e £ b e e b e e b e b e e b et ek et b e ee e bt e bk e e b et e et et e nb et e st e re st e st nbe e nas 7-1
Y ToTo L8] 1= SRSV 7-1
R3] | SOOI 7-2
157 1= S 7-2
V1= o O T TSRO P PP P TUTPTPPPPPPIPION 7-2
Xiv ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Table of Contents

YN F- 1o o 1 [ OOOSEO PSR OPOPRRTRURSPRRRRRO 7-2
=] S PR SSRR 7-2

S 1= L TSR 7-2

S 0= LU TS 7-3
LSS 7-3
Modules Menu (T1Network Interface MOAUIE).........c.ccvviviiiiri i 7-3
L] (o OO RRR USROS 7-4

ALGEIN STALUS oottt ettt e st e et et e st b et e ebeebesbe e ebesasesbesaaesbeebeesbeebeesbeerbebeenbennas 7-4

DSOS - 1 1S UPSP 7-4

DSO AILBIINS ..ottt et ettt e et e e st e et e e s be et b et e e abeebe et e ebeeabeebeeabeabeesbesbeesreetaenbeenee e 7-5

S Lo S =1 11 [ SRS STS S P 7-5
PErfOIMANCE: CUIT ..oviiiiiitictie ettt sttt e et e e b e e be e bt e et e sabestesaeesbesbeesbesbaesbestbenbeeneenns 7-5
PerfOrManCe: 15 IMHIN .ooviiiiiicciec ettt e b et e b e bt e et e s ab et e e reesbesbeesbesbeesbeeraenbeeneenns 7-5
PerfOrMANCE: 24 HI oot et b e bbb et e s aeeebe s ae e sbesbeesbesteesbestaenbeereenns 7-5
CONTFIGUIALION ..ottt bbb e et h e et bt eb e s b e eaeebesbesbeneebe e 7-6

JL=ES] A S P TPEO S RU ST PRRSPRPRPORR 7-7
Chapter 8  PACKEL IMBNAGET ... ..ot et ettt b e bt e st sbe b st ene e st e e e ane s 8-1
OVEBIVIBW ...ttt ettt et st s e et e e e b e e st e e beeas e e he e At e ebeeabesbeesbesbeebbeabeeabeebeenbenbeeaeeabeeabeeaseebsenresasenteebeesresres 8-1
1o ] A\ F= T To =T gl AV, =T TSRS TSSRSPSRO 8-1
1o RG] A= o | o £ TSRS 8-3
S 0= LU TSR 8-3
[T T o a1 =0 - R STRSRS 8-3

(0 ) PSR 8-3

3] T (o ] -SSR 8-3

3] T 15/ LSS TSS TR 8-3

RS [0 R - (- RSP STSSSSRR 8-4
(L1 15 (=] o A o ] o PSS 8-4
PEITOIIMANCE ..ottt e eb e bt e e bt e ab e e be e abesbe e ebesbeeteesbeesbesbeesb e beenbesbeeneeentenees 8-4
[T T o a1 =0 - SRRSO 8-4

[ 0] (ool o] KRR P UTUSOSRRPRROT 8-4

LENK SEALS ..oeviiiiicie ettt et ettt e e be e s b et e s be e st et e e be b e et e e bb et e ehe e beebeeebesbeesreetaenbeenee e 8-4
SUDTINK STALS ..oiviiiiiticiecte ettt et et sbb e sttt e e be e e sbeebeesbesbeesbesbbesbesbeenbesbeebesaeesbesnneneens 8-5

L] 01 o SRRSO 8-6
[T T o a1 )= 0 - RS TRSS 8-6

[ 0] (o Tol0 ] E OO OP TSSO 8-6

L] a1 o USSR 8-6
SUBIINKS .ottt et be et e s beebeesbestaesbestb e st e ereeabeebeebesbesabesanesbeennesbeereens 8-8
SUBIINKS EXAMPIE ..ot sttt e sr e se et se et e e e e eneeneenn 8-10

- T SRS 8-11

=] ST 8-11
T T o T L =0 - 8-11

[ 0] (o Tvl0] IR OSSR PR PRSP 8-11
SUBTINK et e b e te e st e st e st e e te e be e st e s beebteebeeaeesbeenbesbeeeesbeebeestaesbeerbenraens 8-11
[T T o | @0 11 o | TSR 8-12
[T T T a1 30T 0] o TS 8-12
= Tod G A O 4 (o1 £SO PRSP ROOPRTRTO 8-13
L (0 0 TR =SSR 8-13
SUBTINK ettt et e et eebesbe e sbeshe e s be e st e beesbeebeeateebeeatesbesabesbeeteenbeebeenbeeaeenras 8-13

B 0 R = =1 = OO SRR PRSP 8-13
SUBTINK ettt et e e ae e besbe e s beshe e s be e st e beeabeebeeatesbeeaeesbesrbesbeebeenbeebeeebeeaeeneas 8-13

L (0] (o Tolo ] OSSOSO PR PR 8-13
L] 011 o RSP 8-14
61200305L1-1 ATLAS 550 User Manual XV

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Table of Contents

(070] 01 i ITo1 SRRSO PO ERPTRRRPRRPR 8-14

(0 1 0 SO 8-14

LI IO RO PRSP TROPRO 8-14

L 5 Tod 13810 | P 8-14
L LTI R =1 =Y S RSTRS 8-14
ENADIE 1Q STALS ...iviiiiiiiiiccie ettt et ettt st st et e e te et e ebe et e sbe et e sbeeatesae e beebeesbeebaesbeereenreanas 8-14
POFTENGDIES ..ottt e b e bt e b e ab e sbe e be s be e e e s beetbesbeebbeebeeabesbeebeesbeareeans 8-14

[N - U SRS 8-14

ENADIE POIT ...ttt ettt et st e e s be e be e s b e et b e s be et b e beeabesbeeaeeaaeeteeneesren 8-14
AdLSUDIINKS ..ottt b ettt e et st e st e e e e beebaesbesbb e st e satesbeeeeabeeebeenns 8-14
SUBIINKS oottt ettt ettt e et e st e ebe e s b e s be e s be s ba e st e e s besbeereenbesbeeebesabebeentesnreareennes 8-15

L 0 1 T TSRS 8-15
(01U 18 =] ] A d AV £ SO S 8-15

1] V=Yl 2= o ToTo H OO OO UTOPRRTRSTRRRN 8-15

IMTBX DIAYS .ttt sttt et b e h et ke be b h e R R bt SR e e R b e R e e b e Re e eRe e Re bt e e be et eenheenbe e 8-15

IMAX INEEIVAIS ..ottt et e b e e ba e e sbe e sabesabeesbaeetbeesbesesbeesareenbeens 8-15

VIBW 1Q SEALISTICS ..viiviiiiiiciiiti ettt et e st e et e st e e s e e s te e st e s be e st e beenbesbeeaeesaeeneesneesrens 8-15
INtErval /Z DAy (LINK) ...ttt bbb bbb s 8-16
YU o] 11 01 OO PO 8-17

(61 g E=T o) (=T g T = (01U | (-] OOV OURRN 9-1
OVEBIVIBW ..ottt ettt sttt s bt s b e e st et e e st e b e e ae e e beeabesbe oAt e be e besbe e b e st e eRbesbeenbeebeeabeabeeneesbeeteesbeeneenbeesbeses 9-1
Y =T o TSP 9-3
STALIC ROULES .....tiiiiiite ittt ettt ettt ettt e et e b e ebe e ebesbe e sbesbeesbe s s be st e e sseebeebseebeeabeebesaeebesaeesbesbaesbesaeesbeenbeses 9-3
TP AGAIESS vttt ettt ettt sttt et e st e et e st e et b e b e e re e beehe e ebeeRe e ebe et ebe e ebesbaehbe et e eRbeebe e beabeeereearentas 9-3
INEEMIASK ...ttt sttt e b et e e bt et e e be e besbe e besbe et b e st s esbeebeenbeebeeabesaeeatesaaebeeeesbeesbeessesbaesbenreens 9-3

L= 1= SRS 9-3
INEEITACE vttt ettt sttt et b e b e e b e b e e b e eb b et e e Rt e beehe e ebeebeeebeeheeabe e benbeebeebeabeeereeatearas 9-3

o 10 61O 9-3

[T aT=1 o] [=To IR OO P SRR P PRSPPI 9-3
AAAVEITISE oottt ettt ettt e st e e ta e s beett e e b e e st e beesseebeeabeebeeRbeebeebeebe e besbaerbesbbenbeebe e beebeeebeenrenras 9-3

Y g O 1ol o TSSOSO 9-4
TP AGAIESS vttt ettt et sttt et e st e s te e s b e et b e b e e ae e ebeebe e ebeeRb e ebe e b e be e ebesbeebbe et e eRbeebe e beebeeebeearentas 9-4
YN O Yo Lo [ =TSO PRSPPSO 9-4

LI 1 0 IO OO PO USSP 9-4
157 1SS 9-4
INEEITACE ottt sttt e et b et e et b e b e e b e e b b e et e e Rt e beehe e ebeebeeebeeheeabe e nbesbeebe e beabeeereeatenras 9-4

1D =1 o 13T SRS 9-4
L0 11 (= PSR 9-4
TP AGAIESS .ottt ettt ettt sttt et e e st e et e s b e et b e b e ere e ebeebeeebeeRbeebe et e s be e besbeehbe et e enbeebe e beabeeebeearennas 9-4
INEEMIASK ...viitieiie ittt ettt e b et e e beeab e s be et e s be e s besbe et b e st s esbeebeeabeebeeabesbeeetesabebeeeesbeesbeesresraesbesreens 9-4

L= 1=V SRR 9-4
INEEITACE ottt ettt et e e b e s b e e b e e bt e et e Rt e beehe e ebeebe e ebeeheeebe e besbeebeebeebreebeeatenras 9-4
o o7 | OO OO PTUSRPRO 9-4

EINO TP oottt ettt et h e h b et be bt eb et ehe e beebe e beebaetbe et b eabenbeenbeabeeabesarenras 9-4
[T ] To T 0 A 1 =T g SRS 9-4

L 1= o [OOSR 9-5

(O 1 RO SE TSP PRSPPI 9-5
T Lo TS 9-5

o 10 &1 9-5

T T ittt ettt ettt b e et e bt et e s be e e be et e e be et ae e he A beahe A beabe et e bt Rt e Rt e beebe e beebeeebeataetbeebeeRbeebe e beabeeateanrenras 9-5
INEEITACES ..ottt ettt sttt b e et e s be et e e s be e bt e ebe e st e beeaeesbeeheesheeR b e sbe e A beeh b e beabeeabeebeenbeebeebesreenrens 9-5
INETWOIK INAITIE ..ottt s e e et e s b e et t e st e et e e re e beebsebeebsesbeeabesbeeneesbesbeesbeeteesbeesbenns 9-5

XVi ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Table of Contents

EIND TP ot b bbb bbbt bbbttt b ettt 9-5
[T ] To T 0 A 1 =T g -SSP 9-5

F Ao [0 L= OO OSSP PTTTPTRSPRR 9-5
SUDNEE IMIBSK ...ttt stk etk bbbt bbbt 9-6
LAIRP bt R e R R R RS R AR R R AR e R bt b bt n et n e enen 9-6
ENADIE <. bbb bbbttt 9-6

(D 1SF: o] =SSOSR 9-6
FAr-ENG AGAIESS ..ottt bbb bbbt s bbbt et s e b st bttt ettt 9-6
IMITIU ottt ettt b8 bR R e E kR E R bRt R bbb 9-6

R P bR AR R £ R R R R R R R Rt R bbb bbbt 9-6

1 oo L= STV 9-6

L 0D QAN S 9-8
1= o T PRSP 9-8
POFTINBIMIE e et s ekt b bbb bbb bR et b e e Rt e bt e Rt e bt er b neen s e en e 9-8

AN e [ L= SRS PSR 9-8
DETAUIT GALEWAY ...ttt ettt bbbt bbbt bbbt s b e st et e bt et ebenbesbe e e be e enes 9-8

T U] o] 1= AV, =T SRS 9-9
YN O X o Lo [ =TSSR 9-9

T T OSSO UUTURRTUTTRPRRTON 9-9
AN e [ =TT RSOSSN 9-9
L7018 | o | RSOSSN 9-9
T2 SRS 9-9

LI T 1.0 1o U | OSSP 9-9
ROUNG TP MMM ettt bttt bt et b et b e bt b e e be e b e sbe st se et se e e eneaneere e 9-9

[ {e]U] T N £ §1 0 J- 1Y/ RO USRS 9-9

[ {e]U] T I £ 57 031 ¢ 4 T- OO SOUUTTTUSSORTUSRRTI 9-9

B D] - TSR OPPPSRTPO 9-10
LT = ] K= LTSS URPRPRTPR 9-10

] -1 4] (o] o IO OSSOSO 9-10

R3] = ) [P 9-10
D ettt E e Lttt Ret e R et e R et e Re et e Re et e Re e ReEe e he R e b e R e e b e R bttt et ettt 9-10
ICIMIP ettt ettt ettt E et E e R et Ee et R bR bR e R R e bR bt bttt ettt 9-12
L1 TSP 9-13
O TR PSPRPRN 9-14

L e T A O Tod 1= ST P 9-14
UDP REIAY ...ttt ettt bbbt bt bt e b es e et e R e b £ oAt b e e bt e b e be e b e e b nb e ee et e e e b eneeneenes 9-15
[T =] 1= o ISR 9-15

3] =1 (o F- Lo S 9-15
SPECITIEA ..ttt bbb bbbt b bR bbb e b e enent e ens 9-15

REIAY TADIE ... ettt bbb b bbbt be e e ene e enes 9-15

[ g T o] - ST P SR 9-15
TR TP 9-15

L ] o = o o USSR 9-15

UDP POFT 2 .ottt ettt s ettt ettt bbbttt et st s et st se ettt n et n s 9-15

L] o = o] o PSSO 9-15

(6 g F=T o) (=7 g (O I B T To N Tor: 1 (To [N 1V F- T o LSOO 10-1
OVEIVIBW ...ttt R R e R R R Rt Rt R et n et ren e 10-1
Using Dedicated Maps With Frame REIAY ...........ccvciviviiiiiie i 10-2
o €Y7 L=, = o USRS 10-2
AAUTO et E R R R R R R R R R e R bR e R e bt e bt et e s e e nene e neene 10-2
LY=o 1300 A ] o 10 To | T TSRS 10-2
(LU =] o Y - T o OSSR 10-2
61200305L1-1 ATLAS 550 User Manual XVii

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Table of Contents

(1T L CI A Lo [ 1V - ' LS 10-3
Y T TN N = V0 =SSP 10-3
SOME TO/ZFROM .ottt bbbt b bbb bbbt b et bttt bttt n et 10-3
(0] 01 51Tl £ TSP TSR P U SU P PRSP ROPTRPR 10-3

e L bR L L Lo £ Lo £ R £ bt R et E et E et e R ee R AR bbb et b et ekt be e benrenens 10-3
FROM SIE .otttk b e st b e bbb bbbt s et n b et ne et e et e bt se e s e et ne et 10-3
0] o TSP TP PR PP 10-3
TO SIS bbb et E e bbb bbb b bbb nnne 10-4
PIEZPEP .ottt bbb bbb bRt E ettt bbbttt b 10-4
0] 0 0 @] | T RS 10-4
JLIC0 T 21 o OSSR 10-6
K3 TSSOSO PR OTP PR 10-6
ACTIVALE THIMIE ..ottt b bbb bbb bt b st b et st s et b et bbbt en e b et en s 10-6
0T o 1 SRS SSSSR 10-6
Designing the Dedicated Map fOr EXamPle 2........cccooiiiiiiiiiiiiieie s 10-8
Configuring the Ports for EXAmMPIE 2 ..o e 10-9
Defining the Connections for EXaAmMpPIe 2. s 10-9

Chapter 11 DAl PIAN ... bbbttt ettt be bt bbbt e 11-1

OVEIVIBW ..ttt ettt b e bbbt b st b e st 4 e e b e £ eb e e e bt e b e e bRt e bRt e b et e bbbt e b b e et e b et ebe e et e e b et enens 11-1

L= ATV o] G = 0 [OOSR 11-3
R3] [0 9451 OOV PTRPPRTN 11-3
POITZPEP ..ttt stk stk bbb bbb bR E et b et ettt e b n s 11-3
3] T PSS 11-3
L@ 107 Ao ol =T o S 11-3

] (o | I TSP P TP P PPPPTRPRTN 11-4
oot =T o 1 N L0 ] =T S 11-4
SEANCH .t b e R £ R R R ARt b et b et b ettt et es 11-4
Data 64K, Data 56K, AUdiO, SPEECH ......ccoiiiiiiiice e 11-5
TEEAL CAII AS .o b bbb bbbt bbbttt n s 11-5
L@ 11 -2 = (= S 11-5
L 1= o3 B I 10 L o T SRS 11-5
Data 64K, Data 56K, AUdiO, SPEECH ......ccociiiii e 11-5
(oI @0 | T RS 11-5

(O =T g =T o o TSP TSRS PP PP PP 11-6
R3] [0 9451 OO TSP PPRPPRPTN 11-6
POFTZPEP ..ottt b bbbt b e st b e e b e b e btttk ekttt b et et et 11-6
3] T USSR 11-6
oo | OSSPSR 11-6

R (o | I TSP P TP P PTUPTPPRPRN 11-6
oot =T o 1 10T 4] =T S 11-7
SEANCH .t b et R £ bR bR Rt b et b et bt et es 11-7
Data 64K, Data 56K, AUdIO, SPEECH ......ccoiiiiiiicre e 11-8
TEEAL CAII AS .ot b bbbt b et b et bttt n s 11-8
L@ 11 -2 = L= SR 11-8
L 1= o3 B N 10 L o PSS 11-8
Data 56K, Data 64K, AUdiO, SPEECH ..o s 11-8
(oI @0 T S 11-8

GIODAI PAIAIM ....ciiiee ettt b e b bbb e e b b e e b e be ettt et ebese e b e ebeseebeneebe e 11-9
ENd Of NUMDBDEE TIMEOUL .....cviiiiiiee ettt st b bbb bbb 11-9
YA =T N Lo [OOSR PSSP 11-9
[N o O] g g o] 1=] =T =T g ] £ TSRS 11-9
(N8 Ta ] oo g Y/ o =T =T g o] £ TS 11-9

Xviii ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Table of Contents

OOV 11-9

PIETIX ettt bbb bbbt bbbt 11-9

oA 1=] o o T TSRS P PV PR UPTPPPRPOPON 11-10

T L] o =T 1Y/ o TSN 11-10
Automatic ROULEDACK REJECTION .......cviiiiiiie et 11-10
(€1 o] o LI 1o 0 1= 1Y/ o - SRS 11-10
INterface CONFIGUIALIONS ......c.civieeicec ettt e s et e e e re st e besne st e steseenten e neeneens 11-10
Dual T1/PRI Module: Network Termination/PRI ..o 11-11
RS (ot o T 1Y - OSSR 11-11
FIFST DS oottt ettt b bbbt bbbt b e bR e b et b et b et b et b e e b e bR et et 11-11
NUMIDEE OF DSOS ...ttt bbbt bbbt b et bt et s e be sttt en 11-11
Outgoing NUMDBEr CONVEISION ......ccviiiiiieieee ettt s e s ere st te e etesae e tans e e eneeneeneenen 11-11

AS QIAIEA ..o bbbttt ne 11-11
ISDN-NAtioNal Preferred ...t e e e s nes 11-11
ISDN-SUDSCIIDEr Preferred ... e 11-11
ISDN-National DMS Reserved Preferred ... s 11-12
ISDN-NGAtioNal AS DIIEA ........ccooiuiiiiiieie et bbb 11-12

R T 0TV ] O USROS 11-12
Network Specific Facility V0ice and Data ..........ccocoiiiiiiiiiiiie e e 11-13
Called Digits TranSTEITEA .......c.oiiiiiiiee e ettt bttt b bt se e s s 11-13

L =] 1 O RTSOUURURUTRTURPRTRN 11-13
OULGOING CAIIEE ID ...t ettt sttt b ke b e b e b et e b et bt bene s 11-13
SOUICE ID ..ttt ettt h e b ek e e bt eh b eh bt e R e bt e Rt e bt ebe e ebe s he et e e abenbe e nnenbeenbe e 11-14
SWAP ANIZDNIS oottt ettt ettt e et et b et be st ses et et s et ne s 11-14
Dual T1/PRI Module: Network Termination/RBS ... e 11-14
TS A 0 1 OSSPSR PRTORPRRPRTN 11-14
INUMDBDEE OF DSOS ...ttt ettt b bkt e e b e e b e s e e s b et e e Re b e e b e be e be b e s be e e sbenbeseennens 11-14
DSOS AVAIIADIE ... bbb bbb e 11-15
SIGNAIING IMETNOA ... e ettt b e bbbt b s 11-15
FGD TX SEBOUEBIICE ...ttt ettt ettt ettt e ettt e bt bt e b e he e et e e e e e ke e b e ebe ek e e e be e b e e sbe e st e bt esbenbeeneeens 11-15
FGD RX SEOUEIICE ...ttt sttt sttt he et be e bt bt e ee e b e e bt e ae e e b e ke e eb e e b e e ebeeb b et e esbenbeeneeens 11-15
WINK after ANITZDINIS ..ot bbbttt bbbt s et ns et 11-15

D To [1 A BT o] o] £=21S] o] o IRV 11-16
DireCt INWArd DIAlING .....ooieiieie e et b et b e bt bbbt b s 11-16
DID Digits TranSTEITEA .......cooiiiiiiiieie et se b e 11-16

DID PIEIIX uviviuiiiiiiiicti ettt sttt bbbt bbb s ettt n s nn s 11-16

THUNK NUMDEE <ottt bbbt bbb bR e st eb e e Rt e b e e b et e ebe b e sbe et e benbe e e e 11-16
SEFIP IMISD .ttt sttt b bbbt R b et b et R bbbttt R Rt R Rt et st et neee 11-17
SOUICE ID ..ttt et ettt bt b e bt b e b e e b e h bt ek e bt e Rt ekt ebe e ebe e be et e e besb e e neenreenbe e 11-17
Dual T1/PRI Module: User Termination/PRI .........c.coooiiiiie e s 11-17
1Y (ol T Y/ o1 OSSPSR 11-18
TS A 0 1 OSSPSR 11-18
INUMDBDEE OF DSOS ...ttt ettt b e bbb e b e s e e b e s e e s b et e e Re s b e e b e be e benb e b seesbe st seeneens 11-18

RS T 0T ] O OSSPSR 11-18
NEetwWOrk SPeCIfiC FACHILY .......cooiiiiiiii b b e 11-18
Called Digts TranSTEITEA ........co ittt bbbt sb et ne s 11-19
OULGOING CAIIEE ID ... bbb e e sttt b et b e b e b e b b et b et e bene s 11-19
SOUICE ID ..ttt ettt e bt b e ekt ek e e bt eh e eh bt e R e bt e Rt ekt ebe e ebe s he e be e benbeeneesbeenbe e 11-19
SWAP ANIZDNIS oottt et et ettt be e et et e b et e b s s es st e s s e e ne s 11-19
Dual T1/PRI Module: User Termination/RBS...........cociiiiiiiiiie ettt s 11-20
FIFST DS oottt sttt sttt ettt e b e s e e b e s e e b e se e b e e b et b e et et e bt te e e R et et et et et e R e ReReebereans 11-20
INUMDBDEE OF DSOS ...ttt ettt b e bbb s b e s e sb s e e s b et e e Rt s bt e b e be e be b e s be e e sbe st seeneens 11-20
DSOS AVAIIADIE ... bbb bbb e b e 11-20
SIGNAIING IMETNOM ... e ettt b e bbb bt be e es 11-20
61200305L1-1 ATLAS 550 User Manual XiX

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Table of Contents

L I I 5T QT T 1 1= o oSS 11-21

L I I G 1= o L1 1= o o SR 11-21
WINK AFter ANIZDINIS ..cooiiiiie bbb bbbttt b ettt 11-21

D TT =Tt LN Vo N 1 T- 1 T o 11-21

DY ID B] To | & N - U1 (=1 =T 11-21

Caller ID NUMIDET ..ottt et bbb bbbt ettt et et et et e sreresbereas 11-21

R3] 1T o TN Y 5] 0 PSSP 11-21
SOUICE D .ottt bbb et h bt Rt Rt E e R e b e e e et e h ekt s e eb e n b e b bt n b nne s 11-22
Dial 0N OFFNOOK ...o.iiiiciicec et bbb bbbttt b 11-22
Dual Nx56/64 Module: USer TErMINALION .........coviiiiiiirieeiee ettt 11-22
POItS AVAIIADIE ...ttt 11-23
NUMIDET OF POIES .ottt b ettt sttt 11-23
INUMDEE 10 DAL ...ttt bbb et b ettt sttt 11-23
L= 11 R 5 o - SO 11-23
DHAL CAII AS .ottt b et b e bbbt b b e e b e e e bR e et e Rt b et et b b e b b e e 11-23
DT 1 e 1 OO 11-23

o[ OO PRSP PSPPI 11-23

A E o 1o TSP PR 11-23

SOUICE ID ettt b ekt b et ee et bt et e E e ek £ e eEeeh b e eb e eh b e bt e ne e ebeenn e ehe e beebeenbenneas 11-23
Quad BRIZU Module: Network TermiNation .........c.ccceoiiiiiieeii et ste et se e sre e s sre e 11-24
1Y (ol T Y o1 OO SO PP 11-24
SPID LIS wotiietiieie st sttt sttt st sttt et ettt et s e bR e b ne Rt b e ARt b et et et et e et et e reebe st ebe e erenes 11-24
PRONE NUMIDET ..o b ettt b et e b e e 11-24

SPID NUIMDEE . ekttt b e bt e b e e bt e b et e e et ebesbenbesbenbesbe st 11-24

L0211 SRS PRSP PRTUPPRPRRRN 11-24

D64, D56, AUIO, SPEECI ..ot bbbt 11-24

SEEIP IMISD ..ottt ettt etttk ek st s et se b bR R R bR e bRt R e bR et et et te et ereerere s 11-24
SOUICE ID et bttt b ekt be et ettt E e et e ke ek e e ebeeh b e eb e e m b e bt e ne e ebeenn e eheebeebeenbeneeas 11-25
Quad BRIZU Module: User TermMINAtION.........ccccciiiiieiiiiee sttt ste e sre e sae e sae e ssae e naesae e 11-25
Y (ol T Y o1 O OO UOU SRR PRURPRORPRO 11-25

K] o] Lo 1N I T TSSOSO PRSPRIN 11-25
PRONE NUMIDET ..o e ettt eb e bbb e e 11-25

SPID NUIMDEE .ttt b et b e ee b e e bt e b et e et ebesbenbesbenbesbe e 11-25

(0= 11 SRS PO PRSP PRTURPRURRRT 11-25

D64, D56, AUIO, SPEECI ..o e 11-26

SEEIP IMISD ..ottt etttk et s kst ke st b bR R R bR e bRt R e Rt et et et te et ere et re s 11-26
SOUICE ID et bttt b ke b et e et bt et e ek e e b £ e ebeeh b e e bt e R b e bt e me e ebeenn e eae e beebeenbeneeas 11-26
Creating Dial PIanS—EXaMPIES .......ccuoiiiiiiiiee ettt bbbttt nne b 11-26
Understanding Dial Plan Configurations............ccoiiiiiiiiieieese e e 11-27
Connecting Packet Endpoints in Frame Relay ... 11-28
1= T | SO SEUSPTTTSRRR 11-28

R3] (0] 74V TSROSO SURT PSPPSR 11-28
POITZPEP ..ottt bbbt bt b e et ettt et ettt et et re et e reerereas 11-28

3] o USROS 11-29
127 ol o1 o | S OO TTUT PP P TP P PUPRPPRTPRO 11-29

(@ 10 - L ORI 11-29

(ot @0 | o [OOSR UPORURN 11-29
PIEVOICE .ottt ettt bttt h bbbt bbb e e e bR et he e b e e E e e bt eb e eb e ne e ee e bt e e b e ebe b e b e 11-31

R3] (0] 74V TSSOSO PURTPRURRR 11-31
POITZPEP ..ottt st b et b et bt b e et ettt ettt et et et e e re et renrere s 11-31

3] o TSSO 11-31

1527 oot o | ST U PP PR PP PURPRPURPRO 11-31

(@ 10 - L RSOOSR 11-31

(ot @0 o] o [T USRS UPORURN 11-31

XX ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Table of Contents

Menus for Network TermMiNatioN ...t 11-33
DID Digits TranSfErrea ........ccoiiiiiieiiiiie vt re et sre e se e 11-33

DID PIEIIX vevitiiiitiiietisiete ettt bbb bbbttt 11-33

TERUNK NUMIDEE oottt ettt 11-33

RS T 0TS 0 PSSR 11-33

SOUICE ID .t b bbbt b et b s et b e bbbt bt r b nr e n e nn e 11-33

MenUS FOr USEr TEIMINALION ..ottt bbb ettt ettt 11-34
DID Digits TranSfErrea ........cccieiiiieiiiiie ettt sresae st sre st e 11-34

Caller ID NUMIDET ... bbbt b et bbbttt 11-34

SOUICE ID .t b b bbb bbb et bt bbbt ab e r b nn e nennenr e 11-34
Chapter 12 Updating FIFMWAIE .......ccccviiriiieieeeeee et ea et te e te st seesaenaesaene e eeseenens 12-1
OVEBIVIBWV ...ttt ettt b ekt b e bbb e e b e s e o2 e R £ 2Rt e E £ 4Rt S b€ e Ee e Ee4E e b e A e e e et e R b ek e e Rt ebe e b e e meenbebeenbabeaneabeaneas 12-1
XMODEM FIrMWAe UPAALES .......cueiiieieiiiieiie ittt sttt sttt s se bt sbe s e besbesbesbeseesbeneeseaneaneas 12-1
Updating Firmware using XIMODEM ........cccccoiiiiiiieice sttt seenaenens 12-2
TFTP FIrMWAare UPGALES. .....cc.eieeeieieeeiiestestesestest et seest e e s astestestestessesseseesseseesaesessessessessesaessesaeseessenseseensnsens 12-3
Updating FIirmware USING TFETP ..ottt st esre st st sae s sneneeneas 12-3
Status Messages DUFNG UPI0ad ...t 12-4
(0] 101 o] [=1 =0 J o] [0 =T SRRSO 12-5

L aTeT0] g ] o] 1= C=T 01 o] [0} Vo RS STSS 12-5
Chapter 13 SNIMP MaNAQEMENT........ccucieieeeie et s ere e re s re e saesresaesae e enaeseeneaneeresreans 13-11
SINIMP OVEIVIBW ...ttt bbbt ket b e et e h e b £ E e e bt eb e e b e se e e b e e e e e e bt e me ekt e bttt eb et e nbe e e benee s 13-11
SNMP BaSIC COMPONENTS ......ueiuiitietiiiiitieienie sttt sttt st ebe bt besbe st et e st e e et b e et e abeabesbesbesbenbesbe e e nbeneenes 13-11
INETWOIK IMIBINAGET ...ttt ettt eb bttt b et b e et b et bt e b e be b e b e s b st e ebe b neeneens 13-11
Yo =] o | A TS T P TT U TP U PR TURUPOPT 13-11
IVIEB .ottt ettt ettt ettt £t £ et E et E e bR R R bR b bbb et bttt Re ettt ntere s 13-11

RN LY I =T o ST T U PP PP PT PR 13-12
TraP DESHINATION LISt .....c.iiiiiiiiei ettt ettt bt bbb st s bt e e beere b e 13-12
Configuring a Trap Destination List via the Terminal Menu ............ccccooniiiiiiiiiiniies 13-12
Disabling Trap Generating EVENTS ...ttt bbb 13-13

R =T aTe FoT o B I = o 1 OOV 13-13
(DY R I -1 o L S OSSO PR U TP UT PR 13-14
(DN AN F= i . T I - 1o LSOO 13-14
Clearing DSL AILGITN TEAPS ....ooueiueterteie ettt sttt sttt e et et et ettt sbe bt b e be b e sbeseeseebeaneabenes 13-14

(DN AN 1= A I -1 oL F OSSOSO PP 13-14
Clearing DSL AILEIT TIPS ..ooueeeieieeietieerie ettt see ettt st s bt e e e e et e s e ebe e bt ebesbesbesbensaneas 13-16

[ Ll =l g Lo [N =T o I =T oSOV 13-16
Chapter 14  ADTRAN ULHHTIES. ...ccoiiiiicee bbb e 14-1
OVEIVIBW ...ttt bbb b b8 8882 E bRt bR bbb bbb Rt b st et et et et b et 14-1
) VAS] Mool o [0 1] B 7 U= o T o 1S 14-1
137251 1o o X1 SRS 14-2

1Y ToT ) (o SO SRS 14-2

IMIBINIU B ...ttt ettt b bt bbbt e e E e e st s b e et b e e bRt R bR e bt e 14-3
I bbb R bR R AR R R R bR R Rt Rt R et E bRttt benes 14-3
D 15 01 - 2SS 14-4
0T 1 1= RS 14-4
= =T I To T T T 14-4
DEfiNE RED EVENTS ..ottt b bbb st b et b et b e ettt ettt ne e e s e e 14-4

o (0] 0 1= o =TSSR 14-4
ClEAI RED EVENLS ....c.cviviiiiieiete etttk ekt bbb bbbttt et ne s 14-4

o 1= | o RS 14-4
61200305L1-1 ATLAS 550 User Manual XXi

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Table of Contents

I 1 =1 A O] SRR 14-5
S TEEIS] (o] o TOT OO TSSOSO PO 14-6
(70 o =T o] E SR 14-6

[ 03] A= 0 1= SRR 14-6

0] o S PS 14-6

o T o 1 011 /SRS 14-6

A NEW ..ottt s bbb e et e et b e b e e et e e be et e sbeeaee s aeebesbeesbesbeesbesbsenbeensenbeeateenas 14-6

B L] =] (T OO SO UOTOURRPRPPO 14-6
(70 o =T o] E PSS 14-6

B TEToTo] o] [T o1 (RSSO SR PR RPP PSR 14-7

JLIL 2L 15) {1 { SR 14-7
EXIE 1ottt h e bt e e ae e he et b e b e et b e e he At e abe et ehe et eheeAeeeRe e beeheesbeeheeabeeabebe et e areenreatas 14-7
o [ OO OSSP UER TS URRPRRPRURRPPTO 14-7
L 0] 1 o ) 1 1SS 14-7
(010] (o] ¢TSRS PPROURRORRRPRON 14-7

(o o= 1 I ol o Lo IR O RSOOSR O URRORRRPRPOI 14-7
AAUTOREPEAL ...ttt ettt e bt e b b ekt e st e b e e e e e b e oA e e e Rt e bt eb e e ebenb e e ebenb e et e e e et e enneenas 14-7
(02101 (81 £ T T OO OO U UTUROUP ORI 14-7
Il e bbb e e e e b e heeete e ahe e e be e be et beeabeeaaeeeebbeeabeebeeataeeareeaaras 14-7
STANT CFG CAPLUIE .ottt bbb b bt h et b e st et bt sbesbe et e b an e nneneeneas 14-7

] (o] o J @3 {0 [ OF: o] 11| £ TSSOSOV SO TPV TTUTOUTTRRIN 14-7

BUTTEE SIZE ettt e e b e s b e e e ate e ste e s be e be e et b e e ebeesaee e beeeareeabeeabaeeateeanras 14-7
SAVE BUTTEE AS oottt ettt ettt e b e st e e et e st b e e beeabee e sbe e eabeenbe s abbeeabeesaeesabaeaneeetree e 14-7

10 1] g W O] o1 (U] TSP P TP UPURTPRN 14-7

[ [=] o OOV 14-8
(070] a1 (=] 01 £ TP PSR PRSROPPPRPPPIO 14-8

] = LU £ TS PO O TP OTPPPRP 14-8

F N o 1o 10| S OO PERSP RO URRTRPO 14-8

W T-L00 UTTIITY .ot b bt b et b st s bt et e bt b e bt e b e b e b e s e et be e bbb e e bt ene e e ene et ane e 14-8
Y ETS] o] FET RO URUURSR PR 14-9
(070] a1 21101 TSP R PSS ROPRPRPPPRO 14-9

(DT TYol0] o o U=To! (OSSOSO SURRORRRPRPRTI 14-9
] TR I - U ) =] GO ST ST 14-9
XIMODEM CRC ...ttt ettt ettt e s et e e e ba e e sbe e sabesbaesbbeeateesbessnbeenneesnbeens 14-9
ASCHICTG FIIES et ettt ettt st be b see b e e e e e e 14-9

Lo [ AT O STOOUROP SRR 14-9
[0 o PO RSO PRROPRRRP 14-9
(0] 0] (o] o [P PUUUUP PR 14-9
RETIESI SCIEEN .ttt e et e bt e st e e s ae e et e e s beeeaee e sbeesnbeeabeestbeenbeeabeesnras 14-9
(070] a1 81101 S PPTPRRPP RS ROPRRRPPPIO 14-9
TraNSMIT WEKEUD ..ot ettt b sttt b bttt b et s 14-9
TranSMUE RETTESN ..ot e be e st b et e et e e eteeeaaeeareas 14-9

(070 (o] ¢ OO PRSPPSO 14-10

(o o= 1 I =Tod o Lo TR RSO TS PSPPI 14-10
AUTOREPEAL ...ttt stttk e be bt e bt e e h e e st e bt e a b e eb e e ebeehe e eee e meenbe e e e sbe et e e s bennbenrean 14-10
101101 (81 £ T T  TTTTTTT U T T P T O TP UU TR TP PR OUPRUPRORO 14-10
[ [=] | o TSP ROV R RSP 14-10
[O70] 01 (=1 01 £ TP TSP PRSP RTSPPPRRP 14-10

YN o 1o 10| OO OUR PP 14-10
TETP SEIVEE ULHITY ..ottt bbb bbbt b ettt b b bt et e b e e et e 14-10
L] AV /=T TSRO PRSP PRRPPRROt 14-11
L =1 o] LT OO OO RO OPRPURRUPNt 14-11

(D TTSF=1 o] [T SP SRR 14-11

YN 010 ] o ST TRRPPROURRRURORS 14-11

XXii ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Table of Contents

EXTT ottt r et 14-12
T 0 o o o 14-12
B (o @4 101 o T = o S 14-12

B0 PIINTET e 14-12

(04 1= 1l o o OSSR 14-12

o 1= | o SRS 14-12
LO0] 4] (=] o1 £ PSPPSR 14-12
AADOUL . 14-12
STALUS FIBI ... et 14-12
Y= =T gl =1 [ ST TE TP S ST TT 14-12
[0 T I =1 o PRSI 14-12
Saving the Current Configuration t0 @ TFTP SEIVEN ......ccccoveveieieieee e 14-13
SUCCESSTUI TFANSTEE ... 14-13
UNSUCCESSTUL TFANSTEE ... 14-13
Retrieving the Configuration from @ TETP SEIVET ..ot 14-14
AppendiX A SysStem EVENT LOGQING ....ooiiiiiiiiiiiiiieiiere ettt sb et sae b e b neene s A-1
Appendix B OSI Model and Frame Relay Technology OVErvIeW............ccccoeiiiiieiinene e B-1
Appendix C Frame Relay EXAMPIES ..ot bbb C-1
ApPpPendiX D ROULEr EXAMPIES ...ttt b ettt sb et et D-1
APPENdIX E TroUDIESNOOTING......couiiiiiiiiiic ittt ettt ebe bbb b n s E-1
Appendix F Acronyms and ADDIreVIations ... e F-1
APPENAIX G GIOSSAIY ...ttt ettt bbb ettt et b £ e b ekt sb e be s be et e s bes b e seeseere st e anesbeabesbeanens G-1
1 0 Te 1= TSRS Index-1
61200305L1-1 ATLAS 550 User Manual XXiii

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Table of Contents

XXiv ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

List of Figures

Figure 1-1.  Point-to-Point Circuit with External Routers ... ........ .. ... ... ... .. 1-2
Figure 1-2.  Frame Relay CirCUit . . ... ... e 1-3
Figure 1-3.  Frame Relay Circuit with Internal Routers. . ............ ... .. 1-3
Figure 1-4.  The ACCESS SWItCh. . . ... o e e 1-4
Figure 2-1.  ATLASS550 Rear Panel. . ... ... e e e 2-4
Figure 2-2. ATLAS 550 Slot Designation (RearPanel) ............. ... ... ... 2-9
Figure 4-1.  ATLASS550 Front Panel Layout . .......... .. e 4-1
Figure 5-1.  Top-level Terminal MenuWindow . ... .. i i e 5-1
Figure 5-2.  Two Views ofthe Same Menu . ... i e e 5-2
Figure 5-3.  Sample Extended Help Window . ... .. .. i e 5-4
Figure 5-4.  Navigation Help Window . . . ... . i e 5-4
Figure 6-1.  System Information MenuU. . . ... i e e 6-2
Figure 6-2.  System Status MenU . . ... .. o 6-4
Figure 6-3.  System Configuration Menu. ........... .. e 6-8
Figure 6-4.  Menu for Adding/Deleting Passwords ............. ..., 6-15
Figure 6-5.  System Utility Menu. . . ... .. 6-17
Figure 6-6.  ViewW Self-1eSt LOg . .. ..ottt e 6-22
Figure 7-1.  Modules MenU . ... ... . e 7-1
Figure 8-1.  Packet Manager MEeNU .. . ... ...t 8-1
Figure 8-2.  Packet Manager MENU Tree. . ... o v ittt i e e ettt ens 8-2
Figure 9-1.  ROUtEr IP MENU TrBE . .o v ittt e e e e e e e 9-2
Figure 9-2. TP ROULES IMIBNU. . . . . oot e e e e e e e e 9-3
Figure 10-1. Dedicated Maps MENU T E . ... vttt ittt it e ettt 10-1
Figure 10-2. Dedicated Maps-Frame Relay. . ...... ... e 10-2
Figure 10-3. Trunk Conditioning . . ... ..o 10-7
Figure 10-4. ATLAS 550 with Modules Installed for Example 2. ............. ... ... ... ...... 10-7
Figure 10-5. Overview of Dedicated Map Example ............. ... i, 10-8
Figure 10-6. T1/PRI Configuration Menu for Example 2. ....... ... .. ... ... .. ... 10-9
Figure 10-7. Data ConNECliONS ... ...ttt et et e e 10-10
Figure 10-8. Completed Dedicated Map forExample 2 ........... .. ... .. 10-11
Figure 11-1. Dial Plan Menu . ... ... o e 11-1
Figure 11-2. Dial Plan MenuU Tree. ... ..ottt e e e e 11-2
Figure 11-3. PSTN CONNeCtioN ... ...t e e e e e 11-27
Figure 11-4. Point-to-Point CoNNECLioN . . . ... .. ot 11-27
Figure 11-5. Dial Plan Menu for Endpoints .............. i i e 11-28
Figure 11-6. POrt/PEP MENU. ... ..o e e e 11-29
61200305L1-1 ATLAS 550 User Manual XXV

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

List of Figures

Figure 11-7. Packet Link Interface Configuration.............. ... ... ... 11-29
Figure 11-8. Packet Link GROUP Interface Configuration ................ ... ... ... ... .... 11-29
Figure 11-9. Call Routing Table for Routing Using Incoming Number. ...................... 11-30
Figure 11-10. Call Routing Table for Routing Using Call Party Number ...................... 11-31
Figure 11-11. Packet Switched Voice Options. . ... .. .. e 11-31
Figure 11-12. Interface Configuration (Network Termination) ...................... ... ..... 11-32
Figure 12-1. Update Firmware Menu Interface. .. ....... ... ... i 12-2
Figure 12-2. Update Firmware Menu Interface. .. ....... ... .. i 12-4
Figure 13-1. Traps Destination List. .. .......... i i e e 13-12
Figure 14-1. ATLAS550 SysLog HOst GUI .. ... .. i e e e e 14-2
Figure 14-2. SysLog Menu Tree forthe MenuBar .......... ... ... ... . .. 14-3
Figure 14-3.  Telnet MenuU Tree . ... oot e e e e e e e 14-5
Figure 14-4. VT-100 MENU TrEE . . . o\ttt ittt e e et e e e e e a s 14-8
Figure 14-5. TFTP Server Interface MenuU Tree . .. ... .. it 14-11
Figure 14-6. TFTP Server Interface . ...... ...t e e 14-11
Figure B-1.  Three Virtual Circuits in One Physical Circuit .. ........... ... ... ... .. ... ... ... B-4
Figure B-2.  Frame Relay Network using Virtual Circuits ............ ... ... ... .. B-4
Figure B-3.  Network Using DLCI ASSIgNMENTS ... ...ttt B-5
Figure B-4.  Network Congestion and Flow Control . ........ ... .. ... ... .. ... i B-7
Figure C-1. ATLAS to Support Packet Data Configuration............... ... ... ... ... ..... C-1
Figure C-2. IP Routing Network with ATLAS 550 as the Central-Site Router ................. C-2
Figure C-3. Menu for Creating Packet ENApoints .. ........... e C-2
Figure C-4. Menu for Creating SUblinks or DLCIS . ... ... ... e C-2
Figure C-5. Menu for Connecting IP Trafficto Internal Router. . ............................ C-2
Figure C-6. Menu for Attaching Packet Endpoint to Physical Interface ...................... C-3
Figure C-7. IP Network With External ROUters . ... i e C-3
Figure C-8. Menu for Creating the Packet Endpoints. . ............. .. ... .. o i C-3
Figure C-9. Menu for Configuring Packet Endpoints (1) Sublinks........................... C-4
Figure C-10. Menu for Configuring Packet Endpoints (2) Sublinks........................... C-4
Figure C-11. Menu for Making the Packet Connections. . ............ .. oo C-4
Figure C-12. Menu for Connecting Packet Endpoints to Physical Port . ....................... C-4
Figure C-13. Private Frame Relay Network—ATLAS 550 Central-Site Router. . ................ C-5
Figure C-14. Menu for Creating Packet ENApoints .. ............o i C-5
Figure C-15. Menu for Creating Sublinks . . ... .. . C-5
Figure C-16. Menu for Connecting Packet Endpoints. .. ........ ... . .. C-6
Figure C-17. Menu for Connecting Packet Endpoint to Physical Interface . .................... C-6
Figure C-18. Public Frame Relay Network . . ... .. e C-7
Figure C-19. Menu for Creating Packet Endpoint . .. ............ . i C-7
Figure C-20. Menu for Configuring Sublinks. . ... ... ... .. .. C-7
Figure C-21. Menu for Connecting Packet Data. .. ........... . e C-7
Figure C-22. Menu for Configuring Dial Plan . ........... .. . C-8
Figure C-23. Menu for Connecting Packet Endpoints. .......... ... ... .. i .. C-8
Figure C-24. Private Frame Relay Network Using Compressed Voice ........................ C-8
Figure C-25. Menu for Creating Packet ENApoints .. ... e C-9
Figure C-26. Menu for Configuring Sublinks. ......... ... ... .. i C-9
Figure C-27. Menu for Connecting the TBOP Endpoints. .......... ... i, C-9
XXVi ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

List of Figures

Figure C-28. Menu for Connecting Packet Endpoints to Physical Links ...................... C-10
Figure C-29. Connecting PBX DSO to Frame Relay Endpoint. . .............. ... ... ... ....... Cc-10
Figure C-30. Connecting FR Endpointto FR Private Network .............................. C-10
Figure D-1. ATLAS 550 Configured for the Router Option ............ ... ... ... ... .. D-1
Figure D-2. IP Routing Network with ATLAS as the Central-Site Router ..................... D-2
Figure D-3. Creating Packet ENdpoint . ... ... . i e e e D-2
Figure D-4. Creating SUDIINKS . . .. ... D-3
Figure D-5. Connecting IP Trafficto Internal Router. . ........... ... ... ... D-3
Figure D-6. Connecting Endpoints to Physical Interface. . ............. ... ... ... ... ... ..... D-3
Figure D-7.  Enabling ROULING . ... ... oo D-3
61200305L1-1 ATLAS 550 User Manual XXVii

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

List of Figures

XXViii ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

List of Tables

Table 2-1. Control/Chain INPinout .. ... .. .. 2-4
Table 2-2.  Control/Chain OUt PINOUL . ... ... . e 2-5
Table 2-3.  Ethernet PiNOUL . ... ... . 2-5
Table 2-4.  Alarm Relay Connector PINOUL .. ... ... . i e e 2-6
Table 2-5. External Relay Monitor Connector Pinout . ........ ... .. ... . . .. 2-7
Table 2-6.  Network RJ-48C PiNOUL ... ..o i e 2-7
Table 2-7. Network Interface 15-pin Male D-connector Pinout ............. ... .. ... ... ...... 2-8
Table 4-1. CRAFT POrt PinOUL . .. . o e 4-2
Table 4-2.  ATLAS550 Front Panel Description . ... ... e 4-3
Table 4-3.  ATLAS S50 LEDS . ...ttt e et e e e e e 4-4
Table 6-1. Password Security LeVels . . ... 6-2
Table 6-2.  System Controller TEStS .. ... .t e e e 6-23
Table 7-1. Al Ty PeS . oot e 7-4
Table 8-1. Suggested Fragmentation Values Based onthe PVCCIR .......................... 8-9
Table 8-2.  Usage CharaCters . . . ... .. i 8-11
Table 9-1. 1P StatiStiCS ... ot 9-10
Table 9-2.  ICMP StatiStiCs . . . .. .o e e e 9-12
Table 9-3.  TCP StatistiCs . ... .ottt e 9-13
Table 9-4.  UDP StatiStiCs . .. . .. oo e 9-14
Table 9-5.  IP Fast Cache StatistiCs . ...t e 9-14
Table 10-1. T1 Trunk Conditioning Service Options . ........ ... i 10-6
Table 10-2. Connections And Ports for the Dedicated Map in Example2 ..................... 10-8
Table 12-1. TFTP UpPIoad MESSagES . . . ..o vt ittt e et e e 12-5
Table 13-1. Standard SNIMP Traps . ...t e e e 13-13
Table 13-2. DS1 SNMP Alarm Traps . . ..ot e e e e e 13-14
Table 13-3. DS1 SNMP Current Alert Traps ... ..ot e e 13-15
Table 13-4, Total Alert Traps . ..o e e e e e 13-16
Table A-1. SyStem EVENt . ... e e A-2
Table A-2. Switchboard EVENtS .. ... .. ... . A-3
Table A-3. NX56/64 EVENTS . ... e A-3
Table A-4. Tl EVENTS .. A-4
Table A-5. Ethernet EVeNtS .. ... o e e A-5
Table A-B. ISDIN EVENTS . . ... A-5
Table A-7. ISDN Cause Code EVENtS . ... ..ot e A-7
61200305L1-1 ATLAS 550 User Manual XXiX

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

List of Tables

Table A-8. Cause Code Log Entry Location Designations . ..., A-9
Table A-9. ISDIN L2 MEBSSAGES . . . oot ittt e et e e e e et e e e e e A-9
Table A-10. ISDN Call Control MeSSagES . .« vttt ettt e ettt A-9
Table A-11. Source: ISDN Information Elements .......... ... ... i i A-9
Table B-1. Seven-Layer OSIModel .......... e B-1
Table B-2. LMI (Group of Four) DLCI ASSIgNmMeNts .. ....... ...t B-6
Table B-3. Annex A and Annex D DLCI ASSIQNMENTS ... ...ttt nes B-6
XXX ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Chapter 1 Introduction

PRODUCT OVERVIEW

The ATLAS 550 is a modular, highly scalable platform that provides robust
solutions for the wide area communication needs of small-to-medium cor-
porations and network access providers. ATLAS 550 is an Integrated Access
System with the most extensive support of dedicated bandwidth manage-
ment and access switching in the industry.

The ATLAS 550 is a lower bandwidth version of the ATLAS 800°-YS. The
ATLAS 550 contains a high-performance CPU and powerful
communications drivers which allow the support of optional applications
such as frame relay.

The ATLAS 550 architecture also includes a packet switching and a circuit
switching bussing scheme. The result is a system capable of supporting
bandwidth requirements up to four T1/E1 or Primary Rate ISDN (PRI) cir-
cuits. Designed for standalone, rackmount, or wallmount installations, the
ATLAS 550 Base Unit provides two hot-swappable network interfaces and
four expansion slots that accommodate hot-swappable modules for a variety
of applications. A 10/100BaseT Ethernet connection for remote access and
network management is standard with the ATLAS 550 Base Unit.

The ATLAS 550 modules include the following:

= Dual Nx 56/64 Option Module

= Dual T1/PRI Option Module

< Quad Basic Rate ISDN Option Module

e Octal/Quad FXS Option Module

e Octal/Quad FX0 Option Module

= Resource Host Module

= Voice Compress Resource Module

= T1 Network Interface Module

With the ATLAS 550, you can consolidate your voice, data, and video appli-
cations into a single platform while optimizing wide area bandwidth and re-
ducing equipment costs. The ATLAS 550 architecture and the chassis’ four

expansion slots allow for a variety of modules, making it one of the most ver-
satile access systems on the market. With the appropriate modules installed,

the two main functions of the ATLAS 550 are to act as an Access Router and
an Access Switch.
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Access Router

As an Access Router, the ATLAS 550 combines the functions of a T1 CSU/
DSU, an intelligent channel bank, a T1 Multiplexer, and DACS into a single
platform. The ATLAS 550 is ideal for point-to-point configurations or access
to public networks. For optimization of existing equipment and network re-
sources, the ATLAS 550 can support a variety of data and analog voice ap-
plications (see Figure 1-1). The Access Router also supports a wide range of
data applications including T1 “drop and insert,” channel grooming, and
wide area data transport.

Tl

e
' !/
PBX / (
ATLAS 550 using

w an external router.

Router

FracT1

< FracT1

Figure 1-1. Point-to-Point Circuit with External Routers

Frame Relay/Router

The Frame Relay/Router features enable the Access Router to act as a voice/
data FRAD, a frame relay switch, and an IP router in addition to acting as an
available bandwidth manager and a switch application.

Frame Relay

Frame relay is a packet-switched service that allows efficient transfer of
bursty traffic in a WAN environment. It offers lower-cost data transfer
when compared to typical point-to-point applications. Using virtual con-
nections within the frame relay network and combining those into a single
physical connection at each location result in lower cost. Frame relay pro-
viders use a frame relay switch to route the data on each virtual circuit to
the appropriate destination. Figures 1-1 and 1-2 illustrate a conversion from
a typical point-to-point application to a frame relay application.

1-2 ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Chapter 1. Introduction

Router

EF
TSU 100e
PBX

Figure 1-2. Frame Relay Circuit

Router

The ATLAS 550 router uses the Ethernet port to transmit local area network
(LAN) traffic over the wide area network (WAN) to a remote LAN. By inte-
grating the router into the network access device, you benefit from the cost
savings of not requiring an external router. Figure 1-1 and Figure 1-3 illus-
trate a conversion from an application with external routers to one using
integral routers within ADTRAN products.

FracT1

TSU 100e ==
w/ router module PBX

Figure 1-3. Frame Relay Circuit with Internal Routers

Access Switch

The ATLAS 550 includes an advanced access architecture for switching
dialup calls to specific ports or DSOs. As an access switch functioning in
user-to-user network and user-to-user mode, ATLAS 550 consolidates
multiple basic rate ISDN (BRI) connections onto T1/PRI access lines.
Additionally, BRI-to-BRI, BRI-to-PRI, and PRI-to-PRI switching are
supported. The ATLAS 550 also converts between ISDN D channel (PRI or

61200305L1-1 ATLAS 550 User Manual 1-3

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Chapter 1. Introduction

BRI) and T1 Robbed Bit Signaling (RBS) giving you the flexibility to get the
speed and reliability of ISDN, while preserving your investment in non-
ISDN equipment. AMI and B8ZS line coding provides interoperability with
legacy equipment (see Figure 1-4 ). For network optimization, when
bandwidth is not being used for switched applications such as video
conferencing, switched connection mapping dynamically allocates
bandwidth to the PBX for voice traffic. Call Filtering allows you to program
the call types that will be answered and/or originated on a per-user basis.

FXS FXS FXS FXS
‘FXS‘FXS‘FXS‘FXS
T1 RBS D4 AMI BRI

TIRBSESFB8ZS g 1™ 3T ot 1 2 BR
= C_L’J — &Rl

TlPRIi::j;;::: g
T1PRI BRI

Figure 1-4. The Access Switch

Additional Applications

The following sections describe additional applications using the ATLAS
550.

Dedicated and Switched Connection Maps in a Single Platform

WAN Overbooking

The ATLAS 550 allocates dedicated bandwidth according to any of up to five
unique connection maps. Any DS0 on any T1 circuit can be mapped to any
other DSO on up to four T1 circuits in the system. Dedicated connection
maps can be manually invoked or automatically implemented based on the
time of day and day of the week.

Additionally, the ATLAS 550 can be configured to switch dialup calls to spe-
cific ports or DS0s based on the number that is dialed. Switched connection
mapping is supported for dialup calls placed over analog/digital voice basic
rate ISDN (BRI) or primary rate ISDN (PRI).

The WAN Overbooking feature of the ATLAS 550 allows you to oversub-
scribe switched bandwidth for situations where simultaneous access to the
network by every subscriber is not required. WAN Overbooking reduces
telecommunications expenses while still giving your subscriber base the re-
quired connectivity. Local subscriber-to-subscriber connections are made
without accessing the network at all, resulting in even more efficient use of
wide area bandwidth.

Digital Access Cross-Connect System (DACS)

Inherent in the ATLAS 550 architecture is the ability to cross connect, or
DACS, four T1 circuits. DACSing allows the assignment and redistribution,
or grooming, of any DS0 on any T1 circuit to any other DS0 on any of the four
T1 circuits in the system. For optimizing network resources, any of five ded-
icated connection maps can be invoked manually or automatically, based on
the time of day and day of the week.

1-4
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Flexible Network Management and Maintainability

Several network management methods are available for the ATLAS 550, in-
cluding SNMP support. VT-100 and Telnet are also offered, proving detailed
system configuration through an easy-to-use menu system. The terminal in-
terface is secured by six levels of password protection with varying degrees
of management privileges. The terminal interface is accessed locally or re-
motely by using either the control port, the CRAFT port, or the Ethernet in-
terface. The Ethernet interface on the Base Unit provides a connection at

10 MBS or 100 MBS.

User configurations can be preserved in nonvolatile memory and duplicated
for managing multiple ATLAS 550 implementations. ATLAS 550 also sup-
ports flash upgrades for future enhancements. You can remotely download
software using TFTP or XMODEM.

The ATLAS 550 front panel contains an extensive array of LEDs for alarm
and status information pertaining to the system and the individual modules.

Several test capabilities allow you to diagnose the health of your T1, PRI, or
BRI circuits without additional test equipment. Tests include local, remote,
and V.54 loopbacks using the 511, QRSS, all zeros, and all ones test patterns.
Standard Bantam test jacks located on the ATLAS 550 network modules also
allow you to use external test equipment to monitor traffic.

ATLAS 550 FEATURES

Configuration and Management
e VT-100 Emulation

< SNMP, per MIB Il (RFC1213), DS1 MIB (RFC1406), and ADTRAN pri-
vate MIBs

e Telnet
= Six levels of password protection and privileges

Software Upgrade

« Flash memory

e TFTP download

< XMODEM via control port

Signaling Support

= ISDN D Channel

< Robbed bit, E&M, Ground Start, Loop Start

= Convert between Robbed Bit Signaling and ISDN D Channel
= Direct Inward Dialing

ISDN Switch Types
< 5ESS™ DMS-100™, National ISDN, 4ESS™
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Dedicated Connection Maps

= Up to five connection maps

« Time of day/day of week configurable

= Preserves signaling through cross-connect
= No effect on nonconfigured channels

Switched Connection Maps
= Inbound and outbound call filtering and blocking

Testing
= Local and remote: payload/line, V.54
= Patterns: 511, QRSS, all ones, all zeros

Performance Monitoring

= Reports: Information stored for last 24 hours in 15 minute increments
= Performance statistics per TR54016, T1.403, RFC1406

= Alarm reporting per TR54016, T1.403

Frame Relay/Integral Router

= Routes Internet Protocol (IP) traffic between a public or private frame re-
lay network and the Ethernet port.

= Concentrates IP traffic from a public or private frame relay network to
one or more serial ports (V.35). The protocol passed over the serial port
is frame relay.

= Passes Systems Network Architecture (SNA), Bisync, and other legacy
protocols between a public or private frame relay network and an exter-
nal DTE running frame relay to ATLAS.

= Performs voice compression/decompression (G.723.1) and interfaces to
either a Private Branch Exchange (PBX) or the Public Switched Tele-
phone Network (PSTN). (This feature requires an additional option
module, the VCOM Module—P/N 1200312Lx.)
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Chapter 2 Installation

This chapter discusses the installation process and the ATLAS 550 rear panel
design.

INSPECTING THE ADTRAN SHIPMENT

Before installing the ATLAS 550, carefully inspect the ATLAS 550 Base Unit
for shipping damage. If you suspect damage, file a claim immediately with
the carrier and then contact ADTRAN Technical Support (see the last page

of this manual). If possible, keep the original shipping container for return-
ing the ATLAS 550 for repair or for verification of damage during shipment.

Contents of ADTRAN Shipments

Your ADTRAN shipment includes the following items:

The ATLAS 550 Base Unit

The ATLAS 550 User Manual

AC Power cord - ADTRAN P/N 3127031

Network cable (1) - ADTRAN P/N 3125M008
Rackmount brackets and screws

RJ-45—DB-25 adapter (1 for modem connection)
RJ-45 control port cable (1) - ADTRAN P/N 3127004
RJ-45—DB-9 adapter (1)

ADTRAN Utilities diskettes (3)

% Customers must supply the Ethernet cable.

61200305L1-1
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GROUNDING INSTRUCTIONS

This section provides grounding instruction information from the Under-
writers' Laboratory UL 1950 Standard for Safety of Information Technology
Equipment Including Electrical Business Equipment, of July 28, 1995.

An equipment grounding conductor that is not smaller in size than the un-
grounded branch-circuit supply conductors is to be installed as part of the
circuit that supplies the product or system. Bare, covered, or insulated
grounding conductors are acceptable. Individually covered or insulated
equipment grounding conductors shall have a continuous outer finish that
is either green, or green with one or more yellow stripes. The equipment
grounding conductor is to be connected to ground at the service equipment.

The attachment-plug receptacles in the vicinity of the product or system are
all to be of a grounding type, and the equipment grounding conductors serv-
ing these receptacles are to be connected to earth ground at the service
equipment.

A supplementary equipment grounding conductor shall be installed be-
tween the product or system and ground that is in addition to the equipment
grounding conductor in the power supply cord.

The supplementary equipment grounding conductor shall not be smaller in
size than the ungrounded branch-circuit supply conductors. The supple-
mentary equipment grounding conductor shall be connected to the product
at the terminal provided, and shall be connected to ground in a manner that
will retain the ground connection when the product is unplugged from the
receptacle. The connection to ground of the supplementary equipment
grounding conductor shall be in compliance with the rules for terminating
bonding jumpers at Part K or Article 250 of the National Electrical Code,
ANSI/NFPA 70. Termination of the supplementary equipment grounding
conductor is permitted to be made to building steel, to a metal electrical race-
way system, or to any grounded item that is permanently and reliably con-
nected to the electrical service equipment ground.

The supplemental grounding conductor shall be connected to the equip-
ment using a number 8 ring terminal and should be fastened to the ground-
ing lug provided on the rear panel of the equipment. The ring terminal
should be installed using the appropriate crimping tool (AMP P/N 59250
T-EAD Crimping Tool or equivalent.)
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SUPPLYING POWER TO THE UNIT

The AC powered ATLAS 550 comes equipped with a detachable 8-foot pow-
er cord with a 3-prong plug for connecting to a grounded power receptacle.
As shipped, the ATLAS 550 is set to factory default conditions. After install-
ing the Base Unit and any option modules, the ATLAS 550 is ready for pow-
er-up. To power-up the unit, ensure that the unit is properly connected to an
appropriate power source and turn on the unit using the on/off switch on
the rear panel.

e This unit shall be installed in accordance with Article 400 and
364.8 of the NEC NFPA 70 when installed outside of a Restricted
Access Location (i.e., central office, behind a locked door, service
personnel only area).

CAUT e Power to the ATLAS 550 must be from a grounded 90-240 VAC,
50/60 Hz source.

e The power receptacle uses double-pole, neutral fusing.

= Maximum recommended ambient operating temperature is 40°C

MOUNTING OPTIONS

The ATLAS 550 Base Unit may be installed for tabletop, 19-inch or 23-inch
rackmount, or wall-mount configuration. ADTRAN includes 19-inch rack-
mount ears with the Base Unit (23-inch rackmount ears are sold separately).
For a rackmount installation, the ATLAS 550 Base Unit allows flush-face
mount, face-forward mount, center mount, and rear mount. The rackmount
ears may also be turned face down for wall-mounting. When wall-mounted,
the ATLAS 550 Base Unit may be installed with either side up and the front
and rear panels facing sideways.

Be careful not to upset the stability of the equipment mounting rack
CAUT when installing this product.

REVIEWING THE REAR PANEL DESIGN

The ATLAS 550 rear panel contains four slots for housing option modules
which provide a variety of additional resources and data ports. All slots are
functionally identical. The ATLAS 550 also contains two slots for housing
network interface modules (see Figure 2-1 on page 2-4).
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Network 1
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Network 1 Bantam Blank Panel RJ-48C Control/ External Alarm Relay
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ort
Out

Figure 2-1. ATLAS 550 Rear Panel

Control/Chain In Port

The Control/Chain In port (EIA-232) connects to a computer or modem or
to another ATLAS 550 Base Unit. The control port input provides the follow-
ing functions:

= Accepts EIA-232 input from a PC or amodem for controlling the ATLAS
550.

= Operates at 2400, 9600, 19200, or 38400 bps.
= Actsas input for either PC control or a chained connection.

= Acts as an interface for flash memory software downloads using
XMODEM.

The Control/Chain In connection follows, and Table 2-1 shows the pinout.

Connector type RJ-48C
Part number AMP# 555164-2

Table 2-1. Control/Chain In Pinout

PIN NAME DESCRIPTION
1 |GND Ground - connected to unit chassis
2 |RTS Request to send - flow control
3 | RXDATA |Data received by the ATLAS 550
4 |DTR Data terminal ready
5 | TXDATA |Data transmitted by the ATLAS 550
6 |CD Carrier detect
7 |UNUSED |—
8 |CTS Clear to send - flow control
2-4 ATLAS 550 User Manual 61200305L1-1
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Control/Chain Out Port

The Control/Chain Out port (RJ-48C) connects to another ATLAS 550 Chain
In connector. The Control/Chain Out port output provides the following:

= EIA-232 output to chain control to other ADTRAN equipment, such as
a TSU 120.

= 2400, 9600, 19200, or 38400 bps operation
= Automatic setup; no user input required

The Control/Chain Out connection follows, and Table 2-2 shows the pinout.

Connector type RJ-48C
Part number AMP# 555164-2

Table 2-2. Control/Chain Out Pinout

PIN NAME DESCRIPTION
1 GND Ground - connected to unit chassis. Connects to GND
of next unit.
UNUSED |—

TX DATA | Data transmitted to chained units by the ATLAS 550.
Connects to RX DATA of the next unit.

UNUSED |—

RX DATA | Data received from chained units by the ATLAS 550.
Connects to TX DATA of the next unit.

6,7,8 |UNUSED |—

Ethernet Connection

The Ethernet port (RJ-48C) provides a 10/100BaseT Ethernet LAN connec-
tion, which is used for TFTP, SNMP, and Telnet connection. The network
connection follows, and Table 2-3 shows the pinout.

Connector type (USOC) RJ-48C

Part number AMP# 555164-2
Table 2-3. Ethernet Pinout

PIN NAME DESCRIPTION
TX1 Transmit Positive
TX2 Transmit Negative
RX1 Receive Positive

4,5, UNUSED |—

6 RX2 Receive Negative
7,8 UNUSED |—
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Alarm Relay Connection

This connection alerts the user when a selected alarm condition exists. The
four-pin, removable terminal block connects with external wiring. To make
the appropriate connections, remove the block, connect wiring as needed,
and return the terminal block to the connector socket. Clear the alarm con-
dition by pressing the Alarm Cut-Off (ACO) switch located on the font panel
of the ATLAS 550.

After the appropriate connections have been made, tighten the
screws using a flathead screwdriver before reinserting the terminal

block into the rear panel of the ATLAS 550.

Table 2-4 shows the pinout for the Alarm Relay connector.
Table 2-4. Alarm Relay Connector Pinout

Pin Name Description
1 | Normally Closed (NC) | Opens when a selected alarm condition
is present.
2 | Normally Open (NO) Closes when a selected alarm condition
is present.
3 | Common (COM) Common connection between external

circuitry and NC or NO terminal.

4 | Chassis Ground (GND)

External Alarm Relay Monitor Connection

This connection alerts the user when a selected external alarm condition ex-
ists. This connection could be used to monitor a UPS with dry contacts or an-
other ATLAS 550. The two-pin, removable terminal block connects with
external wiring. To make the appropriate connections, remove the block,
connect wiring as needed, and return the terminal block to the connector
socket. Clear the alarm condition by pressing the ACO switch located on the
front panel of the ATLAS 550.

After the appropriate connections have been made, tighten the
screws using a flathead screwdriver before reinserting the terminal

block into the rear panel of the ATLAS 550.
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Table 2-5 shows the pinout for the External Alarm Relay connector.

Table 2-5. External Relay Monitor Connector Pinout

Pin Name Description

Alarm Out | Outputs EIA-232 level signal for connection to external
alarm contacts.

Alarm In | Monitors signal coming from external alarm contacts.

Network Connection

The ATLAS 550 provides two Network Interface Slots that allow different
types of interfaces to be used. Currently only a T1 Network Interface is avail-
able. In the remainder of this manual, discussions about the Network Inter-
face Module refer to the T1 Network Interface Module. The T1 Network

Interface (NI) port complies with the applicable ANSI and AT&T® stan-
dards. The T1 Network Interface Module provides the following functions:

AMI or B8ZS coding

Manual line build-out

D4 or ESF framing

Network performance monitoring and reporting
Test loopbacks with QRSS generation and checking
Extensive self-testing

The network connections follow, with the pinouts shown in Table 2-6 and
Table 2-7 on page 2-8.

Connector type (USOC) RJ-48C
Part number AMP# 555164-2

Table 2-6. Network RJ-48C Pinout

PIN NAME DESCRIPTION
1 R1 RXDATA-RING | Receive data from the network
2 T1 RXDATA-TIP Receive data from the network
3 UNUSED —
4 R TXDATA-RING | Transmit data toward the network
5 T TXDATA-TIP Transmit data toward the network
6,7,8 |[UNUSED —
61200305L1-1 ATLAS 550 User Manual 2-7
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Test Interface

Connector type 15-pin Male D-connector
Part number AMP# 74784-12

Table 2-7. Network Interface 15-pin Male D-connector Pinout

PIN NAME DESCRIPTION
1 T | TXDATA-TIP Transmit data toward the network
2 UNUSED
3 T1 | RXDATA-TIP Receive data from the network
4,5,6,7 UNUSED
8 FG |FRAME GROUND | Grounded to chassis
9 R | TXDATA-RING Transmit data toward the network
10 UNUSED
11 R1 | RXDATA-RING Receive data from the network
12, 13,14 UNUSED
15 FG |FRAME GROUND | Grounded to chassis

The NETWORK IN and OuT Bantam test jacks provide intrusive test capability
for the incoming T1. By connecting test equipment to these jacks, the T1 con-
nection breaks and the test equipment terminates the incoming T1. The MON
IN and OuT Bantam test jacks provide a bridged access jack for nonintrusive
monitoring of the incoming T1. When connected to this jack, configure the
test equipment for bridged termination.

Frame Relay Specifications

= Packet throughput at 4000 pkts/sec
= Management signaling interfaces

- UNI (user-to-network interface)

- NNI (network-to-network interface)
< Management signaling types

- ANSI T1.617-D (Annex D)

- ITU-T Q.933-A (Annex A)

- LMI (Group of four)

- Auto
= Encapsulation - RFC 1490 for IP and LLC2
e PVC support - 300 PVCs

2-8
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= Congestion control
- FECN / BECN
- Discard eligible (DE)
« Quality of service (QOS) - Prioritization on a per-PVC basis
= Testing (ADTRAN proprietary)
- PVC loopback
- Round trip delay measurement
< SNMP support - RFC 1315

IP Router Specifications

= Route discovery

- RIPV1

- RIPV2

- ICMP

- ARP

- IARP

- UDP Relay
= Virtual connections supported - 100 PVCs
= SNMP support - MIB Il

Option Slots

Figure 2-2 shows the option slot numbering designation as viewed from the
rear of the ATLAS 550. The functionally identical option slots only accept
ATLAS 550 option modules.

SLOT 1 SLOT 3

SLOT 2 SLOT 4

Network Slot 1| |Network Slot 2

Figure 2-2. ATLAS 550 Slot Designation (Rear Panel)

INSTALLING OPTION MODULES

After installing the ATLAS 550 Base Unit and connecting the required ca-
bles, you can install your choice of option modules. Instructions for install-
ing option modules are given in the user manuals for the chosen modules.
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Chapter 3 Operation

OVERVIEW

To fully operate the ATLAS 550, you must connect to the terminal menus us-
ing VT-100 terminal emulation or a Telnet session. The following sections
provide an overview of these methods of operating the ATLAS 550.

USING THE TERMINAL MENUS

The terminal menu provides the primary means of monitoring and config-

uring the ATLAS 550. The terminal menu interface uses the full capabilities
of the VT-100 terminal to provide the quickest and most intuitive operation
possible. (Access the terminal menu by using a VT-100 terminal or a comput-
er running VT-100 terminal-emulation software.) To receive the full benefit
of the terminal menu interface, you should use a fully VT-100 compatible cli-
ent. The ADTRAN Utilities floppy disks (that you can install on a PC) contain
both a VT-100 client and a customized Telnet program. See ADTRAN Utili-
ties on page 14-1 for details on the available programs.

The three basic connection methods supported by the ATLAS 550 are a di-

rect connection through the EIA-232 Control/Chain In port (located on the
rear panel), a direct connection through the EIA-232 CRAFT port (located on
the front panel), and a Telnet session. The following sections describe using
VT-100 terminal emulation (for either of the two EIA-232 ports) and estab-

lishing a Telnet session.

Using VT-100 Terminal Emulation

You can access the ATLAS 550 terminal menu, using VT-100 terminal emu-
lation, from either the Control/Chain In port on the rear panel or the CRAFT
port on the front panel. Both of these ports provide an EIA-232 serial connec-
tion. The following Step/Action table provides instructions for setting up
the ATLAS 550 for VT-100 terminal mode.
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Instructions for Setting Up an ATLAS 550 for VT-100 Terminal Mode

Step Action

1 Set the baud rate on the VT-100 terminal to 9600 baud (8/N/1).

Use the ADTRAN-provided VT-100 terminal adapter to connect
the COM port of a VT-100 compatible terminal, or equivalent, to
2 the eight-pin modular jack labeled CONTROL/CHAIN IN on the
rear panel or labeled CRAFT on the front panel.

This connection provides both local and remote configuration.

Press Enter repeatedly on the keyboard until the LOGIN menu
requiring a password appears.

4 Press Ctrl-R to refresh the display, if necessary.

When you begin the VVT-100 session, you will be prompted for a password.
The default password is password (which is a Level 0 superuser password).
You can change this password using the ACCESS PASSWORDS option, which
is only accessible through the terminal menu. See Access Passwords on page
6-15 for details. After your password is accepted, define the IP Address of
the ATLAS 550 to which you want to connect. The following Step/Action
chart describes this process.

Instructions for Defining the IP Address

Step Action

Obtain an IP address for the ATLAS 550 from your LAN
administrator.

Use the ADTRAN-provided VT-100 terminal adapter to connect
the COM port of a VT-100 compatible terminal, or equivalent, to
2 the eight-pin modular jack labeled CONTROL/CHAIN IN on the
rear panel or labeled CRAFT on the front panel.

This connection provides both local and remote configuration.

Press Enter repeatedly on the keyboard until the LOGIN menu
appears. Enter your password.

When the terminal menu opens, navigate the following path:
ATLAS 550 / SYSTEM CONFIG / ETHERNET PORT / IP ADDRESS

5 Key in the entire IP address, and then press Enter.

You will need a default gateway if the LAN contains multiple
segments. Contact your LAN administrator for the appropriate
address.
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USING TELNET

To connect to the ATLAS 550 via Telnet, you must define the IP address, set
the subnet mask, and, typically, set the default gateway IP address.

You must define the IP address before attempting to connect via
Telnet. See Using VT-100 Terminal Emulation on page 3-1 for

details on defining the IP address.

You will need a default gateway if the LAN contains multiple
segments. Contact your LAN administrator for the appropriate
address.

Starting a Telnet Session

When you begin the Telnet session, you will be prompted for a password.
The default password is password (which is a Level 0 superuser password).
You can change this password using the ACCESS PASSWORDS option, which
is only accessible through the terminal menus. See Access Passwords on page
6-15 for details. The Telnet session will time out and display the Login
prompt after a predefined time that is set in the SESSION TIMEOUT option (see
Session Timeout on page 6-9 for details).

Use the MAX TELNET SESSIONS option to define the number of
Telnet sessions that can be active at one time (see Max Telnet

Sessions on page 6-9 for details).

Microsoft Telnet version 1.0 does not implement full VVT-100
emulation. However, many commercial Telnet clients for Microsoft
Windows exist which fully implement VT-100. In addition, a
freeware client, recommended for optimum performance, comes with
the ATLAS 550. See VT-100 Utility on page 14-8 for details.
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Chapter 4 Using the Front Panel

OVERVIEW

The front panel contains the Alarm Cut-off (ACO) switch, the CRAFT port,
and the controller and module status LEDs. The LEDs provide visual infor-
mation about the ATLAS 550 Base Unit and any option module that may be
installed. Figure 4-1 identifies the ACO switch, the CRAFT port, and the
LEDs.

Network Module Option Module
Status LEDs Slot Numbers

///Ilm

AbRan

— I [
POWER O oK O oK O STATUS O (@]
BEED O TEST O TEST O ONLINE O (]
ETHERNET O ERROR O ERROR O TEST O o
REMOTE O ALARM O ALARM O L
L |

T
T

0oof—
Looof-

Controller Alarm CRAFT Module Status LEDs
Status Cut-off Port
LEDs Switch

Figure 4-1. ATLAS 550 Front Panel Layout

ACO SWITCH
The ACO switch deactivates (clears) the Alarm Relay, located on the rear
panel of the ATLAS 550, after an alarm condition has occurred. If an alarm
condition is corrected and then reoccurs, the Alarm Relay will re-energize
(see also ACO Switch in Table 4-2 on page 4-3).
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CRAFT PORT

Use the CRAFT port to configure the system via an EIA-232 connection. The
CRAFT port provides the same functions and operations as the Control In
port located on the rear panel of the ATLAS 550. The connector type is
shown below, and Table 4-1 gives the CRAFT port pinout (see also CRAFT
Port on page 4-3 in Table 4-2).

Connector type
Part number

RJ-48C
AMP# 555164-2

Table 4-1. CRAFT Port Pinout

PIN NAME DESCRIPTION
1 |GND Ground - connected to unit chassis
2 |RTS Request to send - flow control
3 | RXDATA Data received by the ATLAS 550
4 |DTR Data terminal ready
5 | TXDATA Data transmitted by the ATLAS 550
6 |CD Carrier detect
7 | UNUSED —
8 |CTS Clear to send - flow control

FRONT PANEL LEDS

With the ATLAS 550 powered-up, the front panel LEDs provide visual in-
formation about the status of the ATLAS 550 and any option modules that
may be installed. Table 4-2 on page 4-3 provides a brief description of the

front panel features, and Table 4-3 on page 4-4 provides detailed informa-
tion about the LEDs.
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Table 4-2. ATLAS 550 Front Panel Description

Feature

Description

Controller Status LEDs

Displays the general status of the entire ATLAS 550. (See also Table 4-3
on page 4-4.)

Power Indicates the unit is on or off.

System Indicates the status of the system.

Ethernet Indicates the status of the ethernet port.
Remote Indicates whether a user is logged into the unit.

Network Module LEDs

Displays the status of the network interface. (See also Table 4-3.) All
LEDs are off if no network module is installed.

OK Indicates that the network interface is operating correctly.
Test Indicates that the network interface is in a test mode.
Error Blinks to indicate the occurrence of error events.

Alarm Indicates an alarm condition on the network interface.

Option Module LEDs

Displays by row the operational condition of each module installed in the
option slots. (See also Table 4-3 on page 4-4.) All LEDs will be off if no
option module is installed.

Status Indicates the operational condition of modules installed in the option
slots.
Online Indicates whether the module is available for use or is currently in use. If
the module is manually taken offline, this LED is turned off.
Test Indicates that one or more ports within a module are in test.
ACO Switch Clears the Alarm Relay connection located on the rear panel of the
ATLAS 550.
CRAFT Port Allows the ATLAS 550 to connect to a computer or modem using the

CRAFT port (an EIA-232 port).
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Table 4-3. ATLAS 550 LEDs

For these LEDs...

This color light...

Indicates that...

Power Green The unit is on.
Off The unit is off.
Ethernet Green (solid) Physical link is up.
Green (flashing) Indicates activity on the LAN.
Off Physical link is down - no Ethernet connection.
Remote Yellow Indicates a user is logged in the system via Control/
Craft port or via Ethernet.
Off No one is logged into the system.
System Green (solid) No diagnosed system faults were found.

Green (fast blink)

Flash download is in progress.

Yellow (solid) A fault was diagnosed, but the condition no longer
exists. The condition will be recorded in the system
log.

Red (solid) An error condition with either the power supply or the

temperature is present.

Red (fast blink)

A fatal error occurred during flash download.

Off

Power is not currently supplied to the system.

Network Module
Status

OK (green)

The network interface is operating normally with error-
free operation. If the interface experiences alarms, the
OK LED remains off.

Test (yellow)

The interface is operating in a test mode. This includes
a self-test, a test pattern, or a test loopback. When
illuminated, this LED also indicates that normal data
flow is not occurring in the module ports.

Error (flashing red)

Indicates an error such as BPV (bipolar violation),
OOF (out of frame), or CRC (cyclic redundancy
check).

Alarm (red)

An alarm condition has been detected. When the
alarm condition is no longer valid, the OK LED
illuminates. To view an alarm condition, select the
active alarm menu item. If the alarm conditions have
been corrected, you can view the alarm which caused
the activation of the ALARM LED in the system log.
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Table 4-3. ATLAS 550 LEDs (Continued)

For these LEDs...

This color light...

Indicates that...

Module Status

Green (solid)

One or both modules (in the case of a Resource
Module) are OK.

Green (fast blink)

* One or both modules (in the case of a Resource
Module) have been set offline by the user.

* One or both modules (in the case of a Resource
Module) have invalid flash memory.

Green (slow blink)

One module has been set offline or has invalid flash
memory.

Red (solid)

One module failed its selftest.

Red (fast blink)

One module has no response, has been removed, or
is not supported.

Red (slow blink)

One module is not ready.

Off

No module occupies the slot.

Module Online

Green (solid)

One or both modules (in the case of a Resource
Module) have an active connection.

Green (fast blink)

One module has invalid flash memory or is
downloading firmware.

Green (slow blink)

Only one module has an active connection.

Module Test

Yellow (solid)

One module is in a test mode.
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Chapter 5 Navigating the Terminal Menus

TERMINAL MENUS WINDOW

The ATLAS 550 uses a multilevel menu structure that contains both menu
items and data fields. All menu items and data fields display in the terminal
menu window, through which you have complete control of the ATLAS 550
(see Figure 5-1).

ATLAS 550/ModulesiS1t0]1/Module Tupe
ystem Info t [ ilenu Hlarm est tate tatus Heu|
Online

System Status | SIt0 [+1 TE OFF OHLIHE Online D
Menu Path Bvstem Config Htuwl - [+1 [O0OK1 [OFF1 OHLINE Online B
System Utility| Htw2 EHWPTY ONLINE Empty -
Modules S1t1 FRO-8 [+]1 OK [OFF]1 OHLINE Online B
Packet Manager| Rsc1 EHPTY ONLINE Empty -
Router §1t2 U35Hx-2 [+]1 [OK] [OFF]1 OHLINE Online B
Dedicated Maps| Rsc2 EWPTY ONLINE Empty -
Dial Plan S§1t3 FRS-8 [+]1 OK [OFF]1 OHLINE Online B
Rsc3 EMPTY OHLINE Empty -
S1t4 U-BRI-& [+1 [OK] [OFF]1 OHLINE Online A
Rsch EMPTY OHLINE Empty -

Slot Status
Sys
Tool Ti ... System
P Extended Navigation }Il'ime

Help Help

Figure 5-1. Top-level Terminal Menu Window

Viewing the Menus

You can view the terminal menu in two ways: with fields and submenus dis-
playing horizontally across the right pane or with fields and submenus dis-
playing vertically down the right pane. Viewing submenus vertically rather
than horizontally allows you to see information at a glance rather than
scrolling horizontally across the window. To change the view, move your
cursor to an index number and press Enter. To view information about other
modules, move the cursor up and down over the list of modules. Figure 5-2
on page 5-2 shows the two views for the MODULES menu.

Field and submenu names may vary slightly in the two views.
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ystem In
System Status

ATLAS 550!M0du1&s[:1tﬂ]!ﬂodule_TUDE

LOFFI

o}

o}
<

System Config OHLINE B
System Utility ONLINE Empty -
Modules [+]1 DK [OFF1 OHLINE Online B
Packet Manager ONLINE Empty -
Router [+1 [OK] [OFF1 OHLINE Online B
Dedicated Maps ONLINE Empty -
Dial PlaDe L [+]1 OK [OFF]1 OHLINE Online B
OHLINE Empty -

[+1 [OK1 [OFF]1 OHLINE Online A

OHLINE Empty -

Slots Display in
Left Pane

ATLAS b50/Modules(S1t0]

Modules[Sltﬂ]
flodules[Ntw
odules[Htw2]

flodule h
Sys Ctrl Henus
Module Alarms
Test Activity 0OFF
Module Operation ONLINE
Module Status Online
Module Hardware Rev D

ys Ltr
[+]
0K

odules[Rsch]

1

Fields and Submenus Display
In Vertical List
(Note change in names.)

odule menus =help

Figure 5-2. Two Views of the Same Menu

Menu Path

The top line of the terminal menu window, the menu path, shows the ses-

sion’s current position (path) in the menu structure. For example, in Figure
5-1 on page 5-1 the cursor is on the SLOT 0 MobuLE TypE field of the MoD-

ULES menu; therefore, the menu path reads ATLAS 550/MoDULES[SLOTO]/

MODULE TYPE.

Window Panes

When you first start a terminal menu session, the terminal menu window is
divided into left and right panes. The left pane shows the list of available
submenus, while the right pane shows the contents of the currently selected
submenu.

Window Pane Navigation

Use the following chart to assist you in moving between and within the two
window panes.
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To move...

Press one of these keys...

From left pane to right pane

Tab

Enter

Left arrow
Right arrow

From right pane to left pane

Tab

Escape
Left arrow
Right arrow

Within each pane

Up arrow
Down arrow
Left arrow
Right arrow

Right Window Pane Notation

The right window pane shows the contents of the currently selected menu.
These contents can include both submenu items and data fields. Some sub-
menus contain additional submenus and some data fields contain additional
data fields. The following chart explains the notation used to identify these

additional items.

This notation... Means that...

[+] More items are available when selected.

[DATA] More items are available when selected.

<+> An action is to be taken, such as activating a test.

Highlighted menu item | You can enter data in this field.

Underlined field The field contains read-only information.

Additional Terminal Menu Window Features

The following features are located across the bottom of the window:

Sys
Describes the status of the ATLAS 550 base unit.
Tool Tip
Provides a brief description of the currently selected (highlighted) field.
Slot Status
Displays status information, such as OK, WARN (warning), or ALRM
(alarm), about slots 1 through 4.
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Extended Help

(Ctrl-A) Displays information about selected commands (see Figure 5-3).

—Help: QRSS/Remote Results -
This field displays current status of T1 tests. This includes
information regarding loopbacks and test patterns.

When displaying test pattern status, the display string is
composed of the following fields:
Pattern sync status
HOHE -- Ho sync
L0S -- Sync has been lost
SYHC -- Pattern sync'ed
Errored second count A
E -- number of seconds with at least one bit error

Figure 5-3. Sample Extended Help Window

Navigation Help

(Ctrl-Z) Lists characters used for navigating the terminal menu (see Figure 5-
4). See also the section, Moving through the Menus on page 5-5.

—Help

NAVIGATION SESSION MANAGEMENT
Return to home screen....... H Logout.................... -
Jump to alternate page...... J SECUFE. . i e ineinamnnnnn 8
Select. ... ......... Arrow Keys Refresh display........... “R
Edit/Descend............ Enter

Escape CONFIGURATION

Left/Right Pan ..Tah Factory default selection..F
Page Up....... ...-A Copy selected item......... [
Page Down........ccioooann.. Fi Paste from clipboard....... P
Ascend.......ccca... Backspace Paste incremented value....>
Paste decremented value....¢
Insert new list item....... I
Delete list item........... D

Figure 5-4. Navigation Help Window

System Time

Displays the current time. See Current Time/Date (24h) on page 6-3 for details
on editing the time.

NAVIGATING USING THE KEYBOARD KEYS

You can use various keystrokes to move through the terminal menu, to man-
age a terminal menu session, and to configure the system. Press Ctrl-Z to ac-
tivate a pop-up screen listing the navigation keystrokes.
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Moving through the Menus

To do this... Press this key...
Return to the home screen. H
Jump between two menu items. J
Press J while the cursor is located on a menu item, and you jump back to
the main screen.
Go to another menu item, press J, and you jump back to the screen that was
displayed the first time you pressed J.
Press J anytime you want to jump between these items.
Select items. Arrows
Edit a selected menu item. Enter
Cancel an edit. Escape
Close pop-up help screens. Escape
Move between the left and right panes. Tab
Arrows
Move to the top of a screen. A
Move to the bottom of a screen. z
Ascend one menu level. Backspace
Session Management Keystrokes
To do this... Press this...
Log out of a session. Ctrl-L
Invalidate the password entry and return to the login screen. Ctrl-S
Refresh the screen. Ctrl-R
To save time, only the portion of the screen that has changed is
refreshed. This option should only be necessary if the display picks up
incorrect characters.
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Configuration Keystrokes

To do this... Press this key...

Restore factory default settings. F

This setting restores the factory defaults based on the location of the cursor. If
the cursor is on a module line (in the MoDULES menu), then only the selected
module is updated to factory defaults.

Copy selected items to the clipboard. C

The amount of information you can copy depends on the cursor location when
you press C:

If the cursor is over an editable field, only that item is copied.

If the cursor is over the index number of a list, then all of the items in the row
of the list are copied. For example, if the cursor is over the SLoOT # field in
the MoDULES screen, all of the information associated with the slot is
copied.

Paste the item stored on the clipboard. P

Information to be pasted must be compatible with the intended field.You
must confirm all pastes—except those to a single editable field.

Increment the value of certain types of fields by one, when you paste >
information into those fields.

Decrement the value of certain types of fields by one, when you paste <
information into those fields.

Insert a new list item. |

For example, to add a new item to the DEDICATED MAP connection list, press
I while the cursor is on an index number.

Delete a list item. D

For example, to delete an item from the DEDICATED MAP connection list,
press D while the index number is active (highlighted).

Getting Help

The bottom line of the terminal menu window contains context-sensitive
help information. When the cursor is positioned over a set of configuration
items, a help message (tool tip) displays, when available, providing a de-
scription of the set. If more detailed help is available for a particular field, *A
displays at the bottom of the window. When you press Ctrl-A, a pop-up help
screen displays additional information about the field.

Press Ctrl-Z to activate a help screen that displays the keystrokes for navigat-
ing the terminal menu.
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OVERVIEW
The terminal menu is the access point to all other operations. Each terminal
menu item has several functions and submenus that identify and provide ac-
cess to specific operations and parameters. Use the chart below to help you
select the appropriate terminal menu.
To do this... Go to this menu...

Review and monitor general system information for the ATLAS 550.

System Info on page 6-2.

Review and monitor system status for the ATLAS 550.

System Status on page 6-3.

Set up the operational configuration for the ATLAS 550.

System Config on page 6-8.

Update settings, transfer files, perform system diagnostics, and
reboot the ATLAS 550.

System Utility on page 6-17.

Review and configure settings for each installed module, including
the ATLAS 550 Base Unit.

Modules on page 7-1.

Define and configure all layer 2 connections including Frame Relay
endpoints.

Packet Manager on page 8-1.

Define, configure, and monitor all ATLAS 550 Router functions.

Router on page 9-1.

Assign dedicated connections between any two ports in the
ATLAS 550.

Dedicated Maps on page 10-1.

Set global ATLAS 550 switch parameters or set individual
parameters for each port in ATLAS 550 that handles a switched
call.

Dial Plan on page 11-1.
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SECURITY LEVELS

To edit terminal menu items, you must have a password and the appropriate
security level. Table 6-1 describes the six security levels. See Access Passwords
on page 6-15 for additional information on working with passwords.

Table 6-1. Password Security Levels

Security Level Description

5 Read-only permission for all menu items—minimum
rights.

4 Read permission for all menu items and permission to
use test commands.

3 Access to all commands except passwords, flash
download, authentication methods, and interface
configurations.

2 Access to all commands except passwords, flash

download, and authentication methods.

Access to all commands except passwords.

0 Permission to edit every menu item, including creating
and editing passwords—maximum rights.

SYSTEM INFO The SYsTEM INFO menu provides basic information about the unit as well as
data fields for editing information. Figure 6-1 displays the submenus that
are available when you select this menu item.

ATLAS 550/8System Info

System Info ystem Hame ATLA
ystem Status System Location ATLAS 550
Sustem Config | System Contact ATLAS 550
System Utility| Firmware Revision ATLAS 550 Rev. 00024 12/21/99 11:22:50
Modules System Uptime 0 days 11 hours 15 min 47 secs
Packet Manager| Startup Hode Power cycle
Router Current Time/Date (24h) Hednesdag December 29 20:38:52 1999
Dedicated Maps| Installed Memory Flash:2097152 bytes DRAM:16777216 byte
Dial Plan Serial Humber A854A0005

Boot ROM Rev 0.00.09 12/10/99

Figure 6-1. System Information Menu

SYSTEM NAME Write security: 3; Read security: 5
Provides a user-configurable text string for the name of the ATLAS 550.
This name can help you distinguish between different installations. You can
enter up to 40 alpha-numeric characters in this field, including spaces and
special characters (such as an underbar).

6-2 ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Chapter 6. System Control Terminal Menus

SYSTEM LOCATION Write security: 3; Read security:5
Provides a user-configurable text string for the location of the ATLAS 550.
This field is to help you keep track of the actual physical location of the
unit. You can enter up to 40 alphanumeric characters in this field, including
spaces and special characters (such as an underbar).

SYSTEM CONTACT Write security: 3; Read security: 5
Provides a user-configurable text string for a contact name. You can use this
field to enter the name, phone number, or email address of a person respon-
sible for the ATLAS 550 system. You can enter up to 40 alpha-numeric char-
acters in this field, including spaces and special characters (such as an
underbar).

FIRMWARE REVISION Read security: 5
Displays the current firmware revision level of the controller.

SYSTEM UPTIME Read security: 5
Displays the length of time the ATLAS 550 system has been running. Each
time you reset the system, this value resets to 0 days, 0 hours, 0 minutes and
0 seconds.

STARTUP MODE Read security: 5
Displays details about the last system startup.

CURRENT TIME/DATE  Write security: 3; Read security: 5
24H Displays the current date and time, including Current Time/Date (24h)
(24r) seconds. To edit this field, place the cursor on the |_ il R
field and press Enter. Then, enter the time in a
24-hour format (such as 23:25:30 for 11:00 pm, 25 minutes and 30 seconds),
and the date in mm-dd-yyyy format (for example, 11-05-1999). Press Enter
when you are finished.

hh:mm:ss nn-dd-yyyy

INSTALLED MEMORY  Read security: 5
Displays the type and amount of memory in use (including Flash memory
and DRAM).

SERIAL NUMBER Read security: 5
Displays the serial number for the unit. The serial number of the
ATLAS 550 will automatically display in this field.

BooT ROM REvV Read security: 5
Displays the boot ROM revision.

SYSTEM STATUS  The SYSTEM STATUS menu provides information on the status of the unit.
Figure 6-2 on page 6-4 shows the submenu functions available in the SYSTEM
STATUS menu.
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ATLAS 550/5ystem Status

stem Info Fvent Log entries
gﬂmﬂpﬂ Clear System Event Log {4+
ystem Lonfig Fthernet Port [+]1

System Utility| Clear System LED {3

Modules ystem Temperature Alarms »>70 C [-1 »>85 C [-1
Packet Manager ystem Power Alarms - -1 -24 U [=*]
Router ystem Timing Source PRIMARY : Locked
Dedicated Maps esource lsage [+]

Dial Plan runk Usage [+]

Chain Port Signal Leads RTS[=1 CTS[=1 DTRL-1 DCDIL-1
Chain Port Tx Bytes 1 21

Chain Port Rx Bytes 5
Chain Port Overrun Errs 0
Chain Port Framlng Errs 0
Clear Chain Port Countrs <

Figure 6-2. System Status Menu

EVENT LOG Read security: 5
Displays the last 350 warning or failure messages sent—including the day,
date, and priority of the message. The most recent messages display at the
top of the list. The following read-only fields are available to review:

TIME Displays the date (in mm/dd format) and the time (in hh:mm:ss format) that
the event occurred.

CAT Category (CAT) displays the severity of the event. The possible categories are
CRITICAL, MAJOR, MINOR, WARNING, NORMAL, and INFO. You can specify
which types of errors you want the system to log with the EVENT LOGGING
option. See Event Logging on page 6-14 for details.

SRC Displays the type of event.

SLoT Displays the slot number in which the event occurred. If this field displays a
dash (-), the event occurred in the ATLA S550 base unit.

PORT Displays the port in which the event occurred.
EVENT Displays a description of the event.
DESCRIPTION
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CLEAR SYSTEM Write security: 3; Read security: 5

EVENT LOG Clears the event log. When you select the command, the following prompt
displays: This will clear the entire event log. Confirm (y/n). Select Y to clear the
log or N to exit the command.

CAUT If you clear the event log, you cannot retrieve the data.

ETHERNET PORT Read security: 5
Displays status information about the Ethernet port. An asterisk (*) indi-
cates activity for the item. The following read-only fields are available to

review:

I/F STATUS Indicates the current status of the Ethernet port.

TX FRAMES Indicates the number of frames transmitted from the
Ethernet port since system startup.

RXx FRAMES Indicates the number of frames received on the Ethernet

port since system startup.

ETHERNET RATE Indicates the data rate on the Ethernet port.

CLEAR SYSTEM LED  Write security: 3; Read security: 5
Changes the color of the system LED on the front panel from yellow (indi-
cating a previous error) to green (OK). The system LED turns red if the
ATLAS 550 detects a major system failure. If the failure condition clears, the
LED turns yellow and remains yellow to warn of the past failure.

SYSTEM Read security: 5
TEMPERATURE Indicates that the internal temperature of the unithas [570 ¢ 1-1 85 ¢ 1-1]
ALARMS exceeded normal operating limits. The two thresholds

indicate that the internal temperature is greater than 70° C and/or greater

than 85° C. If one of these thresholds is exceeded, a warning will be placed
in the Event Log but no other action will be taken.

SYSTEM POWER Read security: 5

ALARMS Indicates that the -58 V and/or -24 V power supplies [Cs8 v 1-1 -26 v =]
are not functional. These power supplies are continu-
ously monitored to determine failures. If one of these supplies fails, a mes-
sage will be placed in the EVENT LOG (see also Event Log on page 6-4).

SYSTEM TIMING Read security: 5

SOURCE Indicates which timing source (primary or backup) is currently being used
by ATLAS 550 and if ATLAS 550 is locked onto this source. If the display
does not indicate locked, the ATLAS 550 does not have a valid source of
timing and cannot reliably transfer data. Review the current setting for sys-
tem timing source in the SYSTEM CONFIG menu. See Primary Timing Source
on page 6-8 and Backup Timing Source on page 6-8 for details.
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RESOURCE USAGE Read security: 5
Indicates resource use (ANALOG, NAILED DIGITAL, PACKET VOICE, SWITCHED
DicITAL). Data displayed in this table is dependent on the Atlas 550 configu-
ration.

One HDLC resource is used by each PRI or each Packet Endpoint.

DATA TABLES Tracks resource usage for dynamic resources throughout the system and
presents the information in a table format.

RESOURCE TYPE
Displays the system resources list.

CURRENT
Shows the number of resources available (not in use) and the total number
of resources. If a resource is taken offline, it is not included in the total.

AVERAGE
Shows the average number of resources available since the statistics were
last reset.

MINIMUM
Shows the fewest number of resources available since the last reset.

0 (zZERO) AVAILABLE
Provides a count of the number of times the quantity of available resources
reached 0.

HOURLY DATA
Shows availability information by hour for a 24-hour period.

RESET
Write security: 4; Read security: 5
Activates the reset of all accumulated availability statistics.

CONFIGURATION  Configures the statistics displayed under data tables.

DisPLAY FORMT
Selects the statistics display format—RAw DATA or %.

RESET MODE
Write security: 4; Read security: 5
Selects the mode for resetting statistics—MANUAL, DAILY, or WEEKLY.
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TRUNK USAGE Read security: 5
Indicates trunk use:
(NET TERM PRI, NET TERM RBS; USER TERM PRI, USER TERM RBS).

DATA TABLES

Tracks resource usage for dynamic resources throughout the system and
presents the information in a table format.

TRUNK TYPE Displays the system trunk list.

CURRENT Shows the number of trunks available (not in use) and
the total number of trunks. If a trunk is taken offline, it
is not included in the total.

AVERAGE Shows the average number of trunks available since the
statistics were last reset.

MINIMUM Shows the fewest number of trunks available since the
last reset.

0 (zErO) Provides a count of the number of times the quantity of

AVAILABLE available trunks reached 0.

SLT/PRT Displays data tables for a specific port.

RESET Write security: 4, Read security: 5

Resets all accumulated availability statistics.

CONFIGURATION
Configures the statistics displayed under data tables.

DispLAY FORMT  Selects the statistics display format—RAw DATA or %.

RESET MODE Write security: 4; Read security: 5
Selects the mode for resetting statistics—MANUAL,
DAILY, or WEEKLY.

CHAIN PORT SIGNAL Read security: 5

LEADS Displays the state of the following options (these fields are read-only). An
asterisk (*) indicates activity for the item.

RTS  Request to send.
CTS Clear tosend.

DTR  Data terminal ready.
DCD Data carrier detect.

CHAIN PORT TX Read security: 5
BYTES Displays the number of transmitted data bytes.
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CHAIN PORT RX
BYTES

CHAIN PORT
OVERRUN ERRS

CHAIN PORT
FRAMING ERRS

CLEAR CHAIN PORT
COUNTRS

SYSTEM CONFIG

PRIMARY TIMING
SOURCE

BACKUP TIMING
SOURCE

ADLP ADDRESS

Read security: 5
Displays the number of received data bytes.

Read security: 5
Displays the number of overrun errors.

Read security: 5
Displays the number of received framing errors.

Clears all chain port counters. Press Y to activate this command.

The SysTeEM CoNFIG menu allows you to set up the ATLAS 550 operational
configuration. Figure 6-3 shows the items included in this menu.

T
ystem In Frimary liming Source

o PPrT
Sustem Status BackuH Timing Source INTERNAL
lgﬁﬂmmml ADLP Address 9999
ystem Utility| Session Timeout 0
Modules Max Telnet Sessions 12
Packet Manager| Ethernet Port [+]
Router Chain Port [+]
Dedicated Maps| SHHP A [+]
Dial Plan Event Logging [+]
Syslo?_Setu [+]
Real Time Clock [+]
Access Passwords [+]
Licenses [+]
Alarm Relay Reset {4
Alarm Relay Threshold Hajor

0 0
ystem Lonfiguration menu =help

Figure 6-3. System Configuration Menu

Write security: 3; Read security: 5
Selects the primary timing source. Select Irlzringqr Tining Source
N

i 56764 P §1lot:81t1 P :1 U35H
?Ither INTERNAL or a pOI"t from one Of the N:Sﬁfﬁh Pg:% Slg%:SIh Pg:%:2 U35N:
installed modules.

Write security: 3; Read security: 5

Selects the secondary timing source. You can select either INTERNAL or a
port from one of the installed modules. ATLAS 550 uses the backup timing
source if the primary timing source goes into alarm. The BACKUP TIMING
SouRrce should be different from the PRIMARY TIMING SOURCE.

Write security: 2; Read security: 5

Shows the system ADTRAN Data Link Layer Protocol (ADLP) address for
connecting remote devices to management software. The allowable range is
between 2 and 65520. Enter a value not used by any other ADTRAN units
controlled by the management software.

6-8

ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Chapter 6. System Control Terminal Menus

SESSION TIMEOUT

MAX TELNET
SESSIONS

ETHERNET PORT

PORT NAME

IP ADDRESS

DEFAULT
GATEWAY

SUBNET MASK

MAC ADDRESS

Write security: 3; Read security: 5

Defines the number of seconds the terminal session must remain idle before
the session times out. You can enter zero to deactivate this option (the ses-
sion will never time out).

Write security: 3; Read security: 5
Defines the maximum number of Telnet sessions that can be active at the
same time. Enter a number between 0 and 100 in this field.

If you enter zero in this field, you will not be able to use Telnet. Only
CAUT enter zero if you want to completely lock outTelnet access.

Write security: 2; Read security: 5
Provides a way to configure various settings for the Ethernet port. The fol-
lowing options are available for review and editing:

Defines the name of the Ethernet port. You can leave this field blank.

Lists the address assigned to the base Ethernet port. This address is com-
posed of four decimal numbers, each in the range of 0 to 255, separated by
periods. This value is set to 0.0.0.0 by default. The IP address is used for the
Ethernet interface. Obtain the correct IP address from your LAN administra-
tor.

Defines or changes the default gateway. Enter the default gateway address
by entering a decimal number into the appropriate field and then pressing
Enter to move to the next field. You will need a default gateway if the LAN
contains multiple segments. This address is composed of four decimal num-
bers, each in the range of 0 to 255, separated by periods. This value is set to
0.0.0.0 by default. Contact your LAN administrator for the appropriate ad-
dress.

Defines which part of a destination IP address contains the network number.
This address is composed of four decimal numbers, each in the range of 0 to
255, separated by periods. This value is set to 0.0.0.0 by default. This part of
the destination IP address is used along with the ATLAS 550 IP address to
determine which nodes must be reached through the default IP gateway.

Displays the system Ethernet Media Access Control (MAC) address. This
field is read-only.
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CHAIN

SNMP

ETHERNET
SPEED

PORT

PORT NAME

PORT TYPE

PORT SPEED

MODEM
INITIALIZATION
STRING

INITIALIZE
MODEM

FLow CONTROL

SNMP AccCEss

Write security: 3; Read security:5

Defines the data rate on the Ethernet interface. Choose from 10 MBPS or
AuUTO 10/100. When the unit is set for Auto 10/100 the ATLAS 550 auto
detects the data rate of the LAN and set itself to that rate, either 10 MBPS or
100 MBPs.

Write security: 2; Read security: 5
Accepts input for configuring the Chain In port.

Write security: 2; Read security: 5
Defines the name of the chain port. Type in an alpha-numeric name up to 57
characters long. The name can include spaces and special characters.

Write security: 2; Read security: 5
Specifies whether you use DIRECT or DIAL mode.

Write security: 2; Read security: 5

Specifies the baud rate of the port. Select either 2400, 9600, 19200, or 38400.
If you are using DIAL for PORT TYPE, ensure that the PORT SPEED setting
matches the modem baud rate.

Write security: 2; Read security: 5
Specifies the initialization string for a modem. Refer to your modem docu-
mentation for acceptable initialization strings.

Write security: 4; Read security: 5

Sends the Modem Initialization string to the modem. When you select this
command, the following message displays: Please verify a modem is connected
to the chain port before continuing. Confirm (y/n). Ensure that a modem is con-
nected before selecting .

Write security: 2; Read security: 5
Sets the flow control for the Chain In port. You may configure the Chain In
port flow control for OFF or H/W (hardware).

Write security: 3; Read security: 5

Provides a way to configure SNMP access for the ATLAS 550. For detailed
information on SNMP, refer to SNMP Management on page 13-1. The follow-
ing options are available for review and editing:

Write security: 3; Read security: 5
Defines whether SNMP access to the ATLAS 550 is enabled or disabled.
Select the appropriate option.
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SNMP
COMMUNITIES

TRAP
TRANSMISSION

AUTHEN TRAP
TRANSMISSION

TRAPS
DESTINATION

Write security: 3; Read security: 5
Defines SNMP manager(s) characteristics as follows:

IP ADDRESS
Specifies the IP address of the network manager.

PRIVILEGES
Defines GET (read-only) and GET/SET (read and write) privileges.

GET NAME

Defines the community name for GET access. This value must match the
GET name defined on the network management station. PusLIC is the
default name.

SET NAME

Defines the community name for SET access. This value must match either
the GET or SET name defined on the network management station. PusLIC
is the default name.

Write security: 2; Read security: 5
Enables and disables SNMP trap transmission.

Write security: 3; Read security: 5
Enables and disables the authentication failure trap.

Read security: 5
Defines the destination for SNMP traps as follows:

IP ADDRESS
Write security: 3; Read security: 5
Identifies the IP address to which the network manager sends traps.

COMMUNITY

Write security: 3; Read security: 5

Defines the community name for trap destinations. This name must match
the community name defined at the network management station.

TRAP FILTERING

Write security: 2; Read security: 5

Sets the minimum severity level required for a system event to generate an
SNMP trap. If a trap event occurs and if the trap’s severity level is equal to
or more severe than the trap type’s current threshold setting, that event is
sent as an SNMP trap. (Refer to the ATLAS 550 MIB for a listing of all traps
and their severity levels.) You can set the following threshold levels for the
available selections: DISABLED, CRITICAL, MAJOR, MINOR, WARNING, NOR-
MAL, and INFO.

STATION TYPE

Write security: 3; Read security: 5

To deliver the SNMP trap packet with the CommuNITY NAME unchanged,
define the STATION TYPE as NORMAL. If you are using T-Watch PRO, define
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the STATION TYPE as T-WATCH MGMT and append the CommuNITY NAME with
“ ADLP ADDRESS.” Within the SNMP trap packet, this field is automati-
cally updated before it is sent to the management station.

DS1 CURRENT  Write security: 2; Read security: 5

PERF Defines performance threshold values for DS1 Line and Path statistics

THRESHOLDS recorded in a 15-minute interval. If a statistic value exceeds its threshold
value, then the corresponding Alert Trap will be sent if the alert event is
armed and Alert Traps are enabled. These thresholds apply to all DS1 inter-
faces in the system.

CURRENT ES THRSH

The DS1 performance monitor Threshold Value for the Current 15 minute
Errored Seconds (ES) parameter. The default value is 65 for an approximate
BER level of 10E-5.

CURRENT SES THRSH

The DS1 performance monitor Threshold Value for the Current 15 minute
Severely Errored Seconds (SES) parameter. The default value is 10 for an
approximate BER level of 10E-5.

CURRENT SEFS THRSH

The DS1 performance monitor Threshold Value for the Current 15 minute
Severely Errored Framing Seconds (SEFS) parameter. The default value is 2
for an approximate BER level of 10E-5.

CURRENT UAS THRSH

The DS1 performance monitor Threshold Value for the Current 15 minute
Unavailable Seconds (UAS) parameter. The default value is 10 for an
approximate BER level of 10E-5.

CURRENT CSS THRSH

The DS1 performance monitor Threshold Value for the Current 15 minute
Controlled Slip Seconds (CSS) parameter. The default value is 1 for an
approximate BER level of 10E-5.

CURRENT PCV THRsH (D4)

The DS1 performance monitor Threshold Value for the Current 15 minute
Path Code Violation (PCV) parameter, when the Line Type is Super Frame
(AT&T D4 format) DS1. The default value is 72 Framing errors for an
approximate BER level of 10E-5.

CURRENT PCV THRsH (ESF)

The DS1 performance monitor Threshold Value for the Current 15 minute
Path Code Violations (PCV) parameter, when the Line Type is Extended
Super Frame (ESF) DS1. The default value is 13,296 CRC errors for an
approximate BER level of 10E-5.

CURRENT LES THRSH

The DS1 performance monitor Threshold Value for the Current 15 minute
Line Errored Seconds (LES) parameter. The default value is 65 for an
approximate BER level of 10E-5.
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CURRENT LCV THRSH

The DS1 performance monitor Threshold Value for the Current 15 minute
Line Code Violations (LCV) parameter. The default value is 13,340 for an
approximate BER level of 10E-5.

DS1 ToTAL Write security: 2; Read security: 5
CURRENT PERF  Defines performance threshold values for DS1 Line and Path statistics. If a
THRESHOLD statistic value exceeds its threshold value, then the corresponding Alert

Trap will be sent if the alert event is armed and Alert Taps are enabled.
These threshold values apply to all DS1 interfaces in the system.

TOTAL ES THRSH

The DS1 performance monitor Threshold Value for the Total Errored Sec-
onds (ES) parameter. The default value is 648 for an approximate BER level
of 10E-5.

ToTAL SES THRSH

The DS1 performance monitor Threshold Value for the Total Severely
Errored Seconds (SES) parameter. The default value is 100 for an approxi-
mate BER level of 10E-5.

ToTAL SEFS THRSH

The DS1 performance monitor Threshold Value for the Total Severely
Errored Framing Seconds (SEFS) parameter. The default value is 17 for an
approximate BER level of 10E-5.

ToTAL UAS THRSH

The DS1 performance monitor Threshold Value for the Total Unavailable
Seconds (UAS) parameter. The default value is 10 for an approximate BER
level of 10E-5.

ToTAL CSS THRSH

The DS1 performance monitor Threshold Value for the Total Controlled Slip
Seconds (SES) parameter. The default value is 4 for an approximate BER
level of 10E-5.

ToTAL PCV THRsH (D4)

The DS1 performance monitor Threshold Value for the Total Path Code Vio-
lations (PCV) parameter, when the Line Type is Super Frame (AT&T D4 for-
mat) DS1. The default value is 691 Framing Errors for an approximate BER
level of 10E-5.

ToTAL PCV THRsH (ESF)

The DS1 performance monitor Threshold Value for the Total Path Code Vio-
lations (PCV) parameter, when the Line Type is Extended Super Frame
(ESF) DS1. The default value is 132,960 CRC errors for an approximate BER
level of 10E-5.

TOTAL LES THRSH

The DS1 performance monitor Threshold Value for the Total Line Errored
Seconds (LES) parameter. The default value is 648 for an approximate BER
level of 10E-5.
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ToTAL LCV THRSH

The DS1 performance monitor Threshold Value for the Current 15 minute
Line Code Violations (LCV) parameter. The default value is 133,400 for an
approximate BER level of 10E-5.

EVENT LOGGING Write security: 3; Read security: 5
Sets the system event severity level threshold for each of the ATLAS 550
system event types. Whenever a system event occurs, that event is logged if
the event’s severity level is equal to or more severe than the event type’s
current threshold setting. See System Event Logging on page A-1 for detailed
information on the system events.

SYSLOG SETUP Write security: 3; Read security: 5
Configures the ATLAS 550 Syslog client for use with a Syslog server (sup-
plied on ADTRAN/Utility disk or available on most UNIX platforms).

TRANSMISSION Enables or disables the transmission of log events to the external Syslog

server.
HosT IP Lists the IP address of the external server that is running the Syslog host dae-
ADDRESS mon.

HosT FaciLiTy  Specifies the facility destination of log events. Facilities are
located on the host and are managed by the Syslog host
daemon running on either a UNIX machine or a PC.

HostIFacilitH
Locall
Local2
Local3
Locall
Local5
Localé
Local?

REAL TIME CLOCK Write security: 3; Read security: 5
Provides access to the following two options that you can review and edit:

CURRENT TiIME/  Displays the current date and time, including sec- Current Time/Date—
DATE onds. To edit this field, enter the time in 24-hour Rhimaies mn od suwy

format (such as 23:13:47 for 11 pm, 13 minutes and
47 seconds), and enter the date in mm-dd-yyyy format (for example,
11-08-1999).

Auto DAYLIGHT  When enabled, automatically updates the time and date when Daylight Sav-
SAVINGS ings Time starts and, also, when Standard Time starts.

6-14 ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Chapter 6. System Control Terminal Menus

ACCESS Write security: 0; Read security: 5

PASSWORDS Provides a way to edit passwords and, also, to add new users and pass-
words. All menu items are protected by passwords of varying security lev-
els. By assigning different passwords to different security levels, the
ATLAS 550 system administrator can control which users can change vari-
ous menu items.

You can assign multiple passwords at the same access level. This way, dif-
ferent users with the same access privileges can have different passwords.
Table 6-1 on page 6-2 describes each of the six password security levels.

Passwords are case-sensitive.

Instructions for Adding/Deleting Passwords

Figure 6-4 shows the menu for adding and deleting passwords. The instruc-
tions follow.

Index Numbers

AILAS bUsSystem Lontig/Access FasswordsLU)

Fthernet Fort abhe assword Hcocess Hights Hetive
Lhain Port q Hew User =xxxxxsx Tevel & {min rights}
EHHP Hew User *xxxxxx Level 0 {max rights} 1

Fuent Logging
Syslo?_Setu

fleal Time Clock
ficcess Passwords
| icenses

Figure 6-4. Menu for Adding/Deleting Passwords

Adding New Passwords

1. Toadd a new password, position the cursor over the index number 0
and press .

2. Enter and confirm the new password.

Passwo r d———m—m—o—ou
Enter:
Confirm:

3. Assign access rights (see also Table 6-1 on page 6-2).

Access Rights———
Level 5 {min rights}
Level
Level 3
Level 2
Level ?

Deleting Passwords

To delete a password, position the cursor over the index number of the pass-
word to be deleted and press D.
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LABEL

PASSWORD

ACCESS RIGHTS

ACTIVE

LICENSES

FEATURE

LICENSE KEY

SERIAL NUMBER

LiC CNT

contact ADTRAN technical support (see last page of this manual)

If you lose or forget the ATLAS 550 system administrator password,
E‘\ for help in resetting the password.

Write security: 0; Read security: 5
Defines a user name.

Write security: 0; Read security: 5

Allows you to change the password (the default password is password).
The current password displays as a series of asterisks (********) The pass-
word can contain up to 12 alphanumeric characters. You can also use spaces
and special characters in the password. Remember, passwords are case-sen-
sitive.

Instructions for Changing Passwords

1. Select the PAsSswoORD field—a new PASSwWORD field displays.
2. Type the new password in the ENTER field.
3. Type the new password again in the CONFIRM field.

Write security: 0; Read security: 5
Defines the password level for the corresponding label. You can select from
six different password levels (see also Table 6-1 on page 6-2).

Write security: 0; Read security: 5
Displays the number of users for each label that are currently logged into
the system.

Write security: 0; Read security: 0
Provides menus to enable the optional ATLAS 550 feature upgrades.

Names the ATLAS 550 feature upgrade.

Displays the license key of the feature upgrade.

Displays the serial number of the feature upgrade.

Displays the number of instances of the feature that the license provides.
This field may not be applicable for a given feature—if it is not, this field is
blank.
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STATUS

ALARM RELAY
RESET

ALARM RELAY
THRESHOLD

SYSTEM UTILITY

UPDATE FIRMWARE

Reflects the status, Permanent or Temporary, of the feature upgrade license
key.

Write security: 3; Read security: 5
Clears the Alarm Relay located on the rear panel of the ATLAS 550.

Write security: 3; Read security: 5

Defines which threshold sets the Alarm Relay. If an alarm occurs that is
greater than or equal to the threshold selected, the Alarm Relay will set.
These thresholds include, in descending order of importance, CRITICAL,
MAJOR, MINOR, WARNING, and NORMAL. As an example, if the threshold is
set for MAJOR, then ALL Major alarms and ALL critical alarms will set the
Alarm Relay. However, setting the threshold to NORMAL will not set the
Alarm Relay for Normal events. No Normal events set the Alarm Relay.

Use the SysTeEM UTILITY menu to view and set the system parameters shown
in Figure 6-5 .

pdate Firmware

Update Status [+]
Config Transfer [+]
System Utilization [+]
iodules System Selftest [+]
Packet Manager| Ping

Router Reboot System {4

Dedicated Maps| Factory Default System <+
Dial Plan

Figure 6-5. System Utility Menu

Write security: 1; Read security: 5

Updates firmware when ATLAS 550 enhancements are released. Two trans-
fer methods are available for use in updating any modules that contain
Flash memory—including the ATLAS 550 system controller.

The first transfer method uses the ATLA S550 serial Control/Chain In port
of the system controller and XMODEM protocol. For detailed information
on how to update firmware using this method, see XMODEM Firmware Up-
dates on page 12-1.

The second transfer method uses the ATLAS 550 built-in Ethernet port of the
system controller and TFTP (Trivial File Transfer Protocol). For detailed in-
formation on how to update firmware using this method, see TFTP Firmware
Updates on page 12-3.
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The available update options vary depending on whether you
select SLOT 0, SLoTs 1 through 4, RESOURCE 1through 4 or
ALL MODULES OF A TYPE.

MODULE SLOT Write security: 1; Read security: 5
Displays the slot you select for firmware updating. flodule Slot
When this option first appears, None Selected dis- [8lot 1

. g Slot 2
plays. When you move the cursor to this field and |$lot 3
press Enter, a dialog box opens, allowing you to A1l Modules of a Type

select SLOT 0 through SLOT 4, RESOURCE 1
through 4 or ALL MODULES OF A TYPE.

ALL MoODULES oF A TYPE is useful if several identical modules are installed
in the ATLAS 550.

MODULE TYPE Write security: 1; Read security: 5
Reflects the module type selected in MODULE SLOT. This is normally a read-
only field; however, if you selected ALL MODULES OF A TYPE, you must
select a particular module type to update all modules of that type. The
selections only include upgradable modules.

TRANSFER Write security: 1; Read security: 5

METHOD Lists the two transfer methods for updating firmware: XMODEM and TFTP,
after selecting a module slot. XMODEM transfers files by connecting to a
communications program that supports XMODEM uploads to the terminal
interface. TFTP transfers files by specifying an appropriate server address
and filename:

TFTP SERVER IP ADDRESS

Write security: 1; Read security: 5

Configures the IP address of the TFTP Server on which the update file
resides. ATLAS 550 uses this field to locate the network server on which the
update file resides.

TFTP SERVER FILENAME

Write security: 1; Read security: 5

Identifies the name of the update file to retrieve from the TFTP Server. Enter
the full path name and filename for the file.

RESTART Write security: 1; Read security: 5

SCHEDULE Indicates when to restart the updated module to invoke the new code, after
selecting a module slot. The two options include RESTART IMMEDIATELY
AFTER UPDATE and RESTART AT SPECIFIED DATE AND TIME.

RESTART IMMEDIATELY AFTER UPDATE
Automatically restarts the module immediately after the update is com-
plete.
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RESTART AT SPECIFIED DATE AND TIME

Lets you specify a date and time to automatically restart the updated mod-
ule. (When you select this option, a new field called RESTART DATE AND
TiME displays below the current field.)

RESTART DATE AND TIME

Write security: 1; Read security: 5 Restart Date and Time
Defines the date and time to restart the sys- fh:nn:ss mn-dd-yuyy —|

tem. Enter the time using a 24-hour format
(i.e., 23:25:30 for 11 Pm, 25 minutes, 30 seconds). Enter the date in mm-

dd-yyyy format (i.e., 11-08-1999).

RESTART AT SPECIFIED DATE AND TIME is only available for the
System Controller— not for modules residing in expansion slots,
since they are unable to maintain normal operation during the
update process.

CURRENT Read security: 5

UPDATE STATUS Indicates progress or problems encountered during the current update pro-
cess. The field displays IDLE if no update is in progress or when the update
is successfully completed. At the end of a successful update, the contents of
this field are copied into PREVIOUS UPDATE STATUS.

If you are updating several modules at the same time (if MODULE SLOT is set
to ALL MODULES OF A TYPE), this option displays [+], indicating this field con-
tains submenu items. The following submenus display:

SLT Indicates the slot number.

TYPE Defines the type of module for each slot.
CURRENT Indicates the status of the current update.
STATUS

PREVIOUS Indicates the status of the previous update.
STATUS

Previous TIME  Indicates the time of the previous update.

During the TFTP upload process, various status messages are provided in
CURRENT UPDATE STATUS (see Table 12-1 on page 12-5).

PREVIOUS Read security: 5

UPDATE STATUS Displays the status of the previous update, after selecting a module slot. Ifa
firmware update has not been attempted for a particular slot, this field
reads Has not been attempted. Following a successful update, the field reads
Module Update Complete. If an update was unsuccessful, the appropriate
error message displays.
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BEGIN
FIRMWARE
UPDATE

UPDATE STATUS

CONFIG TRANSFER

TRANSFER
METHOD

TFTP SERVER
IP ADDRESS

TFTP SERVER
FILENAME

Write security: 1; Read security: 5

Begins updating the firmware for the selected modules. To start this action,
enter Y to begin or enter N to cancel. You can also cancel the operation after
the update has begun. For XMODEM updates, cancel the process via the
terminal emulation software (consult your documentation for information
on how to do this). For TFTP updates, you can cancel the process by select-
ing CANCEL UPDATE from this field.

Read security: 5
Displays the status of the current firmware update. These fields are identi-
cal to those defined earlier in Current Update Status.

Write security: 3; Read security: 5

Used only with TFTP transfers. Sends a file containing the ATLAS 550 con-
figuration to a file on a TFTP Server using the TFTP protocol through the
Ethernet port. CONFIG TRANSFER also lets you save the ATLAS 550 configu-
ration as a backup file, so you can use the same configuration with multiple
ATLAS 550 units. In addition, CONFIG TRANSFER can retrieve a configura-
tion file from a TFTP Server.

To support these transfers, ADTRAN delivers a TFTP program with
ATLAS 550 called TFTP Server. You can configure any PC running Microsoft
Windows with this software, and store a configuration file. See TFTP Server
Utility on page 14-10 for details on how to use TFTP Server.

valid IP address, subnet mask, and default gateway (if required),

Before using CONFIG TRANSFER, the ATLAS 550 should have a
and should be connected to an Ethernet network.

Only one configuration transfer session (upload or download) can be active
at atime. The TCP/IP parameters are not saved or overwritten as part of an
ATLAS 550 unit’s transferred configuration; this way, identical configura-
tions can be sent to multiple units.

Write security: 3; Read security: 5
Displays the method used to transfer the configuration file to or from a
server. Currently, you must use TFTP.

Write security: 3; Read security: 5
Specifies the IP address of the TFTP Server. Get this number from your sys-
tem administrator.

Write security: 3; Read security: 5

Defines the name of the configuration file that you transfer to or retrieve
from the TFTP Server. The default name is Atlas550.cfg, but you can edit
this name.
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CURRENT
TRANSFER
STATUS

PREVIOUS
TRANSFER
STATUS

LOAD AND USE
CONFIG

SAVE CONFIG
REMOTELY

SYSTEM UTILIZATION

SYSTEM SELFTEST

Read security: 5
Indicates the current status of the update.

Read security: 5
Indicates the status of the previous update.

Write security: 3; Read security: 5
Retrieves the configuration file specified in the TFTP Server Filename field
from the server. To start this command, enter Y to begin or enter N to cancel.

If you execute LOAD AND USE CONFIG, the ATLAS 550 retrieves
CAUT the configuration file, reboots, then restarts using the new
configuration.

Write security: 3; Read security: 5

Saves the configuration file specified in TFTP SERVER FILENAME to the
server identified in TFTP SERVER IP ADDRESS. To start this command, enter
Y to begin or enter N to cancel.

Before using this command, you must have identified a valid TFTP
CAUT Server in TFTP SERVER IP ADDRESS.

Write security: 0; Read security: 0

Displays statistics related to the ATLAS 550 internal operating system.
Please check with ADTRAN Technical Support before attempting to use
this menu.

Write security: 3; Read security: 5
Initiates a system self-test. The self-test consists of memory tests and data
integrity tests for each installed module.

CAUT Self-tests disrupt data flow.
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SELFTEST

SELECTED
TESTS

CURRENT TEST
STATUS

CURRENT SLoT/
PorT

VIEW SELFTEST
LoG

Write security: 3; Read security: 5

Runs system-wide Self-test, Memory, Flash, Bootrom, and PortTests. These
tests are disruptive to all data traffic; therefore, do not run these tests on a
unit unless data interruptions are acceptable. To confirm self-test activation,
press Y; to cancel the self-test, press N.

Write security: 3; Read security: 5

Allows the user to select a system-wide test or an individual card test.
Choose from ALL TESTS, SLOT:SLTO Sys CTRL, or any other installed
option/network module.

Read security: 5
Displays which part of SELFTEST is currently being run. See View Selftest Log
on page 6-22 for details on individual tests.

Read security: 5
Displays slot and port of the subsystem currently being tested.

Read security: 5

Displays time-stamped log of the tests conducted and the Pass/Fail results.
Self-tests verify data integrity and processor control to each port. Each port
is looped back and a data pattern is sent and tested. The result of the self-
test on each installed port is listed with Pass/Fail results. Figure 6-6 shows
a typical test log.

1
12: DRAM T

2 12:12:22 11/08 0 TDH RAM Tst Passed
3 12:12:22 11/08 0 RTC RAM Tst Passed
b 12:12:22 11/08 0 DSP RAM Tst Passed
5 12:12:22 11/08 0 Bootrom_ Tst Passed
6 12:12:22 11/08 0 Flash Tst Passed
7 12:12:19 11708 0 Test Start

Figure 6-6. View Self-test Log

The self-test log includes the following fields.:

IDX Index number of the log.

TIME Time and date of the log entry.
SL ATLAS 550 slot number.

PT ATLAS 550 port number.
EVENT Event description.

RESULT Shows Pass/Fail results.
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CLEAR SELF-
TEST LOG

PING

IP ADDRESS

COUNT

SIzE

TIMEOUT

Table 6-2 lists the tests associated with the system controller.

Table 6-2. System Controller Tests

This event... | Logs this result...

FLASH Verifies flash memory checksum.

BooTROM Verifies boot ROM checksum.

DSP RAM Verifies memory associated with the DSP.

RTC RAM Verifies memory associated with the real time clock.

TDM RAM Verifies memory associated with mapping TDM bandwidth.

DRAM Verifies dynamic RAM used for program execution.

HDLC Verifies each HDLC controller used for frame relay or PRI.

Write security: 3; Read security: 5
Clears the self-test log.

Write security: 5; Read security: 5
Allows you to send pings (Internet Control Message Protocol (ICMP)
requests) to devices accessible via the network.

% Only one ping session can be active at a time.

Write security: 5; Read security: 5
Specifies the IP address to ping.

Write security: 5; Read security: 5
Specifies the number of pings to send. The default number of tries is 4, and
the maximum value is 99.

Write security: 5; Read security: 5
Specifies the size in bytes of the data portion of the ping request. The
default value is 64 bytes, and the maximum size is 1024 bytes.

Write security: 5; Read security: 5

Specifies the time in milliseconds to wait for the ping reply before timing
out. The default timeout value is three seconds, and the maximum timeout
value is ten seconds.
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ROUND TRIP MIN

ROUND TRIP AVG

ROUND TRIP MAX

TX STATS

RESET STATS

START/STOP

REBOOT SYSTEM

FACTORY DEFAULT

Read security: 5
Displays the minimum round trip time of the ping request/reply of the cur-
rent set of pings.

Read security: 5
Displays the average round trip time of the ping request/reply of the cur-
rent set of pings.

Read security: 5
Displays the maximum round trip time of the ping request/reply of the cur-
rent set of pings.

Read security: 5

Displays the number of ping requests transmitted (n TXeD), the number of
ping replies received (n RXED) and the number of ping requests that were
lost (n LOST).

Write security: 5; Read security: 5
Resets all ping statistics to zero. If the ping client is active, this menu will
stop it.

Write security: 5; Read security: 5
If the ping client is currently idle, this menu sends pings to the specified
address. If the ping client is active, the menu stops sending pings.

Write security: 0; Read security: 0

Reboots the ATLAS 550. When you select this command, the following mes-
sage displays: *WARNING ** This will reboot the entire system! Press Y to
reboot the system, or N to exit the command.

Write security: 0; Read security: 0

SYSTEM Resets the entire system to the factory default settings.To reset the system,
press Y; to cancel this command, press N.
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OVERVIEW

The controller board (slot 0) has two network interface slots. This chapter
only describes the module options available for the T1/PRI network
interface module. Individual option module menus are described in the
applicable module manuals.

The ATLAS 550 system controller automatically detects the presence of
modules when they are installed in the system. To view the menus for the
installed modules via the terminal menu, use the arrow keys to scroll to the
appropriate MODULES menu and press Enter. If you prefer to view these
options in a vertical mode, move the cursor to a slot number and press Enter
on the keyboard.

MODULES The MoDULES main menu (see Figure 7-1) provides status information and
menu options that allow you to configure and control the installed option
modules, as well as the network ports.

ATLAS 550/Modules
ystem Info t ilenu Hlarm est tate tatus Heu
Online

ystem Status | SIt0 rI [+1 TOF OFF OHLIHE Online
ystem Config Htuwl -1 [+1 [0K1 [OFF1 Online

stem Utilit Htw2 E Empty

Lﬂ,&Eﬂ# S1t1 Online
acket Manager| Rscil
Router §1t2

Empty

t Online
edicated Maps| Rsc2
ial Plan §1t3

=
=
=

Lt el el el el el el
—

R
Y
3 [+]1 OK [OFF1

P

T

T E

Nx-2 [+1 [OK1 [OFF1 E

T E Empty
= [+]1 OK [OFF1 E Online
T E Empty
¥ -4 [+1 [OK] [OFF1 E Online

Empty

MM MmarmTm-—
S| SN
TEWATTATTOTO N
[=l=]=]—=]—=]—]—]—]—]
ZXZZIZITIZITT

Figure 7-1. Modules Menu

61200305L1-1 ATLAS 550 User Manual 7-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Chapter 7. Module Terminal Menus

SLT

TYPE

MENU

ALARM

TEST

STATE

Read security: 5
Identifies the slot number. Slot 0 refers to the ATLAS 550 Base Unit.

The ATLAS 550 has three types of slots: network slots, option module slots,
and resource module slots. The two network slots are designated NTw1 and
NTw2. The four option module slots are designated SLT1 through 4, and the
four resource module slots are designated Rsc1 through 4.

Resource modules are installed onto any option module, but not onto net-
work modules.

Write security: 3; Read security: 5

Displays the type of module actually installed in the slot or the type of
module you plan to install in the slot. The ATLAS 550 automatically detects
the type of module installed in each slot, and the TypE field automatically
defaults to the installed module type. You can also use this field to precon-
figure a unit before actually installing modules by specifying the module
that you want to install in each slot.

To use this option, navigate to the field you want to edit and press Enter. For
empty slots, a list of all the available module types displays. Select the one

you want and it displays in the TyPEe field. If this field is already configured
with a module, you can only set this field to EMPTY.

TyPE automatically displays the name of an installed module. If
you want to preconfigure the slot for a different type of module,
you must set this field to EMPTY before selecting another module

type.

Displays additional status and configuration menus for the ATLAS 550 or
selected module. To access the submenus for this item, use the arrow keys to
scroll to the MENU column for the module you want to edit, and press Enter.
For detailed information on each submenu item, see Modules Menu
(T1Network Interface Module) on page 7-3.

Read security: 5

Displays an alarm condition on the ATLAS 550 or selected module. To
access this menu, use the arrow keys and move to the ALARM menu and
then press Enter.

Read security: 5

Displays the type of test the ATLAS 550 or selected module is executing. To
initiate a test, select the MENU/TEST option and then press Enter. You now
have access to the screen that allows you to set up and initiate tests. See Test
on page 7-7 for details.

Read security: 5

Displays whether the ATLAS 550 or selected module is online or offline.
Even though a module is physically installed, it must be marked ONLINE for
it to be considered an available resource. This field allows an installed mod-
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ule to be marked OFFLINE, which may be useful in system troubleshooting.
If you choose OFFLINE, the module will not be in alarm condition, but will
display OFFLINE.

Once a module is installed, STATE must be set to ONLINE for the
ATLAS 550 to use the module for any data bandwidth. ONLINE
is the default setting.

STATUS Read security: 5
Displays status information on the ATLAS 550 ports and other installed
modules as follows:

ONLINE The module is enabled and is responding to the system
controller’s status polls. This is the normal response of the
system.

No REsPONSE  The module is enabled but is not responding to the
system controller’s status polls. This response indicates a
problem in the system or that the module is not installed.

EmPTY The system controller has not detected the presence of a
module in the system, nor has a module been manually
enabled for this option slot.

OFFLINE The module is installed but has been taken offline by a
user. The module is still responding to controller polls.

OFFLINE/NO The module is installed but has been taken offline by a

RESPONSE user. The module is not responding to polls.

NoT The module is not supported by the current system

SUPPORTED configuration.

REV Read security: 5
Displays the hardware revision of the ATLAS 550 and other installed mod-
ules.

Modules Menu (T1Network Interface Module)

This section provides detailed information on the MoDULES/MENU sub-
menus. MENU provides access to commands that allow you to review the sta-
tus of various options, change the configuration for general parameters, and
initiate tests. This section only describes the menu options for the T1 Net-
work Interface Module. For details on menu options for other modules, refer
to the appropriate module manuals.

To configure the T1 Network Interface Module in the Dial Plan, use the de-
scriptions provided for the Dual T1/PRI Module (see page 11-10).
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INFO Read security: 5
Displays general information about the T1/PRI network interface module
as follows:
PART NUMBER Displays the part number of the T1/PRI network interface.

SERIAL NUMBER  Displays the module’s serial number.

ASSEMBLY Displays the assembly revision.
REVISION

ALARM STATUS  Read security: 5
Displays any active alarms as follows:

PRT Displays the port number. The T1/PRI Network Interface
Module is a single-port device.

ALARMS Displays the alarm type. Table 7-1 describes each alarm type.

Table 7-1. Alarm Types

LOS (Loss of Signal) No signal detected on port interface.

RED (Red Alarm) Not able to frame data received on the port.
Alternately referred to as Out of Frame (OOF).

YELLOW (Yellow Alarm) Remote alarm indicator (RAI) being re-
ceived on port.

BLUE (Blue Alarm) Receiving unframed all ones from the port
alarm indicator signal (AIS).

DS0O ALARM At least one DSO channel is in alarm.

RX LEVEL (Receive Level) Indicates the strength of the signal re-
ceived on the port.

DSO StATUS Read security: 5
Indicates usage on a DSO basis for each port as follows.

* Inactive

Active call on this DSO
Active D channel DSO
Maintenance DS0
Dedicated DSO
Off-hook detected
Ringing detected

U oz 0>
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DSO ALARMS

SIG STATUS

PERFORMANCE:
CURR

PERFORMANCE:
15 MIN

PERFORMANCE:
24 HR

Read security: 5
Indicates DSO alarm as follows:

- No alarm DS0

D channel alarm (ISDN)
Frame alarm (packet)
TBOP alarm (packet)

— T O

Read security: 5
Displays the A/B signaling bits for Rx and Tx DSO0s.

Write security: 3; Read security: 5

The performance fields — either current, 15 minute total, or 24 hour total —
provide status on key performance measures as specified in ANSI T1.403
and AT&T TR54016 for the T1/PRI port as follows:

PRT Displays the port number.

CLR Clears information for the selected port. Press Enter when the
cursor is over this field to clear the data.

ES An ES is a second with one or more error events or one or more
Out Of Frame events or one or more Controlled Slips.

BES Bursty Errored Seconds. A BES is a second with more than one,
but less than 320 error events.

SES Severely Errored Seconds. An SES is a second with 320 or more
error events or one or more Out Of Frame events.

SEFS Severely Errored Frame Seconds.
LOFC Loss of Frame Count.

CSS Controlled Slip Seconds.

UAS Unavailable Seconds.

LCV Line Code Violations.

PCV Path Code Violations.

LES Line Errored Seconds.

Write security: 3; Read security: 5

In the PERFORMANCE 15 MIN menu, the performance data for the previous
15 minute window is stored. Refer to Performance: Curr on page 7-5 for a
detailed description.

Write security: 3; Read security: 5
Stores the performance data for the previous 24-hour window. Refer to Per-
formance: Curr on page 7-5 for a detailed description.
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CONFIGURATION  All of these configurable parameters depend on whether the port is connect-
ed to a Primary Rate ISDN circuit or a Channelized T1 circuit—dedicated or
switched.

PRT
Read security: 5
Identifies the port number.

PORT NAME

Write security: 3; Read security: 5

Accepts any alphanumeric name up to 16 characters long to uniquely iden-
tify each port.

FRAME

Write security: 2; Read security: 5

Matches the frame format of the circuit to which it is connected (available
from the network supplier).

CoDE

Write security: 2; Read security: 5

Matches the line code of the circuit to which it is connected (available from
the network supplier).

TX YELLOW
Write security: 3; Read security: 5
Enables and disables yellow alarm transmissions.

Tx PRMs

Write security: 3; Read security: 5

Enables and disables PRM data transmissions on the facility data link
(FDL). The PRM data continues to be collected even if Tx PRMs is disabled
(possible only with ESF format).

LBO

Write security: 2; Read security: 5

Depends on whether the circuit is provisioned for DS1 by the telephone
company.

LB ACCEPT

Write security: 3; Read security: 5

Sets unit to accept or reject the in-band loop up and loop down codes as
defined in ANSI T1.403. This is a line loopback.

PULSE DENSITY

Write security: 3; Read security: 5

When ON, the ATLAS 550 monitors for ones (1s) density violations and
inserts a one (1) when needed to maintain ones at 12.5%.
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TEST Initiates different types of tests and displays test results.
CAUT These TEST commands temporarily disrupt service.
PRT

Identifies the port number.

Loc LB
Write security: 4; Read security: 5
Causes loopback on near-end port. (Local Loopback)

LINE Metallic loopback.
PAyLD Payload loopback framing and clocking are regenerated.

REMOTE LB
Write security: 4; Read security: 5
Sends a loopback code to a remote CSU.

ANSI FDL LINE  Sends ANSI line loopback code. Requires ESF mode.

ANSI FDL PyLD  Sends ANSI payload loopback code. Requires ESF
mode.

ATT INBAND LINE  Sends line loopback using inband code.

PATTERN
Write security: 4; Read security: 5
Specifies the test pattern to be transmitted out the port.

ALL ONES Framed ones
ALL ZEROS Framed zeros
QRSS Pseudorandom pattern with suppression of excess zeros

QRSS/RLB RESULTS

Read security: 5

(Remote Test Pattern Results) Suppresses excess zeros—indication of sync
and errors of received data pattern.

CLR

Write security: 3; Read security: 5

(Test Pattern Results Clear) Clears current error counters on test pattern
results menu.

INJ
Write security: 3; Read security: 5
(Test Pattern Error Inject) Injects errors into transmitted test pattern.
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OVERVIEW

The PACKET MANAGER menu contains submenus that define packet end-
points. A packet endpoint is a virtual port within the ATLAS 550 into which
a specified physical port (a T1 or an Nx56/64) terminates its data for further
routing by the system. All packet services, including the ATLAS 550 frame
relay, must have defined packet endpoints.

Your frame relay provider furnishes specific information on defining the
packet endpoint. This information includes signaling type (Annex A,
Annex D, or LMI) and definitions for all active PVCs. The PACKET CNCTS
submenu map connects protocols from packet endpoint to packet endpoint.

In addition to defining packet endpoints, you must also configure the phys-
ical port before it can run frame relay (see also Chapter 10, Dedicated Maps
and Chapter 11, Dial Plan).

PACKET MANAGER MENUS

The PACKET MANAGER menus (see Figure 8-1) define and configure all
layer 2 connections, including frame relay endpoints. These submenus, dis-
cussed in this chapter, include PACKET ENDPNTS, PACKET CNCTS, CNCTS
SORT, and FRAME RELAY IQ. See also, the menu tree in Figure 8-2 on page 8-2.

ATLAS Sh0/Packet IManager

ystem Info Facket Endpnts ndpts
System Status | Packet Cncts [2 connections] A
Sustem Config Cncts Sort “From” Pkt Endpt/Sublink
System Utility| Frame Relay IQ [+1
Modules

Facket Manager|
Houter
Dedicated Maps
Dial Plan

Figure 8-1. Packet Manager Menu
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Endpnt Name Endpnt Name Tx Pckts
Prot Protocol Rx Pckts
Status Sig Role Link Stats Name State Changes
Sig Type DLCI Signaling Errors
|'Sig State Sublink Stats State Signaling Timeout
Current Port Tx Pckts Full Status Tx
Performance Rx Pckts Full Status Rx
Statistics Link Integrity Status Tx
Signaling Role Link Integrity Status Rx
Signaling Type Clear Counters
Packet Endpnt Name User Poll Timer (T391)
Endpnts Protocol User Polls Per Status (N391)
Config User Bad Event Threshold (N392)
Config User Event Window Size (N393)
Net Poll Timer (T391)
Net Poll Response Timeout (T392)
Net Polls Per Status (N391)
Net Bad Events Threshold (N392)
Net Event Window Size (N393)
Name
Sublinks DLCI In-band Sequence Number
Usage QOSs Remote FECN Notification
Test Burst React to BECN
Endpt Name [Config Drop DE Packets when overloaded
Endpnt Count Protocol Fragmentation Threshold
Sublink Name Rx Frames Fragmentation Size
Endpnts Sort DLCI Rx Bytes DLCI State
- From: PEP Test Max Rx Thru Diagnostic Mode
Packet Cncts Sublink Duration Avg Rx Thru
To: PEP Results Max Rx Util%
Sublink Avg Rx Util%
[Protocol | Tx Frames Rx Frames
Config Tx Bytes Rx Bytes
Max Tx Thru Max Rx Thru
To Pkt Endpt/Sublink Avg Tx Thru Avg Rx Thru
Cncts Sort From Pkt Endpt/Sublink Max Tx Util% Max Rx Util%
Connection Protocol Avg Tx Util% Avg Rx Util%
o Port UA Time Tx Frames
Sig Down Time Tx Bytes
Enable IQ Stats Signal Error Max Tx Thru
Signal T/O Avg TX Thru
Name Sig State Chg Max Tx Util%
Enable Rx Full Stat Avg Tx Util%
Port Enables [AlSublinks Tx Full Stat PVC A Time
Sublinks Current PIV Rx LI only Rx FECN
Frame Relay 1Q Interval Period Tx LI only Tx FECN
Config Max Days Async Status Rx BECN
Max Intervals Discard Frame Tx BECN
View 1Q Statistics Interval/Day Aborts Rx DE
CRC Error Tx DE
Octet Align Rx CR
Length Error Tx CR
EA Violation Lost Frames
Inactive DLCI Rmt Lost Frms
Invalid DLCI Rx Burst Sec
Tx Burst Sec
Min Rx Frame
Max Rx Frame
Avg Rx Frame
Sublink Min Tx Frame

Max Tx Frame

Avg Tx Frame

Min Frame Dly

Max Frame Dly

Avg Frame Dly

PVC State Change

Figure 8-2. Packet Manager Menu Tree
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PACKET ENDPNTS The PackeT ENDPNTS menu defines, monitors, and tests a packet endpoint.
Submenus include STATUS, PERFORMANCE, CONFIG, TEST, ENDPNT COUNT,
and ENDPNTS SORT.

STATUS STATUS submenus display the status of each packet endpoint including the
packet endpoint name (ENDPNT NAME), the protocol type (PROT), the signal-
ing role (SIG ROLE), the signaling type (SiG TypPE), the signaling state (SiG
STATE), and the connections (CURRENT PORT). The following sections dis-
cuss each of these fields.

ENDPNT NAME Read Security: 5
Displays the packet endpoint name as defined in the PACKET ENDPNTS/
CoNFIG MENU (also see Config on page 8-6).

PrROT Read Security: 5
Displays the layer 2 protocol that this packet endpoint terminates. FR indi-
cates that this packet endpoint is configured for frame relay. TBOP indi-
cates that this packet endpoint is configured for Transparent Bit Oriented
Protocol (TBOP).

SIG ROLE Read Security: 5

Displays the frame relay signaling role for this packet endpoint. The
selections include OFF, UNKNOWN, NETWORK, USER, and BOTH.

OFF
Indicates that the endpoint is configured so that it does not use signaling.

UNKNOWN
Indicates that the endpoint is configured to auto-detect the role, but has not
yet done so.

NETWORK
Indicates that the endpoint is acting as the network end of a UNI link.

USER
Indicates that the endpoint is acting as one end of a UNI link.

BoTH
Indicates that the endpoint is acting as one end of an NNI link.

SIG TYPE Read Security: 5
Displays the frame relay signaling type used on this packet endpoint. Selec-
tions include UNKNOWN, ANNEX A, ANNEX D, and LMI.

UNKNOWN
Indicates that the endpoint is configured to auto-detect the signaling stan-
dard to use, but has not yet done so.
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SIG STATE

CURRENT PORT

PERFORMANCE

ENDPNT NAME

PrRoTOCOL

LINK STATS

ANNEX A
The endpoint is signaling using ITU-T Q.933-A.

ANNEX D
The endpoint is signaling using ANSI T1.617-D.

LMI
The endpoint is signaling using Group of Four LMI specification.

Read Security: 5

Indicates the current condition (i.e., active frame relay signaling) of this
packet endpoint, as defined by the frame relay configuration settings. This
field is either ACTIVE or INACTIVE.

Read Security: 5

Displays the connections for the packet endpoint. The letter u in this field
indicates that this packet endpoint is used in the PACKET CNCTS map (also
see Packet Cncts on page 8-13). The remainder of the field indicates the
physical port to which this packet endpoint is connected, as defined in the
DeDICATED MAP (also see Dedicated Maps on page 10-1). If the port is a chan-
nelized interface such as a T1, the DS0 assignment is also provided.

Displays performance information for each packet endpoint including END-
PNT NAME (endpoint name), PROTOCOL, LINK STATS, and SUBLINK STATS.

Read Security: 5
Displays the packet endpoint name as defined in PACKET ENDPNTS/CONFIG
(also see Config on page 8-6).

Read Security: 5
Displays the layer 2 protocol that this packet endpoint terminates as
defined in PACKET ENDPNTS/CONFIG (also see Config on page 8-6).

Read Security: 5

Displays layer 2 performance statistics. This field is dependent on the type
of protocol (Frame Relay or TBOP) selected in PACKET ENDPNTS/CONFIG
(also see Config on page 8-6).

Frame Relay Statistics
These fields reflect the total count since last cleared:

TX PACKETS
Total number of frame relay packets transmitted through this packet end-
point, including both user data (on all PVCs) and signaling.

RX PACKETS
Total number of frame relay packets received through this packet endpoint
(on all PVCs).
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STATE CHANGES
Total number of times that frame relay signaling has gone active or inactive.

SIGNALING ERRORS
Total number of signaling frames received with PVC signaling protocol vio-
lations.

SIGNALING TIMEOUTS
Number of times signaling polls were not received in the time specified in
T391 in the PACKET ENDPNTS/CONFIG menu (also see Config on page 8-6).

FULL STATUS TX
Number of full status polls transmitted by this packet endpoint.

FULL STATUS RX
Number of full status polls received by this packet endpoint.

LINK INTEGRITY STATUS TX
Number of link integrity polls transmitted by this packet endpoint.

LINK INTEGRITY STATUS RX
Number of link integrity polls received by this packet endpoint.

CLEAR COUNTERS
Clears all values in this submenu.

TBOP Statistics
These statistics reflect the total count since last cleared:

TX PACKETS
Displays the total number of HDLC packets transmitted through this
packet endpoint.

RX PACKETS
Displays the total number of HDLC packets received through this
packet endpoint.

CLEAR COUNTERS
Clears all values in this submenu.

SUBLINK STATS  Read Security: 5
Displays frame relay performance statistics for supported packet endpoint
sublinks. These statistics fields reflect the total count since last cleared.

NAME
User-defined name of a sublink (PVC).

DLCI
DLCI for sublink as defined in PACKET ENDPNTS/CONFIG (also see Config on
page 8-6).
STATE
Indicates if this particular sublink (PVC) has been defined as active by a full
status poll.
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CONFIG

ENDPNT NAME

ProTOCOL

CONFIG

up
PVC is up (active).

DowN
PVC is down (inactive).

TX PcKTs
Total number of frame relay user data packets transmitted over this PVC.

Rx PcKTs
Total number of frame relay user data packets received over this PVC.

STATISTICS
Provides additional information, as follows, on the individual sublink:

BECN COUNT
Total number of BECN bits received on this PVC.

DE DISCARD COUNT
Total number of Discard Eligible bits that have been received on this
PVC.

FECN CounTt
Total number of FECN bits received on this PVC.

RESET COUNTERS
Resets all sublink counters.

Creates and configures packet endpoints.

% One HDLC resource is used by each PRI or each Packet Endpoint.

Write Security: 3; Read Security: 5
Simplifies configuration with user-definable names such as the name of the
frame relay provider or the circuit ID.

Write Security: 3; Read Security: 5

Defines the protocol operating on this port. FRAME RELAY configures this
packet endpoint to frame relay. TBOP configures this packet endpoint as
transparent bit oriented protocol.

Write Security: 3; Read Security: 5
Displays the configuration for this packet endpoint. This menu is protocol-
dependent. TBOP requires no configuration.

SIGNALING ROLE
Defines whether this packet endpoint acts as the network or user side of the
UNI or as an NNI.
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OFF
Use when the remote device does not support frame relay signaling.

AUTO
Detects the role of the device on the other end of the circuit and auto-
matically sets this packet endpoint to the appropriate value.

BoTH
Operates in NNI mode.

NETWORK
Acts as the network side of the UNI interface.

USER
Acts as the user side of the UNI interface.

SIGNALING TYPE
Controls the frame relay signaling type that operates on this packet end-
point.

AuTO
Detects the signaling type of the device on the other end of the circuit
and sets this packet endpoint to the same signaling type.

ANNEX A

Transmits and responds to ITU-T Q.933-A standards.
ANNEX D

Transmits and responds to ANSI T1.617-D standards.
LMI

Transmits and responds to Group of Four specifications.

USER PoLL TIMER (T391)
Sets the polling interval to the network in seconds.

USER PoOLLS PER STATUS (N391)
Controls how many link integrity polls occur between full status polls.

USER BAD EVENT THRESHOLD (N392)
Sets the number of bad polling events that will cause the link to be declared
down in N393 Polls.

USER EVENT WINDOW SizE (N393)
Defines the number of poll events in each monitored window.

If the number of polls reaches N392 in any N393 period, the link
% will be declared down. When N393 good polls are received, the

link will be declared active again.

NET PoLL RESPONSE TIMEOUT (T392)
Determines how long this packet endpoint will wait without receiving a
poll before declaring the poll bad.

61200305L1-1 ATLAS 550 User Manual 8-7

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Chapter 8. Packet Manager

Ensure that this timer is greater than the T391 on the user side of the
CAUT UNI; otherwise, erratic behavior will result.

NET PoLLS PER STATUS (N391)
Sets the number of link integrity polls before a full status is transmitted.

NET BAD EVENTS THRESHOLD (N392)
Sets the number of bad polling events that will cause the link to be declared
down in N393 Polls.

NET EVENT WINDOW SizE (N393)
Defines the number of poll events in each monitored window.

If the number of bad polls reaches N392 in any N393 period, the
% link will be declared down. When N393 good polls are received,

the link will be declared active again.

SUBLINKS Write Security: 3; Read Security: 5
Allows PVC creation and configuration within a frame relay link that uses
sublink DLCIs. Sublinks are not supported in TBOP.

NAME
User-defined name for the DLCI.

DLCI
Local address for each PVC as assigned by the carrier.

QOSs

Quiality of service. These values can be used to assign a guaranteed amount
of bandwidth available for this connection. The sum of all QOS values for
the sublink should not exceed the Committed Information Rate (CIR).

BURST

Sets the burst to be used by this virtual circuit for data traffic. A value of
zero means that the burst rate is not limited. The value is in kilobits/second
(kbps). The BURST rate defines by what amount this virtual circuit is
allowed to exceed the CIR.

If voice traffic is flowing on any sublink on the port carrying this sublink,
you should enter a value for this setting. Otherwise, leave this as zero. If the
service provider has supplied a “Be” value, use that value for this setting. If
the service provider has not supplied an excess burst rate, enter the wire
speed in this field.

CONFIG
Allows configuration of parameters for each DLCI.
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IN-BAND SEQUENCE NUMBER

All packets on this PVC will get a numbered tag so that ADTRAN 1Q
products can detect lost packets in the frame relay network. Turn this
option ON only if there isan ADTRAN IQ-capable product on the other
end of the PVC.

REMOTE FECN NOTIFICATION
If FECN is received on the interface, a notification is sent to frame relay
equipment on other end of the PVC.

ReacT TO BECN
If BECN is received, traffic to the frame relay network is flowed off.

DRropr DE PACKETS WHEN OVERLOADED
If traffic congestion occurs, discard eligible (DE) packets drop.

FRAGMENTATION THRESHOLD

Defines the maximum data packet size that will be transmitted without
fragmenting the data to support voice. Table 8-1 on page 8-9 provides
suggested values based on the PVC CIR.

FRAGMENTATION SIZE
Defines packet size when fragmentation is active.

Table 8-1. Suggested Fragmentation Values Based on the PVC CIR

PVC Frag Frag PVC Frag Frag
CIR Size  Threshold CIR Size  Threshold

64 56 112 832 1016 2032
128 136 272 896 1096 2192
192 216 432 960 1176 2352
256 296 592 1024 1256 2512
320 376 752 1088 1336 2672
384 456 912 1152 1416 2832
448 536 1072 1216 1496 2992
512 616 1232 1280 1576 3152
576 696 1392 1344 1656 3312
640 776 1552 1408 1736 3472
704 856 1712 1472 1816 3632
768 936 1872 1536 1896 3792

DLCI STATE

Controls how the state of this DLCI is reported to any packet connec-
tions within the ATLAS 550 attempting to send or receive data on this
DLCI.
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AuTo
Passes the state as reported by the frame relay switch. Set DLCI
STATE to AuTo for normal operation.

FORCE upP
This DLCI disregards the status as reported from the switch and
reports ACTIVE to all packet endpoints within the ATLAS 550.

FORCE DOWN
Reports status as DowN to all packet endpoints within the ATLAS
550.

DIAGNOSTIC MODE

Controls operation of PVC testing options. To allow the far end to mea-
sure delay, select ECHO FAR-END LOOPBACKS. To continuously measure
in-band delay, select IN-BAND DELAY MEASUREMENT. To turn off continu-
ous diagnostic functions, select PASS-THROUGH DIAGNOSTIC PACKETS.

EcHo FAR-END LOOPBACKS

Generates and transmits a response on this DLCI to the remote
equipment if an ADTRAN proprietary diagnostic message is
received on this DLCI.

IN-BAND DELAY MEASUREMENT

Generates a diagnostic packet to measure delay through the frame
relay network. This process requires that the equipment at the
remote site be ADTRAN 1Q compatible.

PASS-THROUGH DIAGNOSTIC PACKETS

Used when the ATLAS 550 is acting as a frame relay switch. Trans-
mits a diagnostic packet out the packet endpoint connected to this
DLCI, if a diagnostic packet is received on this packet endpoint.

Sublinks Example

Assume the following sublink packet endpoint is connected to the frame re-
lay network via a full T1:

Name DLCI QOS
Atlanta 903 768
New York 805 384

San Francisco 615 384

If the PVC to San Francisco needs to transmit data, it will be able to access
the network at full T1 rates. If, at the same time, data needs to be transmitted
to the PVC to New York, the San Francisco and New York PVVCs would
equally share the T1 to the frame relay provider because they have the same
QOS value. If, also at the same time, data needed to be transmitted to the At-
lanta PVC, the T1 would be divided three ways: traffic to Atlanta gets half of
the T1, and the New York and San Francisco PVCs equally share the remain-
ing half of the T1, since they share the same QOS value.
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USAGE

Read Security: 5

This field displays a 7-character summary of the references to this link.
Each character can be a dash (-), or it can be a character indicating the
resource represented by the character position (see Table 8-2 on page 8-11).

Table 8-2. Usage Characters

Character Description
1 Packet connection in the first dedicated connections map.
2 Packet connection in the second dedicated connections map.
3 Packet connection in the third dedicated connections map.
4 Packet connection in the fourth dedicated connections map.
5 Packet connection in the fifth dedicated connections map.
S Switched packet connection in the dial plan.
u Used by one or more packet switch connections or packet voice

entries.

TEST

ENDPNT NAME

ProTOCOL

SUBLINK

Packet voice entries are in either the DEDICATED MAPS or the
DIAL PLAN.

Provides menus for controlling test options for packet endpoints.

Read Security: 5
Displays the name of the packet endpoint.

Read Security: 5
Displays the protocol running on this packet endpoint.

Write Security: 3; Read Security: 5
Displays test menus for the packet endpoint sublinks. The menus vary
depending on the protocol. Testing is not supported on TBOP.

NAME
User-defined name for the DLCI.

DLCI
Local address for each PVC as assigned by the carrier.

TEST
Shows the test mode for this PVC.
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START

The fixed duration that TEST is not running and the DLCI is not config-
ured for continuous in-band delay measurement. To change this option,
set DIAGNOSTIC MODE to IN-BAND DELAY MEASUREMENT (also see In-Band
Delay Measurement on page 8-10).

CoNTDLY

The fixed duration TEST is not running and the DLCI is configured for
continuous in-band delay measurement. The following RESULTS menu
accumulates these measurements.

STOPTST
The fixed duration TEST is running. The following DURATION field
shows the time remaining in the current test.

DURATION
Shows the duration in seconds for the fixed-duration test.

RESULTS [MN/AV/MX DLY]

Displays the minimum, average, and maximum delay for the delay-mea-
surement test.To display the additional test results, place the cursor over
this field and press Enter on the keyboard. These times are in milliseconds.

EcHO PKT TX
Displays the total number of test packets that have been transmitted.

EcHO PKT RX
Displays the total number of test packets that have been received.

EcHO PKT DROPPED

Displays the total number of packets lost in the receiving direction
(traveling from the remote ADTRAN frame relay device to the ATLAS
550).

RMT PKT DROPPED
Displays the total number of packets lost in the transmit direction (trav-
eling from the ATLAS 550 to the remote ADTRAN frame relay device).

MIN DELAY
Displays the minimum round trip delay for the current test period.

MaX DELAY
Displays the maximum round trip delay for the current test period.

AvG DELAY
Displays the average round trip delay for the current test.

RESET COUNTERS
Resets the counters.

ENDPNT COUNT Read Security: 5
Displays the total number of packet endpoints configured.

ENDPNTS SORT Write Security: 3; Read Security: 5
Provides sorting options. SORTING BY NAME sorts packet endpoints alpha-
betically by name. If you do not want to sort packet endpoints, set this
option to OFF.
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PACKET CNCTS

FrRom: PEP

SUBLINK

To: PEP

SUBLINK

PROTOCOL

After packet endpoints are defined, they are connected in the packet con-
nects (PACKET CNCTS) map. PACKET CNCTS connects upper layer protocols
from packet endpoint to packet endpoint. You can think of it as a dedicated
map for virtual ports rather than physical ports.

Write Security: 3; Read Security: 5

Selects one packet endpoint for the packet connection. Packet endpoints
created in the packet endpoint configuration are visible on a pull-down
menu which includes the ROUTER option. Additionally, a router option is
available in this pull-down menu. The router is the internal the ATLAS 550
router and can be used multiple times within the PACKET CNCTS menu.

Write Security: 3; Read Security: 5

If the packet endpoint selected in FRom: PEP supports sublinks, they are
available in this menu. In frame relay, this is the PVC from which you are
selecting to groom data.

Write Security: 3; Read Security: 5
Selects the other packet endpoint for the packet connection. Refer to FROM:
PEP for more detail.

Write Security: 3; Read Security: 5
If the To: PEP packet endpoint supports sublinks, the available sublinks are
shown within this menu, which includes the ROUTER option.

Write Security: 3; Read Security: 5

Selects the protocols for this packet connection. Selecting the protocols on
each individual connection allows the mixing of data from multiple sources
onto a single PVC. Available protocols include the following: ALL, IP,
PACKET VOICE, SNA - LLC2, SNAP, and TRANSPARENT PROTOCOLS (TBOP
and TASYNC).

Keep in mind the following:

1. If ALL is selected, additional connections from that
PVC are not allowed.

2. If RouTeR is selected as one packet endpoint, IP is
automatically set as the PRoTOCOL.
3. IfaTBOP packet endpoint is selected as one packet

endpoint, TRANSPARENT is automatically set as the
ProTOCOL.
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CONFIG

CONFLICT

FrROM

To

CNCTS SORT

FRAME RELAY 1Q

ENABLE IQ STATS

PORT ENABLES

NAME

ENABLE PORT

ALL SUBLINKS

Write Security: 3; Read Security: 5
Determines data source and destination. The available options depend on
the protocol selected.

Indicates DLCI mismatch.

Indicates data source.

Indicates data destination.

Determines the order in which connections are displayed within PACKET
CNCTS. Options include FROM PKT ENDPT/SUBLINK, TO PKT ENDPT/SUBLINK,
CONNECTION PROTOCOL, and OFF.

Use this menu to gather and store statistical information in the submenus
ENABLE IQ STATS, PORT ENABLES, CONFIG, and VIEW IQ STATISTICS.

FRAME RELAY 1Q provides information about frame relay activity. Statistical
information for ports and PVCs is collected in day and interval (5, 10, 15, 20,
or 30 minutes) statistics tables. Users can adjust the number of days and
number of intervals for which statistics are gathered; however, interval col-
lections are limited to 5, 10, 15, 20, or 30 minutes.

Write security: 2; Read security: 5

Globally enables and disables 1Q statistics gathering. 1Q statistics are only
gathered when this option is enabled. This field defaults to the original set-
ting of [15 MIN, 7 DAYS, 96 INTS] when re-enabled.

Enables and disables 1Q statistics gathering for each port. Use the submenus
NAME, ENABLE, ALL SUBLINKS, and SUBLINKS to configure the individual
ports.

Read security: 5
Displays the port number and name.

Write security: 2; Read security: 5
Enables and disables IQ statistics gathering for the port identified in NAME.

Write security: 2; Read security: 5
Provides an easy way to enable or disable I1Q statistics gathering on all sub-
links. When this activator reads DISABLE, pressing Enter disables 1Q statis-
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SUBLINKS

CONFIG

CURRENT PIVs

INTERVAL
PERIOD

Max DAYS

MAX INTERVALS

VIEW IQ STATISTICS

tics gathering on all sublinks. When it reads ENABLE, pressing Enter enables
1Q statistics gathering on all sublinks.

Write security: 2; Read security: 5
Identifies the PVC to be polled.

ALL PVCs ENABLED
Indicates the number of sublinks that the ATLAS 550 will collect IQ data for
within the given link.

NAME
Read security: 5
Displays the user-designated name of the sublink (up to 15 characters).

DLCI
Read security: 5
Displays the Data Link Connection Identifier (circuit number).

ENABLE
Write security: 2; Read security: 5
Indicates collection of 1Q data for the target DLCI.

Sets the parameters for 1Q statistics gathering.

Read security: 5

Identifies resources used by 1Q statistics storage. A PIV is a port or PVC per
interval. The ATLAS 550 can track up to 10,000 PIVs. Think of itas a
resource meter. The PIV number is derived from the Max DAYS and MAX
INTERVALS selected by the user. Changing one affects the other.

Write security: 2; Read security: 5
Sets the period for 1Q statistics gathering. Options are 5, 10, 15, 20, and 30
MINUTES.

Write security: 2; Read security: 5
Defines the number of history day intervals to keep. Maximum entry is
dependent on the MAX INTERVALS setting.

Write security: 2; Read security: 5
Defines the number of history intervals to keep. Maximum entry is depen-
dent on the MAx DAYS setting.

Displays statistical information gathered for intervals and days on a port
and for intervals and days on sublinks (PVCs or DLCIs).
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INTERVAL / DAY  Read security: 5
(LINK) Descriptions of the statistics available in the INTERVAL or DAY submenus fol-
low:

Rx FRAMES
The number of frames the port received for the interval or day.

Rx BYTES
The number of bytes the port received for the interval or day.

MAaX RX THRU
The maximum throughput the port received for the interval or day.

AVG RX THRU
The average throughput the port received for the interval or day.

MAX RX UTIL%
The maximum utilization the port received for the interval or day.

AVG RX UTIL%
The average utilization the port received for the interval or day.

TX FRAMES
The number of frames the port transmitted for the interval or day.

TX BYTES
The number of bytes the port transmitted for the interval or day.

MAX TX THRU
The maximum throughput the port transmitted for the interval or day.

AVG TX THRU
The average throughput the port transmitted for the interval or day.

MAX Tx UTIL%
The maximum utilization the port transmitted for the interval or day.

AVG TX UTIL%
The average utilization the port transmitted for the interval or day.

PoORT UA TIME
Time, in seconds, the port is unavailable due to physical or frame relay out-
age.

SiG DowN TIME
Time, in seconds, the signaling state has been down.

SIGNAL ERROR
The number of PVC signaling frames received with protocol violations.

SIGNAL T/O

The number of PVC signal time-outs. Either T391 seconds elapsed without
receiving a response to a poll or T392 seconds elapsed without receiving a
poll.
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SIG STATE CHG
The number of state changes for the PVC signaling protocol. This number
includes transitions from down state to up state and vice-versa.

Rx FuLL STAT
The number of PVC-signaling, full-status frames received.

TX FULL STAT
The number of PVC-signaling, full-status frames transmitted.

Rx LI ONLY
The number of PVC-signaling, link integrity only frames received.

TX LI ONLY
The number of PVC-signaling, link integrity only frames transmitted.

ASYNC STATUS
The number of single PVC status frames received.

DISCARD FRAME
The number of frames discarded by the 1Q unit.

ABORTS
The number of frames received without proper flag termination.

CRC ERROR
The number of frames received with CRC errors.

OCTET ALIGN
The number of frames received with a bit count not divisible by eight.

LENGTH ERROR
The number of frames received that are less than 5 bytes or greater than
4500 bytes.

EA VIOLATION
The number of frames received with errors in the EA field of the frame relay
header.

INACTIVE DLCI
The number of frames received while the PVC is in the inactive state.

INVALID DLCI
The number of frames received with a DLCI value less than 16 or greater
than 1007, not including PVC signaling frames.

SUBLINK Provides statistics for a particular DLCI or PVC by interval or day. Descrip-
tions of the statistics available from the INTERVAL or DAY submenus of Sus-
LINK follow:

RX FRAMES
The number of frames the PVC received for the interval or day.
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Rx BYTES
The number of bytes the PVC received for the interval or day.

MAaX RX THRU
The maximum throughput the PVC received for the interval or day.

AVG RX THRU
The average throughput the PVC received for the interval or day.

Max RX UTIL%
The maximum utilization the PVC received for the interval or day.

AVG RX UTIL%
The average utilization the PVC received for the interval or day.

TX FRAMES
The number of frames the PVVC transmitted for the interval or day.

TX BYTES
The number of bytes the PVC transmitted for the interval or day.

MAX TX THRU
The maximum throughput the PVC transmitted for the interval or day.

AVG TX THRU
The average throughput the PVC transmitted for the interval or day.

MAX Tx UTIL%
The maximum utilization the PVC transmitted for the interval or day.

AVG TX UTIL%
The average utilization the PVC transmitted for the interval or day.

PVC IA TIME
Time, in seconds, the PVC has been in the inactive state for the interval or
day.

Rx FECN
The number of FECNSs the PVC has received for the interval or day.

Tx FECN
The number of FECNSs the PVC has transmitted for the interval or day.

Rx BECN
The number of BECNSs the PVC has received for the interval or day.

Tx BECN
The number of BECNSs the PVC has transmitted for the interval or day.

Rx DE
The number of DEs the PVC has received for the interval or day.

Tx DE
The number of DEs the PVC has transmitted for the interval or day.
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Rx CR
The number of CRs the PVC has received for the interval or day.

TXCR
The number of CRs the PVC has transmitted for the interval or day.

LosT FRAMES
The number of lost frames on the PVC for the interval or day.

RMT LOST FRMS
The number of remote lost frames on the PVC for the interval. Applies only
if IN-BAND SEQUENCE NUMBER is ENABLED (see page 8-9) on the PVC.

Rx BURST SEC
The number of bursty seconds the PVC received for the interval or day.

TX BURST SEC
The number of bursty seconds the PVC transmitted for the interval or day.

MIN RX FRAME
The minimum frame size the PVVC received for the interval or day.

MAX RX FRAME
The maximum frame size the PVC received for the interval or day.

AvG RX FRAME
The average frame size the PVC received for the interval or day.

MIN TX FRAME
The minimum frame size the PVC transmitted for the interval or day.

MAX TX FRAME
The maximum frame size the PVC transmitted for the interval or day.

AvG TX FRAME
The average frame size the PVC transmitted for the interval or day.

MIN FRAME DLY
The minimum IN-BAND DELAY MEASUREMENT is ENABLED (see page 8-10) for
the PVC or if PVC diagnostics are being performed.

MAX FRAME DLY

The maximum delay in milliseconds on the PVC for the interval or day.
Applies only if IN-BAND DELAY MEASUREMENT is ENABLED (see page 8-10)
for the PVC or if PVC diagnostics are being performed.

AvG FRAME DLY

The average delay in milliseconds on the PVC for the interval or day.
Applies only if IN-BAND DELAY MEASUREMENT is ENABLED (see page 8-10)
for the PVC or if PVC diagnostics are being performed.

PVC STATE CHANGE
The number of state changes for this PVC for the interval or day.
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Chapter 9 Router

OVERVIEW

The ATLAS 550 router provides remote connectivity of LANs within an
ATLAS 550—from LAN-to-WAN connection or from WAN-to-WAN
connection.

Internet Protocol (IP) routing is performed at layer 3 of the Open System In-
terconnection (OSI) model. (See Appendix B, OSI Model and Frame Relay
Technology Overview, for a discussion of the OSI model.) The routing process
determines the optimal path for data packets to travel and then moves the
data packets along that path. Routers exchange information about paths or
routes that reach additional LAN segments. This exchange of routing infor-
mation allows a router to build a detailed knowledge of the network topol-
ogy. Criteria for selecting the best path can include such items as distance,
number of hops (servers or routers), and cost of the transportation media.

The ATLAS 550 supports Routing Information Protocol (RIP), a protocol
based on hops. Each route has a set number of hops (routers or servers) that
it must travel through to reach a final destination. If a new route to a host
address that has a fewer number of hops is learned, it becomes the preferred
route. When a new route is learned, the router increments the hop count by
one and immediately broadcasts the new route over the other interfaces. To
prevent routing loops, RIP defines a hop count of 16 as an infinite or un-
reachable route.

The RouTER MENU defines, configures, and monitors all ATLAS 550 ROUTER
options. Figure 9-1 on page 9-2 displays the IP Router menu tree.
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L.

IP Address
Netmask
Static Routes Gateway
Interface
Hops
Enabled
Advertise
IP Address
MAC Address
ARP Cache Time
Type Dynamic/Static
Interface
TX Pending
IP Address
Netmask
Gateway
Interface
Routes Used
Clr
Flags
Clr
Hops
TTL
Network Name
Address
Subnet Mask
IARP Protocol Vi
Interfaces Far-End Address Off V2
MTU [TxOnly
RIP Mode Rx Only None
Proxy ARP TX and Rx Method [Split Horizon
Poison Reverse
Port Name -
IP Address Updates Triggered
Ethernet Default Gateway IP Address Periodic
Subnet Mask Count
MAC Address Size (bytes) Authentications (V2 only)
Timeout (ms)
'Round trip min V2 Secret  |Enter
Ping Round trip avg Confirm
Round trip max
IP Tx Stats
ICMP Reset Stats
TCP Start/Stop
UDP
Statistics IP Fast Cache
Clear Disable
Enable |Standard
UDP Relay Enable IP Specified
Relay Table UDP Port 1
UDP Port 2
'UDP Port3

Figure 9-1. Router IP Menu Tree
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IP MENUS

The IP MENU defines and monitors IP routes (see Figure 9-2).

ATLAS 550/Router/IP

IP| tatic Houtes +
ARP Cache +
Routes [+]
Interfaces [+]
Ethernet [+]
Ping [+]
Statistics [+]
UDP Relay +1]

Figure 9-2. IP Routes Menu

STATIC ROUTES The STATIC ROUTES MENU manages static IP routes. You can create, modify,
and delete routes using this menu.

IP ADDRESS Write security: 2; Read security: 5
Defines the IP address of the host or network device being routed to.

NETMASK Write security: 2; Read security: 5
Determines for routing the number of bits used in the above-defined IP
address. If a host address is desired for the IP address, this field must be set
to 255.255.255.255.

GATEWAY Write security: 2; Read security: 5
Defines the IP address of the router to receive the forwarded IP packet.

INTERFACE Write security: 2; Read security: 5
Defines the interface to which IP packets with this address will be routed.
These are either Ethernet or frame relay DLClIs.

Hops Write security: 2; Read security: 5
Defines the number of router hops required to get to the network or host.
Maximum distance is 15 hops.

ENABLED Write security: 2; Read security: 5
Enables or disables this static route.

ADVERTISE Write security: 2; Read security: 5
When set to YES, this static route is advertised over all interfaces on which a
route advertisement protocol (e.g. RIP) is enabled. When set to No, this is a
private route.
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ARP CACHE

IP ADDRESS

MAC ADDRESS

TIME

TYPE

INTERFACE

TX PENDING

ROUTES

IP ADDRESS

NETMASK

GATEWAY

INTERFACE

LocAL

ENO IP

The ARP CAcHE MENU displays the contents of the ATLAS 550 Address Res-
olution Protocol (ARP) cache. All resolved cache entries time out after 20
minutes. Unresolved entries time out in 3 minutes.

Read security: 5
Displays the IP address used for resolving MAC address.

Read security: 5
Resolves Ethernet address. If set to all zeros, there is no resolution for that
address.

Read security: 5
Displays the minutes since the entry was last referenced.

Write security: 2; Read security: 5
Defines this entry as dynamic or static.

Read security: 5
Displays the interface upon which this entry was found.

Read security: 5
Displays the number of transmit packets pending a reply.

The RouTes MeNU displays the contents of the ATLAS 550 route table. All
static and discovered routes are displayed from this menu.

Read security: 5
Displays the IP address of the network or host destination address.

Read security: 5
Displays the netmask applied to the destination address.

Read security: 55
Displays the IP address of the host or router receiving the forwarded IP
packet.

Read security: 5
Displays the interface to which IP packets with this address will be routed.

Sent directly to the ATLAS 550 router.

The ATLAS 550 Ethernet port.

ENDPOINT NAME  The DLCI number.
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USED

CLR

FLAGS

Hops

TTL

INTERFACES

NETWORK NAME

ENO IP

ENDPOINT NAME

ADDRESS

Read Security: 5
Displays the number of times the router has referenced this route.

Write security: 2; Read security: 5
Clears the UseD count field for this route.

Read security: 5
Indicates the properties of this routing table entry, composed of the follow-
ing letters:

H - route is a host route

G - route is a gateway route

D - route learned dynamically from RIP

I - route learned from an ICMP redirect

P - route is private and is not advertised with RIP

T - route is to a triggered port (updated only when table changes)

Read security: 5

Displays the number of router hops required to get to the network or host.
Ranges from 0 to 16. If set to 16, it is defined as infinite and cannot be
routed.

Read security: 5
Displays the number of seconds until the address is removed from table.
Value of 999 means the route is static.

The INTERFACES MENU configures and monitors all interfaces connected to
the ATLAS 550 router. These include the Ethernet and frame relay DLCIs
connected in the PACKET MANAGER/ PACKET CNCTS.

Read security: 5
Displays the name of the interface connected to the ATLAS 550 router. The
options are listed below:

The ATLAS 550 Ethernet port.

The DLCI number.

Write security: 2; Read security: 5
Defines the individual interface IP address. If this field is left as 0.0.0.0, it is
treated as an unnumbered interface.
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SUBNET MASK

IARP

ENABLE

DISABLE

FAR-END ADDRESS

MTU

RIP

MoDE

Write security: 2; Read security: 5
Defines the subnet mask applied to the address defined for this link. If the
subnet mask is unnumbered, leave as 0.0.0.0.

Write security: 2; Read security: 5

The Inverse ARP (IARP) field is only present when this is a frame-relay net-
work interface. The ATLAS 550 always responds to Inverse ARP requests
with its IP address for the requested DLCI.

The ATLAS 550 sends Inverse ARP packets in order to determine the IP ad-
dress on the other end of the virtual circuit. If the Inverse ARP packet is re-
sponded to, a route is placed in the IP route table. When this field is set to
ENABLE, the ATLAS 550 dynamically sends Inverse ARP packets to deter-
mine the IP address on the other end of the virtual circuit. When an Inverse
ARP packet is not responded to, a route is placed in the IP route table.

The ATLAS 550 responds to Inverse ARP requests with its IP address for the
requested DLCI. If set to DiSABLE, the ATLAS 550 does not generate Inverse
ARP request packets. In this case, the FAR-END ADDRESS parameter may be
used to statically assign a route address (see the following section, Far-End
Address).

Write security: 2; Read security: 5

The Far-End IP Address field is only present for frame-relay network inter-
faces, and it is only selectable when Inverse ARP is disabled. The IP address
of the device on the other end of the virtual circuit may be specified. A static
route to the far-end network will be added using the interface Subnet-Mask
if nonzero. If 0.0.0.0 has been specified for the Subnet-Mask, a default subnet
mask is used based on the class of the Far-End Address. (See also the previ-
ous section, Subnet Mask.)

Read security: 5
Defines maximum number of bytes in a datagram transmitted over this
interface. (Maximum Transmit Unit)

Configures routing information protocol (RIP) on this interface.

Write security: 2; Read security: 5
Allows RIP to be enabled or disabled on a per-interface basis. Turn off (OFF)
if you do not want to enable this feature.

TX ONLY
RIP advertisements are periodically transmitted, but are not listened to on
this virtual circuit.

Rx ONLY
RIP advertisements are not transmitted on this virtual circuit, but they are
listened to.
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TX AND RX
RIP advertisements are periodically transmitted and are listened to on this

virtual circuit.

If MODE is OFF, the following menus (PROTOCOL, METHOD,
and UPDATES) will not be visible.

PRrRoTOCOL
Write security: 2; Read security: 5
Sets the version of RIP being used on this interface. The options are RIP

V1 (version 1) and RIP V2 (version 2).

If RIP V2 is selected, a user-defined secret must be created
(see V2 Secret on page 9-8).

METHOD

Write security: 2; Read security: 5

Defines the method used to send RIP route advertisements. The options
are listed below:

NONE
All routes in the router table are advertised through this interface

with no modification of the routing metric.

SPLIT HORIZON
Only advertises routes not learned through this interface.

PoOISON REVERSE
All routes are advertised, but the routes learned through this inter-
face are “poisoned” with an infinite route metric.

UPDATES
Write security: 2; Read security: 5
Defines when RIP advertisements are transmitted.

PERIODIC
RIP advertisements are periodically transmitted.

TRIGGERED
RIP advertisements are transmitted only when new routes are
learned, and learned routes do not age.
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PrRoxy ARP

ETHERNET

PORT NAME

IP ADDRESS

DEFAULT GATEWAY

AUTHENTICATION

Write security: 2; Read security: 5

Enables the V2 Secret to be advertised when using RIP V2. AUTHENTICA-
TION is visible only if RIP V2 is ENABLED (see the previous section, Pro-
tocol on page 9-7). When enabled, requires all received RIP V2 packets to
be authenticated against the configured V2 secret. All transmitted RIP
V2 packets will include the secret.

This parameter is global throughout the ATLAS 550. Changes
here affect all router interfaces.

V2 SECRET

Write security: 2; Read security: 5

Defines the secret used to advertise routes U2 Secret—m—
when using RIP V2. To create the secret, Egﬁ?iim: ——

enter the new secret, and press Enter on the
keyboard. Then re-enter the secret and press Enter again to confirm it.
V2 SECRET is only visible if AUTHENTICATION is set to ENABLED.

Write security: 2; Read security: 5
Enables or disables proxy ARP on this interface.

Write security: 2; Read security: 5
Provides a way to configure various settings for the Ethernet port. The fol-
lowing options are available for review and editing:

Defines the name of the Ethernet port. You can leave this field blank.

Lists the address assigned to the base Ethernet port. This address is com-
posed of four decimal numbers, each in the range of 0 to 255, separated by
periods. This value is set to 0.0.0.0 by default. The IP address is used for the
Ethernet interface. Obtain the correct IP address from your LAN administra-
tor.

Defines or changes the default gateway. Enter the default gateway address
by entering a decimal number into the appropriate field and then pressing
Enter to move to the next field. You will need a default gateway if the LAN
contains multiple segments. This address is composed of four decimal num-
bers, each in the range of 0 to 255, separated by periods. This value is set to
0.0.0.0 by default. Contact your LAN administrator for the appropriate ad-
dress.
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SUBNET MASK

MAC ADDRESS

PING

IP ADDRESS

COUNT

SIzE

TIMEOUT

ROUND TRIP MIN

ROUND TRIP AVG

ROUND TRIP MAX

Defines which part of a destination IP address contains the network number.
This address is composed of four decimal numbers, each in the range of 0 to
255, separated by periods. This value is set to 0.0.0.0 by default. This part of
the destination IP address is used along with the ATLAS 550 IP address to
determine which nodes must be reached through the default IP gateway.

Displays the system Ethernet Media Access Control (MAC) address. This
field is read-only.

Write security: 5; Read security: 5
Allows you to send pings (Internet Control Message Protocol (ICMP)
requests) to devices accessible via the network.

% Only one ping session can be active at a time.

Write security: 5; Read security: 5
Specifies the IP address to ping.

Write security: 5; Read security: 5
Specifies the number of pings to send. The default number of tries is 4, and
the maximum value is 99.

Write security: 5; Read security: 5
Specifies the size in bytes of the data portion of the ping request. The
default value is 64 bytes, and the maximum size is 1024 bytes.

Write security: 5; Read security: 5

Specifies the time in milliseconds to wait for the ping reply before timing
out. The default timeout is three seconds, and the maximum timeout value
is ten seconds.

Read security: 5
Displays the minimum round trip time of the ping request/reply of the cur-
rent set of pings.

Read security: 5
Displays the average round trip time of the ping request/reply of the cur-
rent set of pings.

Read security: 5
Displays the maximum round trip time of the ping request/reply of the
current set of pings.
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TX STATS

RESET STATS

START/STOP

Read security: 5

Displays the number of ping requests transmitted (n TXeD), the number of
ping replies received (n RXED) and the number of ping requests that were
lost (n LOST).

Write security: 5; Read security: 5
Resets all ping statistics to zero. If the ping client is active, this menu will
stop it.

Write security: 5; Read security: 5
If the ping client is currently idle, this menu sends pings to the specified
address. If the ping client is active, the menu stops sending pings.

STATISTICS

This section describes the statistics submenus IP, ICMP, TCP, UDP, and IP
FAsT CAcHE. All of these statistics are taken from the MIB-2 variables in
RFC 1156.

Table 9-1 describes the IP statistics.
Table 9-1. IP Statistics

Name

Description

Forwarding

The indication of whether thisATLAS 550 is acting as an IP gateway in
respect to the forwarding of datagrams received by, but not addressed to, this
ATLAS 550. IP gateways forward datagrams; hosts do not (except those
Source-Routed via the host).

Default TTL

The default value inserted into the Time-To-Live field of the IP header of
datagrams originated at this ATLAS 550, whenever a TTL value is not
supplied by the transport layer protocol.

InReceives

The total number of input datagrams received from interfaces, including those
received in error.

InHdrErrors

The number of input datagrams discarded due to errors in their IP headers,
including bad checksums, version number mismatch, other format errors,
time-to-live exceeded, errors discovered in processing their IP options, etc.

InAddrErrors

The number of input datagrams discarded because the IP address in their IP
header's destination field was not a valid address to be received at this
ATLAS 550. This count includes invalid addresses (e.g., 0.0.0.0) and
addresses of unsupported Classes (e.g., Class E). For entities which are not
IP Gateways and therefore do not forward datagrams, this counter includes
datagrams discarded because the destination address was not a local
address.
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Table 9-1. IP Statistics (Continued)

Name

Description

ForwDatagrams

The number of input datagrams for which thisATLAS 550 was not their final
IP destination, as a result of which an attempt was made to find a route to
forward them to that final destination. In entities which do not act as IP
Gateways, this counter will include only those packets which were Source-
Routed via this ATLAS 550, and the Source-Route option processing was
successful.

InUnknownProtos

The number of locally-addressed datagrams received successfully but
discarded because of an unknown or unsupported protocol.

InDiscards

The number of input IP datagrams for which no problems were encountered
to prevent their continued processing, but which were discarded (e.g. for lack
of buffer space). Note that this counter does not include any datagrams
discarded while awaiting re-assembly.

InDelivers

The total number of input datagrams successfully delivered to IP user-
protocols (including ICMP).

OutRequests

The total number of IP datagrams which local IP user-protocols (including
ICMP) supplied to IP in requests for transmission. Note that this counter does
not include any datagrams counted in ipForwDatagrams.

OutDiscards

The number of output IP datagrams for which no problem was encountered to
prevent their transmission to their destination, but which were discarded (e.g.,
for lack of buffer space). Note that this counter would include datagrams
counted in ipForwDatagrams if any such packets met this (discretionary)
discard criterion.

OutNoRoutes

The number of IP datagrams discarded because no route could be found to
transmit them to their destination. Note that this counter includes any packets
counted in ipForwDatagrams which meet this “no-route” criterion

ReasmTimeout

The maximum number of seconds which received fragments are held while
they are awaiting reassembly at this ATLAS 550.

ReasmReqds The number of IP fragments received which needed to be reassembled at
this ATLAS 550.

ReasmOKs The number of IP datagrams successfully re-assembled.

ReasmFails The number of failures detected by the IP re-assembly algorithm (for
whatever reason: timed out, errors, etc). Note that this is not necessarily a
count of discarded IP fragments since some algorithms (notably RFC 815's)
can lose track of the number of fragments by combining them as they are
received.

FragOKs The number of IP datagrams that have been successfully fragmented at this
ATLAS 550.

FragFails The number of IP datagrams that have been discarded because they needed

to be fragmented at this ATLAS 550 but could not be, e.g., because their
“Don't Fragment” flag was set.
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Table 9-1. IP Statistics (Continued)

Name Description
FragCreates The number of IP datagram fragments that have been generated as a result
of fragmentation at this ATLAS 550.
Clear Clears the accumulated statistics.
ICMP Table 9-2 describes the ICMP statistics.
Table 9-2. ICMP Statistics
Name Description
InMsgs The total number of ICMP messages which the ATLAS 550 received. Note
that this counter includes all those counted by icmplnErrors.
InErrors The number of ICMP messages which the ATLAS 550 received but
determined as having errors (bad ICMP checksums, bad length, etc.).
InDestUnreachs The number of ICMP Destination Unreachable messages received.
InTimeExcds The number of ICMP Time Exceeded messages received.
InParmProbs The number of ICMP Parameter Problem messages received.
InSrcQuenchs The number of ICMP Source Quench messages received.
InRedirects The number of ICMP Redirect messages received.
InEchos The number of ICMP Echo (request) messages received.
InEchoReps The number of ICMP Echo Reply messages received.

InTimestamps

The number of ICMP Timestamp (request) messages received.

InTimestampReps

The number of ICMP Timestamp Reply messages received.

InAddrMasks The number of ICMP Address Mask Request messages received.

InAddrMaskReps The number of ICMP Address Mask Reply messages received.

OutMsgs The total number of ICMP messages which this ATLAS 550 attempted to
send. Note that this counter includes all those counted by icmpOutErrors.

OutErrors The number of ICMP messages which this ATLAS 550 did not send due to
problems discovered within ICMP such as a lack of buffers. This value
should not include errors discovered outside the ICMP layer such as the
inability of IP to route the resultant datagram. In some implementations
there may be no types of error which contribute to this counter's value.

OutDestUnreachs The number of ICMP Destination Unreachable messages sent.

OutTimeExcds

The number of ICMP Time Exceeded messages sent.

OutParmProbs The number of ICMP Parameter Problem messages sent.
OutSrcQuenchs The number of ICMP Source Quench messages sent.
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Table 9-2. ICMP Statistics (Continued)

Name Description
OutRedirects The number of ICMP Redirect messages sent.
OutEchos The number of ICMP Echo (request) messages sent.
OutEchoReps The number of ICMP Echo Reply messages sent.
OutTimestamps The number of ICMP Timestamp (request) messages sent.

OutTimestampReps | The number of ICMP Timestamp Reply messages sent.

OutAddrMasks The number of ICMP Address Mask Request messages sent.

OutAddrMaskReps | The number of ICMP Address Mask Reply messages sent.

Clear Clears the accumulated statistics.
TCP Table 9-3 describes the TCP statistics.
Table 9-3. TCP Statistics
Name Description
RtoAlgorithm The algorithm used to determine the timeout value used for retransmitting

unacknowledged octets.

RtoMin The minimum value permitted by a TCP implementation for the retransmission
timeout, measured in milliseconds. More refined semantics for objects of this
type depend upon the algorithm used to determine the retransmission
timeout. In particular, when the timeout algorithm is rsre(3), an object of this
type has the semantics of the LBOUND quantity described in RFC 793.

RtoMax The maximum value permitted by a TCP implementation for the
retransmission timeout, measured in milliseconds. More refined semantics for
objects of this type depend upon the algorithm used to determine the
retransmission timeout. In particular, when the timeout algorithm is rsre(3), an
object of this type has the semantics of the UBOUND quantity described in
RFC 793.

MaxConn The limit on the total number of TCP connections the ATLAS 550 can support.
In entities where the maximum number of connections is dynamic, this object
should contain the value “-1.”

ActiveOpens The number of times TCP connections have made a direct transition to the
SYN-SENT state from the CLOSED state.

PassiveOpens The number of times TCP connections have made a direct transition to the
SYN-RCVD state from the LISTEN state.

AttemptFails The number of times TCP connections have made a direct transition to the
CLOSED state from either the SYN-SENT state or the SYN-RCVD state, plus
the number of times TCP connections have made a direct transition to the
LISTEN state from the SYN-RCVD state.
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Table 9-3. TCP Statistics (Continued)

Name Description

EstabResets The number of times TCP connections have made a direct transition to the
CLOSED state from either the ESTABLISHED state or the CLOSE-WAIT
state.

CurrEstab The number of TCP connections for which the current state is either
ESTABLISHED or CLOSE-WAIT.

InSegs The total number of segments received, including those received in error. This
count includes segments received on currently established connections.

OutSegs The total number of segments sent, including those on current connections
but excluding those containing only retransmitted octets.

RetransSegs The total number of segments retransmitted - that is, the number of TCP
segments transmitted containing one or more previously transmitted octets.

Clear Clears the accumulated statistics.

UubDP Table 9-4 describes the UDP statistics.

Table 9-4. UDP Statistics
Name Description

InDatagrams The total number of UDP datagrams delivered to UDP users.

NoPorts The total number of received UDP datagrams for which there was no
application at the destination port.

InErrors The number of received UDP datagrams that could not be delivered for
reasons other than the lack of an application at the destination port.

OutDatagrams The total number of UDP datagrams sent from this ATLAS 550.

Clear Clears the accumulated statistics.

IP FAST CACHE

Table 9-5 describes the IP FAST CACHE statistics.

Table 9-5. IP Fast Cache Statistics

Name Description
Hits Total number of times the ATLAS 550 went into the Fast Cache and
successfully retrieved an IP address.
Misses Total number of times the ATLAS 550 went into the FastCache and failed to
retrieve an IP address.
Clear Clears the accumulated statistics.
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UDP RELAY

ENABLED

STANDARD

SPECIFIED

RELAY TABLE

ENABLE

UDP PorT 1

UDP PoORT 2

UDP PoORT 3

Write security: 2; Read security:5

Configures the ATLAS 550 as a UDP (User Datagram Protocol) relay agent
to relay UDP broadcasts to a specified server IP address. UDP broadcasts
received on a given port may be relayed to, at most, one server.

Enables/disables UDP Relay. An entry in the UDP relay table can configure
the ATLAS 550 to relay either STANDARD ports or up to three SPECIFIED
ports.

Relays the following UDP protocols: DHCP, TFTP, DNS, NTP, NBNS (Net-
BIOS Name Server), NBDG (NetBIOS DataGram), and BootP.

Relays datagrams received on any of the specified ports.

Sets server IP addresses and UDP relay ports.

Enables the RELAY TABLE. This option can also be set to DISABLE.

Defines IP addresses that will receive the relay packet.

Specifies the UDP port to be relayed. Set to zero (0) to disable.

Specifies the UDP port to be relayed. Set to zero (0) to disable.

Specifies the UDP port to be relayed. Set to zero (0) to disable.
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Chapter 10

Dedicated Maps

OVERVIEW

The DEDICATED MAPS options assign dedicated connections between any

two ports in the ATLAS 550 Base Unit. This chapter describes the DEDICATED
MAPs menu (see Figure 10-1). These options are module-dependent; that is,
the menu items available depend on the module selected. In addition, step-
by-step instructions are provided for setting up a sample dedicated map (see
Creating A Dedicated Map on page 10-7).

Auto
Map 1
Map 2
Activate Map Map 3
Map 4
Map 5
Current Map
#
Map Name IFROMSIt  |1st DSO*
Sort TO/FROM Port DSO0 Selection*
Create/Edit Maps Connects TO SIt/S DSO Rate* Off
Activate Time Prt/PEP DSO0s Available Voice E&M
Enbl Day FROM Config T1 Trunk Conditioning Service* Voice LS/GS UserTermination
Voice LS/GS NetworkTermination
1st DSO* Data SW56
IDSO Selection* Custom
To Config 'DSO Rate*
DSO0s Available Off
| T1 Trunk Conditioning Service* Voice E&M
Voice LS/GS UserTermination
SIG RBS Voice LS/GS NetworkTermination
Off Data SW56
Custom

* Selection is module-dependent.

Figure 10-1. Dedicated Maps Menu Tree
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USING DEDICATED MAPS WITH FRAME RELAY

ACTIVATE MAP

AUTO

MAPS 1 THROUGH 5

After packet endpoints are created, they must be connected to a physical
port. You can connect the endpoints using either the DEDICATED MAP or the
DIAL PLAN (see also, Chapter 11, Dial Plan). DEDICATED MAPS “nail” the
endpoints to a service, and the DIAL PLAN associates a phone number with
the endpoint.

For packet links created within the PACKET MANAGER MENU, use DEDICATED
MAPS (see Figure 10-2) to connect packet endpoints to a physical port. Nail
the endpoint to a service by selecting DEDICATED MAPS and picking a phys-
ical slot (FROM SLT) and a port (PORT/PEP) for the data. Assign the DS0s
(FRomM CoNFIG), and then set the service (TO SLT/S) to PKT ENDPT or PKT
VOICE.

ed Maps

ap AlTo
Current Map Maﬁ 1
CreatefEdit HMaps [+

Figure 10-2. Dedicated Maps - Frame Relay

Write security:3; Read security:5
Activates a dedicated map—automatically or manually. You can have up to
five different dedicated maps, each with an optionally specified name.

Automatically activates a particular dedicated map at the time and day
specified in ACTIVATE TIME (see Activate Time on page 10-6).

Allows you to manually activate a specific dedicated map.

Instructions for Manually Activating a Dedicated Map

Step Action
1 Move the arrow keys to highlight the AcTIVATE MAP field and
press ENTER.
5 Move the arrow key to highlight the map of choice from the pop-

up menu list and press ENTER.

CURRENT MAP

Read security: 5
Displays the name of the currently active dedicated map (read-only).

10-2
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CREATE / EDIT
MAPS

MAP NAME

SORT TO/FROM

CONNECTS

FROM SLT

PoRT

Creates new maps and defines settings, as well as edits existing maps. To
add a new map, position the cursor in the index column and press I. ATLAS
550 automatically names the maps in the sequence in which they are created;
however, this sequence can be sorted (see the subsequent discussion of Sort
TO/FROM). You can change the names with MAP NAME.

Write security: 3; Read security: 5

Displays the name of the dedicated map. The name can contain up to 57
alphanumeric characters, including spaces and special characters.To edit
the name, press Enter and type in the new name.

Write security: 3; Read security: 5

Specifies sort order based on the end points set in CONNECTS/FROM CONFIG
and CONNECTS/To CONFIG. You can also turn OFF this option. This sort fea-
ture is helpful when you are attempting to find a particular connection in a
large connection list.

Enters the dedicated map connections. Press Enter to activate the submenus.

Some of the options available in this submenu change depending
on the type of modules selected in the FROM or TO fields.

Displays the index number of the dedicated map connection. To add another
dedicated map connection, press the | key on your keyboard. New map con-
nections are numbered consecutively. To delete a connection, press D.

Write security: 3; Read security: 5

(From Slot) Specifies the slot to use for the FROM connection. When you
select this option, a list of all of the slots and the modules installed in the
slots displays. Pick the appropriate slot and press Enter.

Write security: 3; Read security: 5

Specifies the port to use for the FROM connection. When you select this
option, a list of ports and module types appears. Pick the appropriate port
and module type, and press Enter.

% The ATLAS 550 does not support frame relay at a DSO rate of 56K.
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TO SLT/S Write security: 3; Read security: 5
Specifies the slot to use for the second end of a connection. Select this
option, and a list of all of the slots and the modules installed in the slots dis-
plays. Pick the appropriate slot.

PRT/PEP Write security: 3; Read security: 5
Selects the port used for the second connection. When you select this
option, a list of all the slots and available modules displays. Select the
appropriate slot.

% The ATLAS 550 does not support frame relay at a DSO rate of 56K.

FrRoMm CONFIG Write security: 3; Read security: 5
Specifies the configuration for the FROM connection. The selections dis-
played in this field are based on the type of module selected in the
FROM SLT option. You must input the following information—based on
the module type.

1st DSO

Write security: 3; Read security: 5

Defines the first DSO for this endpoint. The ATLAS 550 uses DSO0s, starting
with this selection, to send and receive calls to and from the network. This
option is module-dependent.

DSO SELECTION

Write security: 3; Read security: 5

Defines DSOs for a T1 port. Use this field to define which DSOs will be used
for this connection. You can enter the DSO0s in several ways. For example, to
enter DSOs one through five, enter 1-5. For DSOs one and five, enter 1,5.

DSO RATE

Write security: 3; Read security: 5

Defines the data rate per DSO. If FROM SLT is an Nx port, the data rate per
DS0 must be set. You can choose from 64 kbps or 56 kbps.
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DSOs AVAILABLE

Read security: 5

Indicates which DSOs of the T1 are assigned. DS0 assignment is based on
the following items:

0-9 ThisDSO0isavailable. The digit that displays in this field represents
the last digit of the DSO number.

* This port is requesting this DSO for this connection, but the DSO0 is
not yet activated.

! This DSO is used by this port in this connection and is activated.

S This DSO0 is used in the switched Dial Plan.

S  This DSOis used in the switched Dial Plan and conflicts with this
connection.

N This DS0 is already used in this dedicated map.

This DSO0 is already used in this dedicated map and conflicts with
this connection.

T1 TROUBLE CODE SERVICE

Write security: 3; Read security: 5

Sets known values in the data field for outgoing DS0s which are cross-con-
nected to a T1 port experiencing alarms. Choose from OFF, VOICE, DATA,
and CusTtowm, depending on the type of traffic on the T1.

T1 Trouble Code Service only applies to non-RBS T1s in the
DEDICATED MAP.

T1 TRUNK CONDITIONING SERVICE

Write security: 3; Read security: 5

Sets known values in the signaling bits and the data field for outgoing DS0s
which are cross-connected to a T1 port experiencing alarms. The trunk con-
ditioning process consists of a 2.5-second transmission (indicating call ter-
mination), followed by a continuous transmission signaling the final
condition as chosen by the user. See the trunk conditioning example on
page 10-7.

% Trunk conditioning only applies to RBS T1s in the dedicated map.

Choose from OFF, VoiCE E&M, VOICE LS/GS USER TERMINATION, VOICE LS/
GS NETWORK TERMINATION, DATA SW56, and Custom—depending on the
type of traffic or configuration of the T1.
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Table 10-1 describes the options for T1 TRUNK CONDITIONING SERVICE.

Table 10-1. T1 Trunk Conditioning Service Options

Option

Description

T1 Trunk Conditioning State

Defines the final fault signaling state as follows:

IDLE is used for one-way trunks; that is, for outgoing or incoming
calls, but not both.

SEIZED is used for two-way trunks. It prevents the PBX from
attempting to use a failed trunk for an outgoing call.

This option is not included for CusTowm.

T1 Fault Signaling (AB/AB)

Defines to the ATLAS 550 the signaling bits being used on the trunk.

Fault signaling is only visible when RBS is turned on.

T1 Trouble Code Value

Defines to the ATLAS 550 the value to set in the data field for
outgoing DSOs when a trouble condition exists.

To CONFIG Write security: 3; Read security: 5
Specifies the configuration for the To connection. The selections that dis-
play in this field are based on the type of module selected in the TO SLoT
option. See From Config on page 10-4 for a description of these settings.

SIG Write security: 3; Read security: 5
(Signaling) Defines whether the connection has active RBS. Where RBS is
not an option, the ATLAS 550 automatically assigns the correct setting. For
example, a T1-to-Nx connection is set to Off.

RBS  Preserves the signaling bits between the connections.
OFF Ignores signaling bits.
ACTIVATE TIME Write security: 3; Read security: 5

Sets the time when the map becomes active if you have selected Auto in the
AcTIVATE MAP field (see Activate Map on page 10-2). Enter this time in
hh:mm:ss 24-hour format.

ENBL DAY Write security: 3; Read security: 5
Specifies which days of the week the map is active.

10-6
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Example 1 Setting Trunk Conditioning

The trunk conditioning process (see also, T1 Trunk Conditioning Service on
page 10-5) sets known values in the signaling bits and the data bits for out-
going DSOs which are cross-connected to a T1 port experiencing alarms. The
trunk conditioning process consists of a 2.5-second transmission (indicating
call termination), followed by a continuous transmission (signaling the final
condition as chosen by the user).

Use the trunk conditioning menu items T1 FAULT SIGNALING (to set the state
of the signaling bits) and T1 TRoOuBLE CODE VALUE (to set the state of the data
bits) for this process. You can set trunk conditioning for each end of each T1-
to-T1 connection in a dedicated map. To simplify this procedure, use the
copy command (press C). Connections to the Network and connections to
User equipment (PBX) contain different signaling bit states.

For this example, assume voice traffic is received on T1-A, and T1-B is
groomed onto T1-C to the PBX (see Figure 10-3). If T1-A fails, the DS0s which
were cross-connected to T1-C will receive trunk conditioning.

T1-A
T1-B

Figure 10-3. Trunk Conditioning

Example 2 Creating A Dedicated Map

Any ATLAS 550 port supporting dedicated bandwidth can be mapped to

any other port supporting dedicated bandwidth. A dedicated map defines
connections for dedicated bandwidth between ports and also grooms and
cross-connects bandwidth between T1 ports. For this example, the central

ATLAS 550 is equipped as shown in Figure 10-4.

NETWORK 2 ISE RATI
ETHERNET CONTROL

\@ kg & [0 @ Dkcky § Q@b

N c 'NO COM GND.

Figure 10-4. ATLAS 550 with Modules Installed for Example 2

Example 2 (see Figure 10-5) contains three T1s (T1-A, T1-B, T1-C) that sup-
port dedicated bandwidth from three remote sites. Each remote T1 includes
DSO0s for voice (1-8) and data (9-24). At the central site (the ATLAS 550), each
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incoming DSO carrying data is mapped to a separate V.35 port and connect-
ed to the router. DSO0s carrying voice are collected together (groomed) and

sent to the PBX over a single T1 (T1-D).

T1-A: DSO0 1-8, Voice
T1-B: DSO 1-8, Voice
T1-C: DSO0 1-8, Voice
T1-A: DSO0 9-24, Data
T1-B: DSO0 9-24, Data
T1-C: DSO0 9-24, Data

ATLAS 550

v T1-D: 1-24 Voice PBX
A
V.35 A: Data
V.35 B: Data External
V.35 C: Data Router

Designing the Dedicated Map for Example 2

Figure 10-5. Overview of Dedicated Map Example

In designing a dedicated map, follow the general procedure listed below:

1. Determine which connections to make and which ports to involve. For
T1 ports, you must also decide which DS0s to use.

2. Configure the ports.

3. Define the appropriate connections.

The remainder of this chapter provides the step-by-step procedures for cre-
ating a dedicated map based on example 2 and the connections and ports
listed in Table 10-2 on page 10-8.

Table 10-2. Connections And Ports for the Dedicated Map in Example 2

Name ATLAS 550 Port DSO0s Name ATLAS 550 Port DSO0s

T1-A Voice | T1/PRI Network Interface: 1-8; RBS On T1-D Dual T1/PRI DSX: Slot 1/Port 2 | 1-8; RBS On
Network Slot 1

T1-B Voice | T1/PRI Network Interface: 1-8; RBS On T1-D Dual T1/PRI DSX: Slot 1/Port 2 | 9-16; RBS On
Network Slot 2

T1-C Voice | Dual T1/PRI: Slot 1/Port 1 1-8; RBS On T1-D Dual/T1/PRI DSX: Slot 1/Port 2 | 17-24; RBS On

T1-A Data | T1/PRI Network Interface: 9-24; RBS Off V.35 A | Dual V.35: Slot 2/Port 1 N/A
Network Slot 1

T1-B Data | T1/PRI Network Interface: 9-24; RBS Off V.35 B Dual V.35: Slot 2/Port 2 N/A
Network Slot 2

T1-C Data | Dual T1/PRI: Slot 1/Port 1 9-24; RBS Off V.35 C | Dual V.35: Slot 3/Port 1 N/A
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Configuring the Ports for Example 2

Complete the steps outlined in the following Step/Action table to configure
the various ports to match the framing parameters of the T1 line provided
by the telco. (Also see Table 10-2.)

Instructions for Configuring the Ports

Step Action

1 | Navigate to MODULES.

2 | Select NTwl (a T1/PRI network interface).

Set the line framing parameters by selecting the corresponding
MENU / CONFIGURATION / FRAME / ESF

Navigate to PRT and press C to copy this configuration information
for use with additional ports.

Navigate back to NTw2 and move to its corresponding MENU /
5 | CONFIGURATION / PRT. Paste the information copied in step 3 here
by pressing P. Press Y to confirm paste.

Assign a T1/PRI card to Slot 1. Paste the information copied in step
3 by moving to the corresponding MENU / CONFIGURATION / PRT
and pressing P. Press Y to confirm paste (see Figure 10-6 on
page 10-9).

7 | Assign Dual Nx 56/64 cards (V35Nx-2) to Slots 2 and 3.

ATLAS 550/ModuleslS81t11/11/PRI-2 Menus/Configuration
Prt _Port Hame rame Lode Tx Ye

H Hccept P
Aiccept

~ T17PRI — ESF B8ZS ~ On " OFF
T1/PRI ESF B8Z8 On off 0 dB Accept

Figure 10-6. T1/PRI Configuration Menu for Example 2

Defining the Connections for Example 2

Define the connections by completing the following Step/Action tables.
Make the data connections first and then make the voice connections.
Refer to Table 10-2 on page 10-8 and Figure 10-7 as you define the connec-
tions.
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Instructions for Defining the Data Connections
(DS0s 9-24)
Step Action
1 Name your map by navigating to DEDICATED MAPS / CREATE/EDIT
MAPS and entering a name.
Navigate to the CREATE/EDIT MAPS field, CONNECTS.

2 | This field defines the connections necessary to route the required
bandwidth.

3 |For T1-A Data, select and define FROM SLoT as N1) T1/PRI-1.

4 | Select and define the “from” PORT as 1)T1/PRI.

5 |Select and define TO SLT/S as S2) V35NXx; S2) represents Slot 2.

6 Select and define PRT/PEP as 1) Nx56/64; 1) represents Port 1 of
Slot 2.

7 | Select and define FRoM CONFIG DSOs as 9-24.

8 | Setthe V.35 to operate at 64k per DSO in To CONFIG, [RATE=64K].

Repeat these steps for the remaining data connections (i.e., T1-B
9 .
and T1-C) as follows:

9a Copy the current connection by positioning the cursor on the index
# and pressing C.

9% Insert new connection lines by positioning the cursor over the
index # of the current connection and pressing | on the keyboard.
Paste this information onto a new connection line by positioning

9c |the cursor over the index number of the new connection, and
pressing P.

Modify these connection lines to complete the connections for data

10 .

(see Figure 10-7).

%  1IH=G67 =¥- ate=
SHx  1)Hxb6/ [DS0=92-24] [Rate=64k]
S5Hx  2)Hx56F [DS0=9-24] [Rate=64k]

Figure 10-7. Data Connections
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Instructions for Defining Voice Connections (DS0s 1-8)

Step

Action

Set the FROM SLoT and PoRT for the first voice connection, A, as
N1) T1/PRI and 1) T1/PRI, respectively.

Set the FRom CONFIG voice DSOs as [DS0=1-8].

Set TO SLT/S and PRT/PEP for the PBX connection as
S1) T1/PRI and 1) T1/PRI, respectively. This action selects the
Dual T1/PRI in Slot 1/Port 2.

Set the FIRST DSO0s for this connection in To CONFIG. For Voice A,
the first DSO is 1; for Voice B, it is 9; and for Voice C it is 17. (This
action sets the DACSing between the T1s.)

Set SIG to RBS.

(Optional) From To CONFIG, set the trunk conditioning (Signaling
and Data code) for T1 failure.

Repeat for the remaining voice connections.

A connection is not actually “made” (connected) until the cursor
leaves the connection. The cursor leaves the connection when you
press Esc to move the cursor to the index # or when you move the
cursor onto another connection line.

—————
===l =]
el el el elel =l
[—=I—=]—]—]—]
LU L T T T}
g T}

Figure 10-8. Completed Dedicated Map for Example 2
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Chapter 11 Dial Plan

OVERVIEW

This chapter provides information on the DIAL PLAN, including discussions
on interface configurations for the following modules:

e Dual T1/PRI (network and user terminations, for PRI and RBS)
= Dual Nx 56/64 (user termination)
e Quad BRI/U (network and user terminations)

In addition, a section is included on using the DiAL PLAN with Frame Relay
(see Connecting Packet Endpoints in Frame Relay on page 11-28).

The DIAL PLAN submenus (see Figure 11-1) set global ATLAS 550 switch
parameters as well as individual parameters for each ATLAS 550 port han-
dling a switched call. The individual ports are separated into two port
types: network and user. Network ports terminate a connection from the
Network. User ports terminate incoming calls and, in turn may be con-
nected to user equipment. Network Term on page 11-3 and User Term on page
11-6 provide clarification for these two port types. (See also Figure 11-2 on
page 11-2 for the menu structure.)

an

etwor erm
User Term
Global Param

Figure 11-1. Dial Plan Menu

In the following sections, INCOMING CALLS refers to calls coming to
ATLAS 550 from the Network (PSTN) and OUTGOING CALLS
refers to calls directed toward the Network (PSTN).
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Slot/Svc Src ID
'Por/PEP Accept Number Primary
'sg |RrRBS Search Secondary
Network Term PRI Data 64Kbps
Data 56Kbps
Out # Accept Audio
Speech Data 64K
Treat Call As Data 56K

As Received

Reject Number
Out#Rej Data 64K

Data 56K
Audio

Speech

These submenus vary depending on the SLoT/Svc and SIG.

lfice Config See Interface Configurations on page 11-10.

Slot/Svc

|Port/PEP

'Sy  |RBS Src ID

PRI Accept Number
Search

Data 64K

Data 56K

In # Accept Audio

Speech

Treat Call As

Reject Number
User Term Out#Rej Data 64K

Data 56K
Audio

Speech

These submenus vary depending on the SLOT/Svc and SIG.

lfice Config See Interface Configurations on page 11-10.

End of Number Timeout

Area Code
Global Param Nbr Complete Templates Pattern Prefix Local
Number Type Templates Pattern National
Automatic Routeback Rejection Number Type International
Private
Global Tone Type DTMF Unknown
Figure 11-2. Dial Plan Menu Tree
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NETWORK TERM

SLOT/SvC

PORT/PEP

SIG

OUT#ACCEPT

This menu allows the user to define option parameters for ports which ter-
minate a connection from the Network (PSTN).

In applications where two ATLAS 550 units are used in a point-to-
point configuration, a port in the ATLAS 550 at one end would act
as the Network (User termination), while the ATLAS 550 at the
opposite end would be terminating a “Network™ connection
(Network Termination).

Write security: 3; Read security: 5
Selects the ATLAS 550 slot that terminates a Network connection.

Write security: 3; Read security: 5
Selects the ATLAS 550 port that terminates a Network connection.

There may be more than one “endpoint” associated with a particular
port. If aT1is connected to the PSTN, some DS0s may be used for
long distance, while others are used for local calls. These would

constitute two “endpoints” (trunks) over a single physical port.

Write security: 3; Read security: 5

Defines the type of signaling being used for this connection (endpoint).
Select RBS for a T1 using Robbed Bit Signaling or PRI for a Primary Rate
ISDN interface. This selection is only necessary if a TL/PRI is selected as the
SLOT/PORT type.

% One HDLC resource is used by each PRI or each Packet Endpoint.

Write security: 3; Read security: 5
Defines the parameters for the outgoing calls that ATLAS 550 sends to the
Network.
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SRc ID Write security: 3; Read security: 5
Identifies the call source ID from which this endpoint accepts calls. This
field simplifies the creation of a DIAL PLAN in applications where the crite-
rion for switching calls to a certain endpoint is a function of which endpoint
originated the call. SRc ID may be entered with the usual wild card entries

(except $).
X = Any digit 0 through 9
[1,3,5] = Any of these digits
0 = Default value

The default ID for all source endpoints all accept numbers is 0. This results
in all calls being routed based on the dialed number.

ACCEPT Designates which numbers this endpoint passes on toward the Network
NUMBER (PSTN). The accept list may consist of multiple entries. The numbers are
defined using the following “wild cards”:

X = Any single digit
N = Any single digit 2 through 9
$ = Any number of digits of any value
9 = This specific number
[1,2,3...] = Asingle digitin this group
Example:

1-800-$ only permits toll free long distance calls to 1-800. If this were used,
then a second accept number would need to be specified (NXX-XXXX) per-
mitting local numbers to be dialed.

Any specific entry takes precedence over a wild card. For
example, if endpoint A was designated as $ while endpoint B
accepted 963-800X, then an incoming call to 963-800X would

only be accepted by endpoint B.

SEARCH Write security: 3 Read security: 5
Instructs ATLAS 550 in which order to search for an accept number match.
Normally, all searches are set to primary. The secondary search selection
forces ATLAS 550 to only accept a call at this endpoint if all primary end-
points are unavailable.

PRIMARY SEARCH

All long distance calls should go out a PRI directly to an IXC (MCI, ATT,
etc.), and local calls should go out a T1 to the LEC. It may be desirable to
place long distance calls on the local exchange if all of the IXC trunks are un-
available (busy or in alarm). In this case, the primary accept number for the
local exchange would be N$, and the secondary accept would be 1$.

11-4 ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Chapter 11. Dial Plan

SECONDARY SEARCH

The same accept rules apply for all secondary number searches as for prima-
ry searches.

DATA 64K, Reflects the bearer capability the Network has provisioned for this line. If

DATA 56K, the ISDN lines were purchased with different services provisioned, then

AuDIO, SPEECH  ATLAS 550 would send the call out of the port which supports the type of
service the call requires.

For example, the Network termination is on a pair of BRIs (with the same
phone number) with one provisioned for data and the other for voice. By en-
abling data in one and not the other, ATLAS 550 ensures that calls bearing
data will be sent out the right BRI interface.

TREAT CALL As  Allows the incoming call to be treated as the selected call type, regardless of
the actual incoming call type. The default selection, As RECEIVED, effectively
disables the feature by using the actual call type. Other options include DATA
64K and DATA 56K.

OUT#REJ Write security: 3; Read security: 5
Defines the parameters for the outgoing calls that ATLAS 550 will not send
to the Network.

ReJECT NUMBER Identifies which numbers this endpoint will not pass on toward the Net-
work (PSTN). The reject list may consist of multiple entries. The reject list
may be used to more easily specify the call filtering desired. The wild cards
are identical as in OUT#ACCEPT (see Out#Accept on page 11-3).

The Reject list takes precedence over the Accept list. For example,
1-900-3 rejects all 1-900 long distance calls, and 1-$ rejects all long
distance calls.

DATA 64K, Rejects outgoing calls based on call type. For example, setting the reject
DATA 56K, number to $, Digital 56/64 to enabled, and Audio and Speech to disabled,
AuDIO, SPEECH  rejects all digital calls while not rejecting analog calls.

% This list may remain blank if the Accept list meets desired filtering.

IFCE CONFIG Sets configuration parameters for the endpoint. These parameters vary by
the type of port selected. For detailed information on the interface configu-
ration, refer to Interface Configurations on page 11-10.
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USER TERM This menu allows you to define option parameters for ports which termi-
nate a connection from user equipment. In this case, ATLAS 550 is acting as
the Network.

In applications where two ATLAS 550 units are used in a point-to-
point configuration, a port in the ATLAS 550 at one end acts as the
Network (set up as a User termination), while the ATLAS 550 at the
opposite end terminates a Network connection (Network
Termination).

SLOT/SvC Write security: 3; Read security: 5
Selects the ATLAS 550 slot and port that terminate a User connection. (The
user selects from a list of option modules/ports.)

PORT/PEP Write security: 3; Read security: 5
Selects the ATLAS 550 slot that terminates a User connection.

More than one endpoint may be associated with a particular port. If
a T1 port is connected to a channel bank with analog voice cards,
each DSO0 or group of DS0s may have a different phone number.
These numbers constitute multiple endpoints over a single physical
port.

SIG Write security: 3; Read security: 5
Defines the type of signaling being used for this connection (endpoint).
Select RBS for a T1 using Robbed Bit Signaling or PRI for a Primary Rate
ISDN interface. You only need to set signaling if a TL/PRI is selected as the
Slot/Port type.

% One HDLC resource is used by each PRI or each Packet Endpoint.

IN#EACCEPT Write security: 3; Read security: 5
Defines the parameters for incoming calls that ATLAS 550 accepts from the
Network.
SRc ID Write security: 3 Read security: 5

Identifies the ID of the call sources from which this endpoint accepts calls.
This field simplifies the creation of a DIAL PLAN in applications where the
criterion for switching calls to a certain endpoint is a function of which end-
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point originated the call. SRc ID may be entered with the usual wild card
entries (except $).

X = Any digit 0 through 9
[1,3,5] = Any of these digits
0 = Default value

The default ID for all Source endpoints and all accept numbers is 0. This
results in all calls being routed based on the dialed number.

ACCEPT Write security: 3; Read security: 5

NUMBER Designates which numbers this endpoint will accept (terminate) from the
Network (PSTN). The accept list may consist of multiple entries. The num-
bers are defined using the following wild cards:

= Any single digit
= Any single digit 2 through 9

X
N
$ = Any number of digits of any value
9 = This specific number

]

= Assingle digit in this group

Example:

963-8000 would be a specific incoming number that would be accepted by
this endpoint. If this endpoint consisted of a T1 with multiple DSOs, a
“hunt” group for 963-8000 would be formed. The entry $ would accept any
call.

Any specific entry will take precedence over a wild card. For
example, if endpoint A was designated as $ while endpoint B
accepted 963-800X, then an incoming call to 963-800X would

only be accepted by endpoint B.

SEARCH Write security: 3; Read security: 5
Defines to ATLAS 550 the order in which to search for an accept number.

PRIMARY SEARCH

The SEARCH parameter instructs ATLAS 550 in which order to search for an
accept number match. Normally all searches are set to primary. The second-
ary search selection would be used to force ATLAS 550 to only accept a call

at this endpoint if all primary endpoints were unavailable.

For example, all long distance calls should go out a PRI directly to an IXC
(MCI, ATT, etc.), and local calls should go out a T1 to the LEC. It may be de-
sirable to place long distance calls on the local exchange if all of the IXC
trunks are unavailable (busy or in alarm). In this case, the primary accept
number for the local exchange would be N$, and the secondary accept
would be 1%.
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DATA 64K,
DATA 56K,
AUDIO, SPEECH

TREAT CALL AS

OUT#REJ

REJECT NUMBER

DATA 56K,
DATA 64K,
AUDIO, SPEECH

SECONDARY SEARCH
The same accept rules apply for all secondary number searches as for pri-
mary searches.

Write security: 3; Read security: 5

Reflects the attached user equipment (typically a TA) bearer capability. If
the attached TA can only handle digital calls, then a voice call sent to this
endpoint would be rejected.

Allows the incoming call to be treated as the selected call type, regardless of
the actual incoming call type. The default selection, As RECEIVED, effec-
tively disables the feature by using the actual call type. Other options
include DATA 64K and DATA 56K.

Write security: 3; Read security: 5
Defines the parameters for outgoing calls that ATLAS 550 will not send to
the Network.

Designates which numbers this particular endpoint will not pass on toward
the Network (PSTN). Use when the outgoing call filter is different for differ-
ent users. The wild cards are identical to the OUTGOING CALL AcCCEPT wild
cards. If desired, each User termination port can be set to reject different
numbers.

[0,1]-$ rejects all long distance calls, but only for this User
% termination. If permitted in the Network termination endpoint, this

user could not dial long distance numbers while other users could.

Rejects outgoing calls based on call type. For example, setting the reject
number to $, Digital 56/64 to enabled, and Audio and Speech to disabled,
rejects all digital calls while not rejecting analog calls.

This list may remain blank if the Accept List meets desired filtering.
The Call Reject list takes precedence over the Call Accept list.

IFCE CONFIG Sets configuration parameters for the endpoint. These parameters vary by
the type of port selected. For detailed information on the interface configu-
ration, see Interface Configurations on page 11-10.
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GLOBAL PARAM

END OF NUMBER
TIMEOUT

AREA CODE

NBR COMPLETE
TEMPLATES

NUMBER TYPE
TEMPLATES

PREFIX

Sets ATLAS 550 options which apply to all switched operations, both incom-
ing and outgoing calls.

Write security: 3; Read security: 5

Sets the length of time ATLAS 550 waits before assuming the outgoing
dialed number is complete. The default value is six seconds. This timeout
will only be invoked if the dialed number does not match one of the pat-
terns set in the Number Complete Template menu (see the section, Nbr
Complete Templates on page 11-9).

Write security: 3; Read security: 5
The local area code. Use for sending caller ID to the Network.

Write security: 2; Read security: 5

Sets completed number patterns for outgoing calls so that ATLAS 550
recognizes when the phone number is complete. Fields include the index
number (#) and PATTERN. For example, a local number will be 7 digits long
while a long distance (1+ area code + number) will be 11 digits long. The
ATLAS 550 defaults cover almost any installation, and these templates
should not require any additional user input—except for unusual
circumstances. The template allows the use of the following wild card
inputs to define numbers:

X = Anysingle digit
N = Anysingle digit 2 through 9
911 = This specific number
[1,2,3...] = Asingledigitin this group

Write security: 2; Read security: 5

Sets call type patterns. ISDN interfaces require that a number type be sent
over the D channel when a call is sent or received. A normal RBS trunk does
not send a type designator, but uses prefixes instead. For example, “1 +”
prefix is a national long distance call type while a “011 +” prefix is an inter-
national long distance call type. These templates form a table to permit
ATLAS 550 to translate the RBS prefix into a call type for ISDN and vice-
versa.

Denotes an entry number. The maximum number of entries is 50. Press | to
insert a new entry and D to delete any entry.

should not need to be added to by the user except for very rare

The ATLAS 550 default templates should cover all applications and
circumstances.

Sets the prefix for the number type. Only digits 0 and 1 are allowed (MAX 6).
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PATTERN Modifies an entry when you press Enter (MAX 40). A pattern for a normal
long distance call, for example, would be 1+(NXX) NXX - XXXX. Note that
the symbols (), +, -, and space are not required and are only used to improve
the readability of this example.

NUMBER TYPE Lists valid selections when you press Enter. Selections include LOCAL, NA-
TIONAL, INTERNATIONAL, PRIVATE, and UNKNOWN.

AUTOMATIC Write security: 1; Read security: 5
ROUTEBACK When enabled, AUTOMATIC ROUTEBACK REJECTION prevents calls entering
REJECTION through network termination interfaces from being forwarded out another

network interface. Such an event could happen if an incoming call specifies
a number that has no endpoint configured to accept it and another network
interface has a call acceptance entry which could accept it (such as $). With-
out automatic rejection, such a call would be forwarded back to the net-
work. The network would in turn resend the call to the unit until all
incoming resources are consumed.

Use extreme caution when disabling AUTOMATIC ROUTEBACK
CAUT REJECTION.

/

GLOBAL TONE TYPE  Write security: 1; Read security: 5
Specifies the dialing digit tone encoding to be used throughout the entire
system. DTMF (dual-tone-multifrequency) is currently the only available
option.

INTERFACE CONFIGURATIONS

This section describes Dial Plan NETWORK TERMINATION and USER TERMINA-
TION configuration settings for the following modules.

= Dual T1/PRI Module: Network Termination/PRI on page 11-11
= Dual T1/PRI Module: Network Termination/RBS on page 11-14
= Dual T1/PRI Module: User Termination/PRI on page 11-17

= Dual T1/PRI Module: User Termination/RBS on page 11-20

= Dual Nx56/64 Module: User Termination on page 11-22

= Quad BRI/U Module: Network Termination on page 11-24

= Quad BRI/U Module: User Termination on page 11-25

Configuration descriptions for the Dual T1/PRI Module also apply
to the T1 Network Interface.
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DUAL T1/PRI MODULE: NETWORK TERMINATION/PRI

SWITCH TYPE

FIRST DSO

NUMBER OF DSOs

OUTGOING NUMBER
CONVERSION

AS DIALED

ISDN-NATIONAL
PREFERRED

ISDN-
SUBSCRIBER
PREFERRED

% One HDLC resource is used by each PRI or each Packet Endpoint.

When you are working in the network termination section of the DIAL PLAN
menu, when SLT is defined as T1/PRI-2, and when SIG is set to PRI, the fol-
lowing configuration options are available:

Write security: 3; Read security: 5

Defines the type of PRI switch to which the port is connected. If connected
to another ATLAS 550, both need to be set to the same switch type. The fol-
lowing options are available:

e Lucent5E e Northern DMS 100
< National ISDN e AT&T 4ESS

Write security: 3; Read security: 5

Defines to the ATLAS 550 the first DSO for this endpoint.The ATLAS 550
uses DSO0s, starting with this selection, to send and receive calls to and from
the network (PSTN). The outgoing calls which are allowed or restricted
over these DSOs are set by OUT#ACCEPT (see page 11-3) and OUT#REJECT
(see page 11-5).

Write security: 3; Read security: 5
Specifies the number of DSOs ATLAS 550 uses for this endpoint.

Write security: 3; Read security: 5
Converts outgoing (towards the network) numbers to the selected number-
ing plan and type option.

Sends the digits provided as an unknown number type.

Regardless of what type of number isreceived, the outgoing number is sub-
stituted with ISDN-National as the number plan and type. Ten digits are
always sent to the network. Leading ones, if present, are stripped out and
the area code (provisioned under DIAL PLAN/GLOBAL PARAMETERS) is
added, if only seven digits are supplied. This action may be required in
areas with ten-digit local dialing.

Examines the incoming number and if seven digits are received or if a ten-
digit number is received with an area code that matches the area code pro-
visioned in the global parameters, the number is forwarded to the network
as a seven-digit number defined as ISDN-Subscriber number plan and type.
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If the incoming number is ten digits, but with a different area code, it is for-
warded to the network as ISDN-National preferred.

ISDN-NATIONAL Ignores the incoming numbering plan and type and substitutes the ISDN/

DMS ReserVED Telephony numbering plan and National number type. Ten digits are sent

PREFERRED to the network. Leading ones, if present, are stripped out and the area code
set in global parameters is added if only seven digits are supplied. This
action may be required in areas with ten-digit local dialing.

ISDN-NATIONAL  Sends the digits provided as National number type.

As DIALED
When SwiTCH TYPE is set to 4ESS, many installations require the
National form where possible; this may also be the preferred form in

10-digit calling areas.

STRIP MSD Write security: 3; Read security: 5
Strips a selected quantity (choose from NONE, 1, 2, and 3) of the Most Signif-
icant Digits (MSD) of a dialed number prior to being forwarded out of the
port.

Example:

A network port could be set to accept all calls beginning with 9 (9$), and
then with STrRiP MSD set to 1, all digits would be sent toward the network
except the leading 9.

STRIP MSD does not affect CALL ACCEPT criteria. All of the digits
% (including the MSDs that are subsequently stripped) are used as

accept criterion.
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NETWORK SPECIFIC
FACILITY VOICE AND
DATA

CALLED DiGITS
TRANSFERRED

PREFIX

OUTGOING CALLER
ID

Write security: 3; Read security: 5

Enables the sending of appropriate information to the PSTN. The default
for this option is NORMAL, and in this case no Network Specific Facility
Information Element is sent. Unless one of the services listed below is sub-
scribed to, the selection should remain set to NORMAL.

The list below indicates services that may be subscribed to from the PSTN.
These services require that specific information (such as a Network Specific
Facility Information Element) be sent to the network during call setup.

e AT&T SDN < National ISDN INWATS
e AT&T Megacom 800 = Nortel Private Network
— AT&T Megacom = Nortel InWats
— AT&T Accunet = Nortel OutWats
e AT&T Long Distance = Nortel Foreign Exchange

e AT&T International-800
e AT&T Dial-1t 900/Multiquest

Nortel Tie Trunk

Write security: 3; Read security: 5

Some PRI switches may be provisioned to send only a portion of the called
number (like DID). This menu item allows the ATLAS 550 to know how
many digits to expect (choose from NONE, THREE, FOUR, SEVEN, and ALL).
The default is ALL and would almost always be correct. If less than ALL dig-
its are sent, then the PREFIX is defined as follows

Write security: 3; Read security: 5
Displays only if CALLED DIGITS TRANSFERRED is not set to ALL. Enter the
prefix for the digits received.

Example:

If the number of digits is four and the number called is 963-8615, the telco’s
PRI switch sends only 8615 and the prefix is set to 963. This entire number is
then used to determine which ATLAS 550 User port endpoint should
receive the call.

Write security: 3; Read security: 5

Defines the number for the ATLAS 550 to use to provide Caller ID to the
Network for outgoing calls sent through this endpoint. Choose from SEND
AS PROVIDED, SUBSTITUTE IF NOT PRESENT, OF SUBSTITUTE ALWAYS.

% The Caller ID number must be specific (i.e., no “wild cards™).
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SOURCE ID

SwaAP ANI/DNIS

Write security: 3; Read security: 5

Simplifies the creation of a DIAL PLAN in applications where the criterion for
switching calls to a certain endpoint is a function of which endpoint origi-
nated the call.

e Default value = 0. The default ID for all endpoints is 0 and all accept
numbers is 0. With default values, all calls are routed based only on the
dialed number.

= Multiple endpoints can have the same SOURCE ID.

= When creating the CALL AccePT list, specify a SOURCE ID(s) as well as a
dialed number or range of dialed numbers to accept.

Example:

An application requires that all calls that originate from Port 1 of the ATLAS
550 in Slot 1 be switched to Port 2 of that same module. Assign a unique
Source ID (e.g. 7) to Port 1 of the module, and then configure Port 2 to only
accept calls from that unique Source ID (7).

Write security: 3; Read security: 5

Swaps the ANI and DNIS numbers received from the network. ANI (Auto-
matic Number ldentification) is the billing number of the calling party, and
DNIS (Dialed Number Identification Service) is the called party number.

call. The accept number in the Dial Plan must use the ANI number,

With this swap, the ATLAS 550 switchboard uses ANI to route the
F\ not the DNIS number.

DUAL T1/PRI MODULE: NETWORK TERMINATION/RBS

FIRsT DSO

NUMBER OF DSOs

When you are working in the network termination section of the DIAL PLAN
menu, when SLT is defined as T1/PRI-2, and when SIG is set to RBS, the fol-
lowing interface configuration options are available:

Write security: 3; Read security: 5

Defines to the ATLAS 550 the first DSO for this endpoint.The ATLAS 550
uses DSO0s, starting with this selection, to send and receive calls to and from
the network (PSTN). The outgoing calls which are allowed or restricted
over these DSOs are set by the OUTGOING CALL AcCePT and REJECT NuM-
BERS (discussed in First DSO on page 11-11).

Write security: 3; Read security: 5
Specifies the number of DS0s the ATLAS 550 uses for this endpoint.
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DSO0Os AVAILABLE Read security: 5
Indicates which DSO0s of the T1 have been defined in this switched endpoint
(indicated by “! ©“), in another switched endpoint (indicated by “s”), orin a
DEDICATED MAP (indicated by “n”). This field is read-only. The following
characters may display in this field:

0-9 This DSO is available. The digit that displays in this field represents
the last digit of the DSO number.

*  This portis requesting this DSO for this connection, but the DS0 is not
yet activated.

I This DSO0 is used by this endpoint.

This DSO0 is used elsewhere in the switched DIAL PLAN.

This DSO0 is in the switched dial plan and conflicts with this endpoint.
This DSO0 is used in one or more DEDICATED MAPS.

This DSO0 is in one or more DEDICATED MAPS, and conflicts with this
endpoint.

Z S 0O uw

SIGNALING METHOD  Write security: 3; Read security: 5
Defines to the ATLAS 550 the type of signaling to be used across this trunk.
The signaling selected needs to match the signaling being provided by the
network (PSTN). The following choices are available:

e E&M Immediate e E&M Wink
< Loop Start < Ground Start
= Feature Group D

The ATLAS 550 converts signaling types between network and user
terminations.

FGD TX SEQUENCE  Write security: 3; Read security: 5
Defines to the ATLAS 550 the format in which to present the outgoing dig-
its. Choices: NORMAL if no digits are to be sent; ANI/DNIS to send both ANI
and DNIS; DNIS to send DNIS only; ANI to send ANI only.

FGD RX SEQUENCE  Write security: 3; Read security: 5
Defines to the ATLAS 550 the format in which to receive the incoming dig-
its. Choices: NORMAL if no digits are to be received; ANI/DNIS to receive
both ANI and DNIS; DNIS to receive DNIS only; ANI to receive ANI only.

WINK AFTER ANI/ Write security: 3; Read security: 5
DNIS When enabled, the ATLAS 550 will transmit a wink after ANI/DNIS digits
are transmitted.
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DIGIT SUPPRESSION

DIRECT INWARD
DIALING

DID DiGITS
TRANSFERRED

DID PREFIX

TRUNK NUMBER

Write security 3; Read security: 5
When enabled, no digits will be sent toward the network/PBX after going
off-hook on an outgoing call.

Write security: 3; Read security: 5

Defines to the ATLAS 550 whether Direct Inward Dialing (DID) is being
used by the network. If DID is ENABLED, then the following information
must be defined:

Write security: 3; Read security: 5
Defines the number of digits sent to ATLAS 550 from the network if DID is
used. This option only displays if DID is set to ENABLED.

Write security: 3; Read security: 5

Defines to the ATLAS 550 the prefix digits which are not received as a part
of the DID number. The ATLAS 550 uses the combination of prefix and DID
number to determine the user endpoint that should receive the incoming
call. This option only displays if DID is set to ENABLED. If DID is DISABLED,
then you must define the trunk number.

% If Feature Group D is used, DID only refers to DNIS digits.

Write security: 3; Read security: 5

When the network connection does not provide DID digits, the ATLAS 550
must be given a number to use to determine which user endpoint should
receive the incoming call. TRUNK NUMBER displays only when DID is set to
DISABLED.

% The trunk number must be specific (i.e., no “wild cards™).

Example:
To connect an incoming DSO (trunk) to an endpoint with the ACCEPT num-
ber of 963-8615, set the trunk number to 963-8615.
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STRIP MSD Write security: 3; Read security: 5
Strips a selected quantity (choose from NONE, 1, 2, and 3) of the Most Signif-
icant Digits (MSD) of a dialed number prior to being forwarded out of the
port.

Example:

A network port could be set to accept all calls beginning with 9 (9$) and
STRIP MSD set to 1. Then, all digits would be sent toward the network
except the leading 9.

(including the MSDs that are subsequently stripped) are used as

STRIP MSD does not affect CALL ACCEPT criteria. All of the digits
accept criterion.

SOURCE ID Write security: 3; Read security: 5
Simplifies the creation of a DIAL PLAN in applications where the criterion for
switching calls to a certain endpoint is a function of which endpoint origi-
nated the call.

= Default value = 0. The default ID for all endpoints is 0 and all accept
numbers is 0. With default values, all calls are routed based only on the
dialed number.

= Multiple endpoints can have the same SouRce ID.

= When creating the CALL AccEePT list, specify a SOURCE ID(s) as well as a
dialed number or range of dialed numbers to accept.

Example:

An application requires that all calls that originate from Port 1 of the
ATLAS 550 in Slot 1 be switched to Port 2 of that same module. Assign a
unique Source ID (e.g. 7) to Port 1 of the module, and then configure Port 2
to only accept calls from that unique Source ID (7).

DUAL T1/PRI MODULE: USER TERMINATION/PRI

When you are working in the user termination section of the DIAL PLAN
menu, when SLT is defined as a T1/PRI-2, and when SiG is set to PRI, the fol-
lowing configuration options are available:

% One HDLC resource is used by each PRI or each Packet Endpoint.

61200305L1-1 ATLAS 550 User Manual 11-17

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Chapter 11. Dial Plan

SWITCH TYPE

FIRsT DSO

NUMBER OF DSOs

STRIP MSD

NETWORK SPECIFIC
FACILITY

Write security: 3; Read security: 5
Defines the type of PRI switch that the ATLAS 550 is going to emulate. If con-
nected to another ATLAS 550, both need to be set to the same switch type.

e Lucent5E < Northern DMS 100
= Nation ISDN e AT&T 4ESS

Write security: 3; Read security: 5

Defines to the ATLAS 550 the first DSO for this endpoint. The ATLAS 550
uses DSO0s, starting with this selection, to send and receive calls to and from
the network (PSTN). The outgoing calls which are allowed or restricted
over these DSOs are set by the OUTGOING CALL AcCePT and REJECT NuMm-
BERS (discussed in the ATLAS 550 User Manual).

Write security: 3; Read security: 5
Specifies the number of DS0s ATLAS 550 uses for this endpoint.

Write security: 3; Read security: 5
Strips a selected quantity (choose from NONE, 1, 2, and 3) of the Most Signifi-
cant Digits (MSD) of a dialed number prior to being forwarded out of the port.

Example:

A network port could be set to accept all calls beginning with 9 (9%$), and
then with STrRiP MSD set to 1, all digits would be sent toward the network
except the leading 9.

(including the MSDs that are subsequently stripped) are used as

STRIP MSD does not affect CALL AcCEPT criteria. All of the digits
F\ accept criterion.

Write: 3; Read: 5

Enables the sending of appropriate information to the PSTN. The default
for this option is NORMAL, and in this case no Network Specific Facility
information element is sent. Unless one of the services listed below is sub-
scribed to, the selection should remain set to NORMAL.

The list below indicates services that may be subscribed to from the PSTN.
These services require that specific information (such as a Network Specific
Facility information element) be sent to the network during call setup.

e AT&TSDN = National ISDN INWATS
e AT&T Megacom 800 = Nortel Private Network
- AT&T Megacom = Nortel InWats
— AT&T Accunet = Nortel OutWats
e AT&T Long Distance = Nortel Foreign Exchange
= AT&T International-800 Nortel Tie Trunk
e AT&T Dial-1t 900/Multiquest
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CALLED DIGTS
TRANSFERRED

OUTGOING CALLER
ID

SOURCE ID

SwaAP ANI/DNIS

Write security: 3; Read security: 5

Defines to ATLAS 550 the number of digits to forward from the called num-
ber. When attached to a PBX, the PBX may be provisioned to expect to
receive fewer than all of the called digits of the incoming call; however, this
option would normally be set to ALL. Choose from NONE, THREE, FOUR,
SEVEN, or ALL.

Write security: 3; Read security: 5

Defines the number for ATLAS 550 to use to provide Caller ID to the Net-
work for outgoing calls sent through this endpoint. Choose from SEND AS
PROVIDED, SUBSTITUTE IF NOT PRESENT, and SUBSTITUTE ALWAYS.

% The Caller ID number must be specific (i.e., no “wild cards™).

Write security: 3; Read security: 5

Simplifies the creation of a DIAL PLAN in applications where the criterion for
switching calls to a certain endpoint is a function of which endpoint origi-
nated the call.

= Default value = 0. The default ID for all endpoints is 0 and all accept
numbers is 0. With default values, all calls are routed based only on the
dialed number.

= Multiple endpoints can have the same SouRce ID.

= When creating the CALL AccEePT list, specify a SOURCE ID(s) as well as a
dialed number or range of dialed numbers to accept.

Example:

An application requires that all calls that originate from Port 1 of the
ATLAS 550 in Slot 1 be switched to Port 2 of that same module. Assign a
unique Source ID (e.g. 7) to Port 1 of the module, and then configure Port 2
to only accept calls from that unique Source ID (7).

Write security: 3; Read security: 5

Swaps the ANI and DNIS numbers received from the network. ANI (Auto-
matic Number Identification) is the billing number of the calling party, and
DNIS (Dialed Number Identification Service) is the called party number.

call. The accept number in the Dial Plan must use the ANI number,

With this swap, the ATLAS 550 switchboard uses ANI to route the
EE\ not the DNIS number.
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DUAL T1/PRI MODULE: USER TERMINATION/RBS

When you are working in the user termination section of the DIAL PLAN
menu, when SLT is defined as T1/PRI-2, and when SIG is set to RBS, the fol-
lowing configuration options are available:

FIRST DSO Write security: 3; Read security: 5
Defines to the ATLAS 550 the first DSO for this endpoint. The ATLAS 550
uses DSO0s, starting with this selection, to send and receive calls to and from
the network (PSTN). The outgoing calls which are allowed or restricted
over these DSOs are set by the OUTGOING CALL AcCePT and REJECT NuMm-
BERS (discussed in the ATLAS 550 User Manual).

NUMBER OF DSOs Write security: 3; Read security: 5
Specifies the number of DS0s ATLAS 550 uses for this endpoint.

DS0s AVAILABLE Read security: 5
Indicates which DSO0s of the T1 have been defined in this switched endpoint
(indicated by “! *), in another switched endpoint (indicated by “s”), or in a
dedicated map (indicated by “n”).

0-9 This DSO is available. The digit that displays in this field represents
the last digit of the DSO number.

*  This portis requesting this DSO for this connection, but the DSO is not
yet activated.

I This DSO0 is used by this endpoint.

This DSO0 is used elsewhere in the switched DIAL PLAN.

This DSO0 is in the switched dial plan and conflicts with this endpoint.
This DSO0 is used in one or more DEDICATED MAPS.

This DSO0 is in one or more DEDICATED MAPS and conflicts with this
endpoint.

Z S 0N un

SIGNALING METHOD  Write security: 3; Read security: 5
Defines to the ATLAS 550 the type of signaling to be used across this trunk.
The selected signaling must match that being used by the user equipment
(PBX). The choices are as follow:

e E&MImmediate = E&M Wink < Loop Start
< Ground Start = Feature Group D

The ATLAS 550 converts signaling types between network and user
terminations.
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FGD Tx SEQUENCE

FGD RX SEQUENCE

WINK AFTER ANI/
DNIS

DIRECT INWARD
DIALING

DID DIGTS
TRANSFERRED

CALLER ID NUMBER

STRIP MSD

Write security: 3; Read security: 5

Defines to the ATLAS 550 the format in which to present the outgoing dig-
its. Choices: NORMAL if no digits are to be sent; ANI/DNIS to send both ANI
and DNIS; DNIS to send DNIS only; ANI to send ANI only.

Write security: 3; Read security: 5

Defines to the ATLAS 550, the format in which to receive the incoming dig-
its. Choices: NORMAL if no digits are to be received; ANI/DNIS to receive
both ANI and DNIS; DNIS to receive DNIS only; ANI to receive ANI only.

Write security: 3; Read security: 5
When enabled, the ATLAS 550 will transmit a wink after ANI/DNIS digits
are transmitted.

Write security: 3; Read security: 5

Defines to the ATLAS 550 whether Direct Inward Dialing (DID) is used by
the user equipment. If DID is ENABLED, then the following information must
be defined:

Write security: 3; Read security: 5
Defines the number of digits the ATLAS 550 sends on to the user equip-
ment. This field only displays if DID is set to ENABLED.

% If Feature Group D is used, DID refers only to DNIS digits.

Defines the number the ATLAS 550 uses to provide caller ID to the network
for outgoing calls sent through this endpoint. This option only displays if
DID is set to DISABLED. This item is optional.

% The Caller ID number must be specific (i.e., no “wild cards™).

Write security: 3; Read security: 5

Strips a selected quantity (choose from NONE, 1, 2, and 3) of the Most Signif-
icant Digits (MSD) of a dialed number prior to being forwarded out of the
port.

Example:

A network port could be set to accept all calls beginning with 9 (93), and
then with STRIP MSD set to 1, all digits would be sent toward the network
except the leading 9.
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(including the MSDs that are subsequently stripped) are used as

STRIP MSD does not affect CALL AcCEPT criteria. All of the digits
accept criterion.

SOURCE ID Write security: 3; Read security: 5
Simplifies the creation of a DIAL PLAN in applications where the criterion for
switching calls to a certain endpoint is a function of which endpoint origi-
nated the call.

= Default value = 0. The default ID for all endpoints is 0 and all accept
numbers is 0. With default values, all calls are routed based only on the
dialed number.

= Multiple endpoints can have the same SouRcE ID.

= When creating the CALL AccePT list, specify a SOURCE ID(s) as well as a
dialed number or range of dialed numbers to accept.

Example:

An application requires that all calls that originate from Port 1 of the
ATLAS 550 in Slot 1 be switched to Port 2 of that same module. Assign a
unique Source ID (e.g. 7) to Port 1 of the module, and then configure Port 2
to only accept calls from that unique Source ID (7).

DiAL ON OFFHOOK Write security: 3; Read security: 5
Defines a number that is automatically sent to the switchboard when a call
on this endpoint goes off hook.

% The Dial on Offhook number must be specific (i.e., no ""wild cards™).

DUAL NX56/64 MODULE: USER TERMINATION

The Dual Nx56/64 can only serve as a USER TERMINATION
endpoint.

When you are working in the USeR TERM section of the DIAL PLAN menu, and
the SLT is defined as V35Nx-2, the following Interface Configuration options
are available:
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PORTS AVAILABLE Indicates which of the two ports of the ATLAS 550 have already been
defined either in another switched endpoint (indicated by s) or in a DEDI-
CATED MAP (indicated by N). This field is read-only.

NUMBER OF PORTS Defines to the ATLAS 550 how many of the ports could be used to answer
calls to the number(s) defined in the INCOMING ACCEPT CALL LIST. You can
enter numbers 1 or 2. The ports are contiguous beginning with the port
number selected and the number of ports.

Example:

If the port selected (as a part of the SLOT/PORT selection) is 2, and the num-
ber of ports selected here was 1, then only port 2 would be enabled to
receive calls to the numbers listed under the INCOMING CALL ACCEPT LIST.

NUMBER TO DIAL Indicates the number to be dialed.

CALL TYPE Indicates whether the call will be 64k or 56k data rate: 56K is intended for
use in applications where interoperability with SwITCHED 56 service is de-
sired. 64K is the default call type.

DiaL CALL AS Indicates how the call will be handled over the network: DIGITAL, VOICE, or AUDIO.

DIGITAL Requests a 56 kbps data circuit that is rate-adapted to 56 kbps or an unre-
stricted 64 kbps data circuit.

VOICE Requests a Mu-law/A-law speech circuit as the bearer capability for outgo-
ing calls. Use VoICE with an ISDN line configured for voice service. In some
areas, voice service costs less than data service. A Voick call type does not
guarantee an end-to-end digital connection with some local and long dis-
tance carriers.

AUDIO Requests a 3.1 kHz audio circuit as the bearer capability for outgoing calls.
Use Aubio with an ISDN line configured for voice service. In some areas
audio service is less expensive than data service. An AubIo call type guar-
antees a digital end-to-end ISDN connection.

SOURCE ID Simplifies the creation of a DIAL PLAN in applications where the criterion for
switching calls to a certain endpoint is a function of which endpoint origi-
nated the call.

= Default value = 0. The default ID for all endpoints is 0 and for all accept
numbers is 0. With default values, all calls are routed based only on the
dialed number.

= Multiple endpoints can have the same Source ID.

= When creating the Call Accept list, specify a Source ID(s) as well as a di-
aled number or range of dialed numbers to accept.

Example:

An application requires that all calls that originate from Port 1 of the
ATLAS 550 in Slot 1 be switched to Port 2 of that same module. Assign a
unique Source ID (e.g. 7) to Port 1 of the module, and then configure Port 2
to only accept calls from that unique Source ID (7).
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QUAD BRI/U MODULE: NETWORK TERMINATION

SWITCH TYPE

SPID LisT

PHONE NUMBER

SPID NUMBER

CALLS

D64, D56,
AUDIO, SPEECH

STRIP MSD

The Quad BRI/Z/U Module can interface directly with the network (PSTN).
When you are working in the NETWORK TERM section of the DIAL PLAN menu,
and SLT is defined as U-BRI-4, the following interface configuration options
are available:

Write security: 3; Read security: 5

Defines the type of ISDN switch to which the port is connected. If con-
nected to another ATLAS, both need to be set to the same switch type.
Choices include LUCENT 5E, NORTHERN DMS 100, and NATIONAL-ISDN.

Write security: 3; Read security: 5

To properly operate with a network (PSTN) ISDN switch, the BRI interface
must have Service Profile Identifiers (SPIDs) and phone number(s) that
match the SPID(s) and phone number(s) programmed into the ISDN switch
for this line. Each BRI may have one or more phone numbers and SPIDs.
The SPID LisT submenu defines these parameters to ATLAS.

The phone number(s) assigned to this BRI phone line.

This entry must match the SPID number(s) which has been set in the net-
work’s ISDN switch (or in the PBX) for this BRI line. A SPID must be entered
for each phone number.

The number of calls (1 or 2) which can be received or sent on this number/
SPID.

These options reflect the network provisions for this SPID. If the BRI was
purchased with different services provisioned for the SPIDs, then the call
must match the services supported.

Write security: 3; Read security: 5

Strips a selected quantity (choose from NONE, 1, 2, and 3) of the Most Signif-
icant Digits (MSD) of a dialed number prior to being forwarded out of the
port.

Example:

A network port could be set to accept all calls beginning with 9 (9$), and
then with STrRiP MSD set to 1, all digits would be sent toward the network
except the leading 9.

(including the MSDs that are subsequently stripped) are used as

STRIP MSD does not affect CALL ACCEPT criteria. All of the digits
55\ accept criterion.
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SOURCE ID

Write security: 3; Read security: 5

Simplifies the creation of a DIAL PLAN in applications where the criterion for
switching calls to a certain endpoint is a function of which endpoint origi-
nated the call.

= Default value = 0. The default ID for all endpoints is 0 and all accept
numbers is 0. With default values, all calls are routed based only on the
dialed number.

= Multiple endpoints can have the same SouRce ID.

= When creating the CALL AcCEPT list, specify a SOURCE ID(s) as well as a
dialed number or range of dialed numbers to accept.

Example:

An application requires that all calls that originate from Port 1 of the
ATLAS 550 in Slot 1 be switched to Port 2 of that same module. Assign a
unique Source ID (e.g. 7) to Port 1 of the module, and then configure Port 2
to only accept calls from that unique Source ID (7).

QUAD BRI/U MODULE: USER TERMINATION

SWITCH TYPE

SPID LIST

PHONE NUMBER

SPID NUMBER

CALLS

While interfacing to user equipment (terminal adapters), the ATLAS 550 acts
like the network. When you are working in the USER TERM section of the
DiaL PLAN menu and SLT is defined as U-BRI-4, the following interface con-
figuration options are available:

Write security: 3; Read security: 5

Defines the type of ISDN switch that the port simulates. If connected to
another ATLAS, both need to be set to the same type. Choices include
LUCENT 5E, NORTHERN DMS 100, and NATIONAL-ISDN.

Write security: 3; Read security: 5

The port, acting as the network, must use a SPID and a phone number in
order to satisfy the ISDN connection protocol expected by the user’s Termi-
nal Adapter (TA).

The phone number(s) assigned to this BRI phone line.
Defines the SPID number(s) used for this BRI line. Although the value of the

SPID is not significant, a SPID must be entered for each phone number. For
convenience, the SPID can be set to be the same as the phone number.

The ATLAS 550 does not support autoSPID detection software which
some terminal adapters offer.

For user terminations, the number of calls is fixed at 2.
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D64, D56, These options reflect the network provisions for this SPID. If the BRI was
AuUDIO, SPEECH  purchased with different services provisioned for the SPIDs, then the call
must match the services supported.

STRIP MSD Write security: 3; Read security: 5
Strips a selected quantity (choose from NONE, 1, 2, and 3) of the Most Signif-
icant Digits (MSD) of a dialed number prior to being forwarded out of the
port.

EXAMPLE:

A network port could be set to accept all calls beginning with 9 (9%$), and
then with STrRiP MSD set to 1, all digits would be sent toward the network
except the leading 9.

(including the MSDs that are subsequently stripped) are used as

STRIP MSD does not affect CALL ACCEPT criteria. All of the digits
accept criterion.

SOURCE ID Write security: 3; Read security: 5
Simplifies the creation of a DIAL PLAN in applications where the criterion for
switching calls to a certain endpoint is a function of which endpoint origi-
nated the call.

= Default value = 0. The default ID for all endpoints is 0 and for all accept
numbers is 0. With default values, all calls are routed based only on the
dialed number.

= Multiple endpoints can have the same SouRCE ID.

= When creating the CALL AccePT list, specify a SOURCE ID(s) as well as a
dialed number or range of dialed numbers to accept.

EXAMPLE:

An application requires that all calls that originate from Port 1 of the
ATLAS 550 in Slot 1 be switched to Port 2 of that same module. Assign a
unique Source ID (e.g. 7) to Port 1 of the module, and then configure Port 2
to only accept calls from that unique Source ID (7).

CREATING DIAL PLANS—EXAMPLES

The ATLAS 550 DIAL PLAN acts as the numbering plan for switched connec-
tions. This menu defines to the ATLAS 550 the phone numbers and features
associated with dual-tone-multifrequency (DTMF) dialing, Primary Rate
ISDN (PRI), and Basic Rate ISDN (BRI). To operate as a switch, the ATLAS
550 must be able to terminate network connections (Network terminations)
and emulate the network onto other termination equipment (User termina-
tions).
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Understanding Dial Plan Configurations

Understanding DIAL PLAN configurations results in the successful creation of
a switched connection. This understanding includes determining which of

the connections are acting as Network terminations and which are acting as
User terminations. Use the following examples to help clarify the definitions
for these two types of terminations.

Example 1 PSTN Connection Dial Plan Configuration

In this example, access to the PSTN is provided by a single PRI line. There-
fore, this line is configured as a Network termination. The remaining cir-
cuits, which feed various types of switched equipment, are configured as
User termination because ATLAS 550 is emulating the network on those
connections (see Figure 11-3).

ATLAS 550
USER BRI
PRI Network USER BRI

USER |DSXT1 to PBX

Figure 11-3. PSTN Connection

Example 2 Point-to-Point Connection Dial Plan Configuration

In this example, ATLAS 550 A operates as the network while ATLAS 550 B
terminates the network. That is, ATLAS 550 A emulates the network and its
PRI interface acts as the User termination. The PRI interface of ATLAS 550 B
acts as the Network termination (see Figure 11-4).

ATLAS 550 A ATLAS 550 B
BRI USER USER BRI
BRI USER User PRI Network USER BRI
Interface
T1 from PBX|USER '€ Term — SER [DSX T1 to PBX

Figure 11-4. Point-to-Point Connection
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CONNECTING PACKET ENDPOINTS IN FRAME RELAY

After packet endpoints are created, they must be connected to a physical
port. You can connect the endpoints using either the DEDICATED MAP (see
Chapter 10) or the DIAL PLAN. As described here, the DIAL PLAN associates a
phone number with the endpoint.

You can enter two types of packet-switched endpoints into the DIAL PLAN:
Packet Endpoints (PKTENDPT) and Packet VVoice (PKTVOICE). See Figure 11-5.
When using PKTENDPT, endpoints are entered via USER TERM. When using
PKkTVOICE, endpoints are entered via NETWORK TERM or USER TERM. (See al-
so, Menus for Network Termination on page 11-33 and Menus for User Termina-
tion on page 11-34.)

nTLnS 550/D1ial Planster Term[1]fSlother01ce
Hetwor erm H 219

User Term
Global Param

Figure 11-5. Dial Plan Menu for Endpoints

PKTENDPT To facilitate dial-up packet services, the ATLAS 550 DIAL PLAN supports
packet endpoints which must be entered in the USER TERM menu. The USER
TERM menu includes SLOT/Svc, PORT/PEP, SIG, IN#ACCEPT, OUT#REJ, and
IFCE CONFIG.

SLOT/SvC Write security: 3; Read security: 5
Selects the service. Select PKTENDPT.

PoORT/PEP Write security: 3; Read security: 5
Accepts the packet endpoint you wish to configure. Select from a specific
packet link that was configured with the PACKET MANAGER menus or select
GROUP (see Figure 11-6 ). The GRouP option allows you to define a hunt group.
The interface configuration (IFCE CONFIG) parameters vary, depending on
whether a specific packet link (endpoint) or the GRouP option is selected.
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HTLHS S5hl/D1al Plan!User Term[1]!Port!Packet End|01nt

Networ erm ot/suc Fort 1q Hccept  Out#Re ce Lonfi
User Term 1 PEtEnEIpt | GROUP | + + +

Global Param

PQT}{Packet Endﬂoint

Fr:Boston

Fr:Chicago
Fr:Hew York
Fr:Seattle

Figure 11-6. Port/PEP Menu

SIG Write security: 3; Read security: 5
Not used for specific packet links (endpoints).

IN#ACCEPT Write security: 3; Read security: 5
Configured as defined in In#Accept on page 11-6.

OUT#REJ Write security: 3; Read security: 5
Configured as defined in Out#Rej on page 11-8.

IFCE CONFIG Write security: 3; Read security: 5
Figure 11-7 shows an example of the interface configuration for a normal
packet link. Figure 11-8 shows the interface configuration when the GRoup
option is selected.

AILAY th!Dlal Flan/User Ierml1J!lntertace Lontl-uratlon
st utd 3000

ncoming Humber Accept Lis dia

Outgoing Humber Reject List Dut901n? Call Type Dlgltal (1
Redial Timer 1

Randomize Timer Disabled

Retry Count

Outgoing Caller ID -

Source A A

Route Incoming Call Using Incoming Hum

Number fAccept List] Outgoin

ype
NHumber Reject List| Redial ?1mer
Randomize Timer Disabled
Retry Count o . A
Route Incoming Call Using Incoming Hum
Call Routing Table [0 Links]

Figure 11-8. Packet Link GROUP Interface Configuration

OuTDIAL NUMBER
Write security: 3; Read security: 5
Defines the number dialed to originate a call.

OUTGOING CALL TYPE
Write security: 3; Read security: 5
Selects the terminating resource type, either DIGITAL 64K or DIGITAL 56K.

REDIAL TIMER
Write security: 3; Read security: 5
Selects the time delay in seconds between redial attempts.
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RANDOMIZE TIMER
Write security: 3; Read security: 5
Enables/disables random delay added to the redial timer to avoid glare.

RETRY COUNT
Write security: 3; Read security: 5
Defines the number of redials to attempt.

OUTGOING CALLER ID
Write security: 3; Read security: 5
Defines the presentation of the calling party number for this endpoint.

SOURCE ID

Write security: 3; Read security: 5

Used to simplify the creation of a DIAL PLAN in applications where the crite-
rion for switching calls to a certain endpoint is a function of which endpoint
originated the call. For further details, see Source ID on page 11-14.

ROUTE INCOMING CALL

Write security: 3; Read security: 5

Used to define the method which incoming calls are associated to the
packet endpoints. This item can have three options:

USING INCOMING NUM
Endpoint selection based on the incoming number.

USING CALLING PARTY NUM

Selection based on the Call ID as presented by the calling party. If this
option is selected, the CALL PARTY NUMBER field is made available to
the interface configuration. This number allows you to configure the
calling part number used to select this packet endpoint.

CALL ROUTING TABLE

Read security: 5

This table is only visible if GRouP is selected in the PRT/PEP field. The table
format changes, based on the selected routing option. See Figure 11-9,
below and Figure 11-10 on page 31. For each case, CALL PARAMS contain
OUTDIAL#, CALLER ID, and SOURCE ID.

g lablelZ2l/FPktkndpt

arams

tkndpt
1 “Fr:Link 1__D —
2 - [+]1

PktEndEt
| Fr:Link 3|

Figure 11-9. Call Routing Table for Routing Using Incoming Number
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PKTVOICE

SLOT/SvC

PORT/PEP

SIG

IN#ACCEPT

OuT#REJ

IFCE CONFIG

tkn
1 "Fr:[ink 1__D 76
2 Fr:Link 2 - ] [+]1

Calling Party Humber
[=a 1

Figure 11-10. Call Routing Table for Routing Using Call Party Number

The ATLAS 550 provides the same level of capability for packet-switched
voice as originally provided for circuit-switched voice.

IFCE CONFIGURATION (under DIAL PLAN > USER TERM or NETWORK TERM) sets
configuration parameters for the endpoint. These parameters vary by the
type of port selected. The following section describes the configuration op-
tions available for packet-switched voice (see Figure 11-11).

The first step in configuring the DIAL PLAN for packet voice is to select
NETWORK TERM or USER TERM. Refer to Connecting Packet Endpoints in Frame
Relay on page 11-28 for determining whether to use NETWORK TERM or USER
TERM. (See also Menus for Network Termination on page 11-33 and Menus for
User Termination on page 11-34.) Once this selection is made, a number of
fields become available. These fields are discussed in the following sections.

AILA% a5U/D1al PlanfHetwork lerm

Hetwork Ter H ot/Suc ort/PEF 19 Out#fccept UOut#Be ce Lonfi
[ "1 Pktlloice Fr:Link 1 HE§ [+1 [+]1 ____113111——1L—

ser lerm
Global Param

Figure 11-11. Packet Switched Voice Options
Write Security: 3; Read Security: 5
Select PKTVOICE as the service.

Write Security: 3; Read Security: 5
Select the port/packet endpoint that you want to configure.

Not used for packet voice.

Write Security: 3; Read Security: 5
Configured as defined in In#Accept on page 11-6.

Write Security: 3; Read Security: 5
Configured as defined in Out#Rej on page 11-8.

Write Security: 3; Read Security: 5
Provides interface configuration parameters (see Figure 11-12).
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FIILFIb th!IJlaJ. I’lan!Netuork lermL1l/lntertace Lonfiguration
)

Uoice Port

Conflict Report 114

Uoice Compression G.723.1 6.3K
Silence Suhpr9551on Enabled
Signaling Method E&M Immediate
Direct Inward Dialing Disable

Trunk number =

Strip HSD Hone

Source ID 0

Figure 11-12. Interface Configuration (Network Termination)

DLCI
Write Security: 3; Read Security: 5
Selects the appropriate DLCI for this dial plan entry.

VOICE PORT

Write Security: 3; Read Security: 5

Identifies the voice port address of the remote unit. FSU 5622s support
ports 1 and 2. A remote ATLAS supports ports 1 through 255.

CONFLICT REPORT

Read Security: 5

Provides a description of a conflict if it exists. Potential problems include
DLCI unavailable or Voice port already in use.

VoICE COMPRESSION

Write Security: 3; Read Security: 5

Selects the voice compression algorithm used by this endpoint. Older
ADTRAN 5622 FRADs use CCITT G.723.1 compression at 6.3 kbps. Newer
FRADs also support the proprietary NETCODER algorithm at 6.4 kbps.
Both endpoints must agree about the compression algorithm choice.

SILENCE SUPPRESSION

Write Security: 3; Read Security: 5

Reduces the total system bandwidth load by preventing ATLAS from send-
ing frames containing a special silence code during periods of silence. Both
endpoints must agree to use silence suppression. By default, silence sup-
pression is DISABLED. To prohibit silence frames from transmitting and to
decrease the total system bandwidth, ENABLE this feature.

SIGNALING METHOD

Write Security: 3; Read Security: 5

Selects the type of signaling that the remote port is configured to expect.
Available options include the following: E&M IMMEDIATE, E&M WINK, LOOP
START, and FEATURE GROUP D.

DIRECT INWARD DIALING

Write Security: 3; Read Security: 5

Defines whether or not Direct Inward Dialing (DID) is used by the remote
equipment. If DID is enabled, then the following options must be config-
ured for NETWORK and USER TERM configurations.
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Menus for Network Termination

DID DiGITS Write Security: 3; Read Security: 5
TRANSFERRED Defines the number of digits sent to the ATLAS 550 from the Network if
DIRECT INWARD DIALING (see page 11-32) is enabled.

DID PREFIX Write Security: 3; Read Security: 5
Defines to the ATLAS 550 the prefix digits which are not received as a part
of the DID number. The ATLAS 550 uses the combination of prefix and DID
number to determine the user endpoint that should receive the incoming
call. This field only displays if DIRECT INWARD DIALING is enabled.

TRUNK NUMBER  Write Security: 3; Read Security: 5
Determines which user endpoint should receive the incoming call when the
network connection does not provide DID digits. This field only displays if
DIRECT INWARD DIALING (see page 11-32) is set to Disabled, and NETWORK
TERM (see page 11-33) is selected.

STRIP MSD Write Security: 3; Read Security: 5
Strips a selected quantity (choose from NONE, 1, 2, and 3) of the Most Signif-
icant Digits (MSD) of a dialed number prior to being forwarded out of the
port.

Example:

A network port could be set to accept all calls beginning with 9 (9$) and
STRIP MSD set to 1. Then, all digits would be sent toward the network
except the leading 9.

(including the MSDs that are subsequently stripped) are used as

STRIP MSD does not affect CALL ACCEPT criteria. All of the digits
EE\ accept criterion.

SOuRCE ID Write Security: 3; Read Security: 5
Defines the source ID. Setting this menu item is optional.
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Menus for User Termination

DID DiGITS Write Security: 3; Read Security: 5
TRANSFERRED Defines the number of digits the ATLAS 550 is to send to the user equip-
ment. This field only displays if DIRECT INWARD DIALING (see page 11-32) is

enabled.
CALLER ID Write Security: 3; Read Security: 5
NUMBER Defines the number ATLAS uses to provide caller ID to the network for out-

going calls sent through this endpoint. This field only displays if DIRECT
INWARD DIALING (see page 11-32) is set to DISABLED, and USER TERM is
selected. Setting this menu item is optional.

SOURCE ID Write Security: 3; Read Security: 5
Defines the source ID. Setting this menu item is optional.
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Chapter 12 Updating Firmware

OVERVIEW

To provide feature enhancements in the future, ATLAS 550 supports firm-
ware updating by field personnel. Two transfer methods are available for
use in updating any modules that contain Flash memory, including the AT-
LAS 550 system controller. The first transfer method is via the ATLAS 550
Control/Chain In port using XMODEM protocol. The second transfer meth-
od is via the ATLAS 550 built-in Ethernet port using TFTP (Trivial File
Transfer Protocol). To simplify the update procedure, a common menu in-
terface is available for updating any upgradable module within the ATLAS
550 (see also Update Firmware on page 6-17). The following sections describe
the procedure for updating using either transfer method.

Please consult the appropriate ATLAS 550 module manual to
determine if the module supports Flash upgrading.
EE\ Users must use the supplied connector when using VVT-100 or

when doing any asynchronous Flash activity.

XMODEM FIRMWARE UPDATES

The ATLAS 550 supports firmware updating to any upgradable module us-
ing XMODEM transfer protocol via the base unit’s Control/Chain In port.
XMODEM is found in most PC communications software packages. To con-
figure the Chain In port’s data rate and other communication parameters,
consult Control/Chain In Port on page 2-4 and Control/Chain Out Port on page
2-5.

Ensure the communications software package being used has flow
control turned off.
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Updating Firmware using XMODEM

Before beginning this procedure,

« you must have a level 1 password for updating any module within
ATLAS 550. Please consult the ATLAS 550 administrator if you do not
know the password.

= you must obtain the appropriate update file for the particular module
from the ADTRAN web page, www.adtran.com, in the Support section.

< you may want to review Update Firmware on page 6-17.

Instructions for Updating Firmware Using XMODEM

Step

Action

Using a VT-100 terminal emulation communication software
package which contains XMODEM protocol support, log in to
ATLAS 550.

Select SYSTEM UTILITY / UPDATE FIRMWARE (see Figure 12-1).

le Slot
ilodul e ot Slot O
Module Tyﬂe HS tr
Transfer Hethod AMODEM

Restart Schedule Restart Immediately after lUpdate
Current Update Status Idle

Previous Update Status Has not been attempted

Begin Firmware Update {4

Figure 12-1. Update Firmware Menu Interface

Move the cursor to MODULE SLOT, and press Enter. Select the
appropriate module slot to update. To update multiple modules of
the same type, select ALL MODULES OF A TYPE from MODULE
SLOT.

(Only upgradable modules are displayed as choices for MODULE
TyPE when updating ALL MODULES OF A TYPE in the ATLAS 550.)

Select XMODEM for TRANSFER METHOD.

From RESTART SCHEDULE, select the time for the module to
perform a restart after completing the update process (see Restart
Schedule on page 6-18).

View CURRENT UPDATE STATUS to verify the progress of the
current firmware update or any errors encountered during the
download process (see Current Update Status on page 6-19).

Select BEGIN FIRMWARE UPDATE to start the update process. Enter
Y to confirm the transfer and to set up the module to receive the
XMODEM upload.

When ATLAS 550 is ready to receive the XMODEM upload, the
menu screen will clear and display Awaiting XMODEM Upload......
<CTRL-X>to Cancel. If this does not appear, please review the
steps above for possible configuration errors.

12-2
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Instructions for Updating Firmware Using XMODEM (Continued)

Step

Action

From the terminal emulation software, begin the XMODEM upload
by using the appropriate command sequence. (If necessary, refer
to your terminal emulation software documentation for help. Also,
when specifying the filename, ensure that the file transferred is the
one provided by ADTRAN; otherwise, the update will not complete
successfully.)

Because XMODEM data is being transferred in-band through the
menu interface, the VT-100 menus of ATLAS 550 will be
inoperable from the Control/Chain In port. You can cancel the
update at any time within the terminal emulation software. (Please
consult the documentation provided by the terminal emulation
software to determine how to do this.)

To update additional modules, begin at step 3 and repeat this
process.

When the update process has successfully completed, Idle displays in the
CURRENT UPDATE STATUS field and Module Update Complete displays in the
PRrevious UPDATE STATUS field. Either the module restarts immediately and
resumes operation, or it restarts at the specified time and day of the week—
depending on your selection.

If an error occurred during the update process, PREVIOUS UPDATE STATUS
displays an appropriate error message.

TFTP FIRMWARE UPDATES

ATLAS 550 supports firmware updates to any module via the Ethernet port
using TFTP from a network server. The network server must be capable of
supporting TFTP Server requests from the TFTP client within ATLAS 550.

Updating Firmware using TFTP

Before beginning this procedure,

= you must have a level 1 password to perform updates of any modules
within ATLAS 550. Please consult the ATLAS 550 administrator if this
password is not known.

= you must obtain the appropriate update file for the particular module
from the ADTRAN web page, www.adtran.com, in the support section.

= you must copy the update file provided by ADTRAN to a network serv-
er that supports TFTP Server requests. Record both the IP address of the
server and the full path location of the update file to be downloaded.
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Instructions for Updating Firmware Using TFTP

Step

Action

Using a Telnet program, log in to ATLAS 550.

Select SYSTEM UTILITY / UPDATE FIRMWARE (see Figure 12-2).

ATLAS 550/8ystem Utility/lUpdate Firmware/Hodule Slot
Update Firmware flodule ot Slot O
Update Status Hodule Tyﬁe s Ltr
Config Transfer Transfer Method AHODEM A
Restart Schedule Restart Immediately after Update
Current Update Status Idle

Preyious lpdate Status Has not been attempted

Begin Firmware Update <+r

System Utilization
Sustem Selftest
Ping

Figure 12-2. Update Firmware Menu Interface

Move the cursor to MODULE SLOT, and press Enter. Select the
appropriate module slot to update. To update multiple modules of
the same type, select ALL MODULES OF A TyPE from MODULE
SLOT.

(Only upgradable modules are displayed as choices for MODULE
TyPE when updating ALL MODULES OF A TYPE in the ATLAS 550.)

Select TFTP for the TRANSFER METHOD.

Enter into TFTP SERVER |IP ADDRESS, the IP address of the
network server that was recorded earlier.

Enter into TFTP SERVER FILENAME, the full path name and
filename of the update file that was recorded earlier.

From RESTART SCHEDULE, select the time for the module to
perform a restart after completing the update process (see Restart
Schedule on page 6-18).

View CURRENT UPDATE STATUS to verify the progress of the
current firmware update or any errors encountered during the
download process (see Current Update Status on page 6-19).

Select BEGIN FIRMWARE UPDATE to start the update process. Enter
Y to confirm the transfer and to set up the module to receive the
TFTP upload.

10

To update additional modules, begin at step 3 and repeat this
process.

Status Messages During Upload

During the TFTP upload process, various status messages display in Current
Update Status to indicate progress. Table 12-1 describes these messages.
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Table 12-1. TFTP Upload Messages

Message

Meaning

Contacting Server

Indicates communication with the TFTP Network Server is trying to be
established with the specified server address in the TFTP Server IP
Address field.

Beginning TFTP Transfer

Indicates communication with the TFTP Network Server has been
established and the update file is being transferred between ATLAS
550 and the TFTP Network Server.

Completed

Indicates the ATLAS 550 product successfully received the update file.

Error: File Not Found

Indicates the TFTP Network Server was unable to locate the specified
file name or path in the TFTP Server Filename field.

Error: Access Violation

Indicates the TFTP Network Server denied ATLAS 550 access to the
given update file name and path. Please verify appropriate user rights
are selected for the specified path.

Error: lllegal Operation

An unknown operation was detected by ATLAS 550 when transferring
the update file from the TFTP Network Server.

Error: User Aborted

Indicates the user selected Cancel Update to abort reception of the
update file from the TFTP Network Server.

Complete Upload

When the update process has successfully completed, IDLE displays in
CURRENT UPDATE STATUS, and MobDULE UPDATE COMPLETE displays in
PREVIOUS UPDATE STATUS. Either the module restarts immediately and
resumes operation, or it restarts at the specified time and day of the week—
depending on your selection.

Incomplete Upload

If an error occurred during the update process, PREVIOUS UPDATE STATUS
displays the appropriate error message (see Tabl e12-1). In this case, return
to step 3 and attempt the update process again. If the same error occurs, con-
tact ADTRAN Technical Support.

61200305L1-1

Downloaded from www.Manualslib.com manuals search engine

ATLAS 550 User Manual 12-5


http://www.manualslib.com/

Chapter 12. Updating Firmware

12-6 ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Chapter 13 SNMP Management

SNMP OVERVIEW

As local area network (LAN) environments became standardized over the
past ten years, multivendor equipment grew with competition. It became
necessary to manage various vendor equipment from a single control con-
sole. Simple Network Management Protocol (SNMP) emerged as the stan-
dard for managing commercial TCP/IP networks. The term SNMP broadly
refers to the message protocols used to exchange information between the
network management station and the managed devices, as well as to the
structure of network management databases.

SNMP BASIC COMPONENTS

SNIMP has three basic components: network manager, agent, and manage-
ment information base (MIB).

Network Manager

The network manager is a control program that collects, controls, and pre-
sents data pertinent to the operation of the network devices. It resides on a
network management station.

Agent

The agentis a control program that responds to queries and commands from
the network manager and returns requested information or invokes config-
uration changes initiated by the manager. It resides in each network device.

MIB

The MIB is an index to the organized data stored within a network device.
The MIB defines the operating parameters that can be controlled or moni-
tored. When the MIB requests the network manager to retrieve or modify a
particular piece of information about a network device, the network manag-
er transmits that request to the network device. The agent in that device in-
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terprets the incoming request, performs the requested task, and sends its
response to the network manager. The network manager collects all of the
data from the various network devices and presents it in a consistent form.

SNMP TRAPS

An SNMP trap is a message sent by a network device, such as the ATLAS
550, to report an operational anomaly or an alarm condition.

Trap Destination List

A trap destination list contains information about sites designated to receive
SNMP traps. You can configure this list via a Telnet session or the VT-100
terminal menu. The ATLAS 550 supports up to four trap destination lists. By
default, the destination list is empty.

Configuring a Trap Destination List via the Terminal Menu

To configure the trap destination list from the terminal menu, select
SYSTEM CONFIG/ISNMP/TRAPS DESTINATION. Enter the information similarly
to that shown in Figure 13-1. See also Traps Destination on page 6-11.

Figure 13-1. Traps Destination List

= |P Address is the address of the network management station to which
the ATLAS 550 sends the trap.

« Community is the trap community name used for the selected network
device.

= Trap Filtering is a record allowing you to assign thresholds to each cate-
gory of the ATLAS 550 events.
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Disabling Trap Generating Events

Standard Traps

You can disable trap generating events in three ways:

1. Disable TRAP TRANSMISSION. From the terminal menu, select SNMP
and set TRAP TRANSMISSION to DISABLED.

OR

2. Define trap thresholds to disable specific trap events. Refer to the
ATLAS 550 MIB in System Event Logging on page A-1 for a description
of each trap event supported by the ATLAS 550.

For example, consider the coldStart trap which is a system controller
event. If you defined for destination 0, a trap filtering threshold of
WARNING for the system controller, then the coldStart trap would not
generate to that destination because the coldStart trap severity level is
defined as NORMAL.

(Recall that each trap event has a severity level: DISABLED, INFORMA-
TIONAL, NORMAL, WARNING, MINOR, MAJOR, and CRITICAL.)

OR

3. Control certain traps through SNMP of specific MIB variables. These
variables are outlined in the remainder of this chapter.

RFC1213, or MIB I, defines the object type snmpEnabledAuthenTraps. If you
set this value to 2, the generation of the authenticationFailure trap is disabled.
This trap is enabled by setting snmpEnableAuthenTraps to 1. One possible rea-
son for an authentication failure would be an invalid community name in
the received protocol message. Table 13-1 describes the standard traps sup-
ported by ATLAS 550.

Table 13-1. Standard SNMP Traps

Index Trap Name Severity Description

0 coldStart Normal ATLAS 550 is such that its configuration may be
altered; this trap is generated on power up.

1 warmsStart Normal ATLAS 550 is reinitializing without altering its
configuration.

2 linkDown Warning One of the ATLAS 550 communication links has
failed.

3 linkUp Normal One of the ATLAS 550 communication links has
come up.

4 authenticationFailure | Informational | ATLAS 550 has received a protocol message that

has failed authentication.
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DS1 Traps

DS1 Alarm Traps

The ATLAS 550 supports RFC1406, the DS1 standard MIB, as well as the
ADTRAN DS1 MIB, an extension to RFC1406. The ADTRAN DS1 group al-
lows you to send traps for DS1 alarm failures (DS1 alarm traps) and perfor-
mance threshold crossing alerts (DS1 alert traps).

The ADTRAN DS1 extension MIB contains a DS1 Alarm Table which holds
entries that enable status bits to send an alarm trap. Each Alarm Table row
entry corresponds to a DS1 interface managed by the device. DS1 line status
is reported in the bit-encoded dsx1LineStatus object variable. Each trap rep-
resents a bit value equal to 1 change in the dsx1LineStatus. Table 13-2 de-
scribes the DS1 alarm traps supported by the ATLAS 550.

When enabled, the ATLAS 550 sends alarm traps to the each member of the
trap destination list upon detecting status bitchanges in dsx1LineStatus. Each
status change sets an event bit = 1 in the adDS1LineEvent variable in the DS1
alarm table. If you have previously set the corresponding enable bit in the
adDS1LineArm variable equal to one and if adDS1AlarmEnable = On, then the
ATLAS 550 sends an alarm trap message. A single alarm trap message may
report multiple event changes.

Clearing DS1 Alarm Traps

The ATLAS 550 clears the event bits after sending the trap message or send-
ing the response to a Get request for the adDS1LineEvent variable.

Table 13-2. DS1 SNMP Alarm Traps

Alarm

Severity Description

adATLAS550NoAlarm

Warning | No alarms are present.

adATLAS550RxYellow

Minor | The Far End is experiencing Red Alarm (a.k.a. Yellow Alarm).

adATLAS550TxYellow

Warning | The Near End is sending Loss Frame Indication (a.k.a. Yellow Alarm).

adATLAS550RXAIS Minor | The Far End is sending Alarm Indication Signal (a.k.a. Blue Alarm).
adATLASS550TXAIS Warning | The Near End is sending Alarm Indication Signal (a.k.a. Blue Alarm).
adATLAS550RedAlarm Major | The Near End is experiencing Loss of Frame (a.k.a. Red Alarm).
adATLAS550LOS Major | The Near End is experiencing Loss of Signal.

DS1 Alert Traps

The ADTRAN DS1 extension MIB contains the DS1 Alert Table which holds
entries that enable event bits to send an alert trap. Each Alert Table row en-
try corresponds to a DS1 interface managed by the device. A single alerttrap
may report multiple event changes.

RFC1406 also defines a series of Current and Total Alert threshold values.
You can enable the ATLAS 550 to send an Alert Trap to each member of the
trap destination list when accumulated error statistics exceed these
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threshold values. Table 13-3 describes the Alert Traps supported by the
ATLAS 550 for events that have occurred in the last 15-minute interval, and
Table 13-4 on page 13-6 describes the events occurring in the last 24-hour
interval.

Current Alert SNMP Traps

When one of the current alert thresholds is exceeded, the corresponding
event bit is set to 1 in the DS1 alert table variable, adDS1CurrentAlert. When
enabled, the ATLAS 550 sends alert traps to each member of the trap desti-
nation list upon detecting the status bit changes in adDS1CurrentAlert.

If you have previously set the corresponding event bit in the variable,
adDS1CurrentArm, equal to one and adDS1AlertEnable = On, then the ATLAS
550 sends an alert trap message.

Table 13-3. DS1 SNMP Current Alert Traps

Current Alert

Severity Description

adATLASS550CurrentES Warning | The current interval errored second threshold has been
exceeded.
adATLAS550CurrentSES Warning | The current interval severely errored second threshold has

been exceeded.

adATLASS550CurrentSEFS | Warning | The current interval severely errored framing second

threshold has been exceeded.

adATLAS550CurrentUAS Major | The current interval is unavailable.

adATLAS550CurrentCSS Warning | The current interval path code violations have been
exceeded.

adATLAS550CurrentLES Warning | The current interval line errored second threshold has been
exceeded.

adATLAS550CurrentCV Warning | The current interval line code violation threshold has been

exceeded.

Total Alert SNMP Traps

When one of the total alert thresholds is exceeded, the DS1 alert table’s cor-
responding event bit is set to 1 in the adDS1TotalAlert variable. If enabled,
the ATLAS 550 then sends alert traps to each member of the trap destina-
tion list upon detecting status bit changes in adDS1TotalAlert.

If you have previously set the corresponding enable bi tequal to one in the
adDS1TotalArm variable and adDS1AlertEnable = On, then the ATLAS 550
sends an alarm trap message.
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Table 13-4. Total Alert Traps

Total Alert Severity Description

adATLAS550TotalES Warning | The total interval errored second threshold has been exceeded.

adATLAS550TotalSES Warning | The total interval severely errored second threshold has been
exceeded.

adATLASS550TotalSEFS | Warning | The total interval severely errored framing second threshold
has been exceeded.

adATLAS550TotalUAS Major | The total interval unavailable second threshold has been
exceeded.

adATLAS550TotalCSS Warning | The total interval controlled slip second threshold has been
exceeded.

adATLAS550TotalPCV Warning | The total interval path code violations have been exceeded.

adATLAS550TotalLES Warning | The total interval line errored second threshold has been
exceeded.

adATLASS550TotalLCV Warning | The total interval line code violation threshold has been
exceeded.

Clearing DS1 Alert Traps

Far End Alert Traps

The ATLAS 550 clears the event bits after sending the alert trap or a response
to a Get request for the adDS1CurrentAlert variable. The ATLAS 550 clears
the current alert values at the beginning of a new 15-minute interval.Total
alert values are cleared at the beginning of a new 24-hour interval.

Current alert and total alert traps are near end events; however, the ATLAS
550 also supports current alert and total alert traps for the far end. Far end
alert traps are generated upon event bit changes in adDS1FarCurrentAlert
(for current alerts) and in adDS1FarTotalAlert (for total alerts).

Clearing Far End Alert Traps

Current and total far end alert traps can be disabled by setting the corre-
sponding enable bit equal to zero in the adDS1FarCurrentArm and the
adDS1FarTotal Arm variables, respectively.

Far end alert traps can also be disabled by setting adDS1AlertEnable = Off.
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OVERVIEW

ADTRAN delivers several PC software utilities along with the ATLA S550.
These utilities are located on the three diskettes that came with your ship-
ment. They also include MIB files (located in the MIB directory).

Review the readme file (Readme.txt) for the latest information
about the utilities.

The utilities make interfacing with the terminal menu and transferring con-
figuration files to and from TFTP Servers easier. The utilities all run on Mi-
crosoft Windows 3.1 or higher. The following sections describe the Syslog,
Telnet, VT-100, and TFTP Server utilities.

SYSLOG HOST DAEMON

The SysLog Host Daemon allows remote monitoring, collecting, and log-
ging of ATLAS 550 events in realtime. This information can be useful during
installation setups and/or troubleshooting.

To use this utility, you must configure the remote ATLAS 550 (using a Telnet
or VT-100 connection) with destination IP address of the PC to which you
want to transmit SysLog messages; i.e., the IP address of the PC running the
SysLog host utility.
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SysLog GUI
Figure 14-1 shows the SysLog Host GUI. The conventional Menu Bar is de-
scribed beginning on page 14-3 (see also Figure 14-2 on page 14-3). Other
features are described here.
File Display LogFiles Help
System Mame
FHTER: [ ALLADTRAN SYSTEMS » =] Senee | St | Fart |
! =]
" LOCALD
O LOCALT
" LOCALZ
" LOCALZ
" LOCAL4
" LOCALS
" LOCALE
" LOCALF
| f
Figure 14-1. ATLAS 550 SysLog Host GUI
Monitor
The MoONITOR feature allows all SysLog messages to be pre-filtered by Svs-
TEM NAME, SOURCE, SLOT and PORT before displaying these messages to the
user and logging the message to the pre-designated monitor log file.
System Name Select from pull-down menu.
Source Provides var-
ious filter op- ATLAS [ Expross
tions for the Source Options
ATLAS 550. [% System Controller [% CC-E
[® Switchboard [® Frame Relay
% M 56/64 [® Resource Usage
X Async-232 [ Debug Frint
[ T1 [® Firmware Update
T3 [* A5 Stack
[% Ethernet [® L2-Formatted Messages
[% ISDN Events [® todem 56K-16
% L2-Messages [* DP Outgaing Signalling
[X CC-Messages
Lancel Ok
Slot Select applicable slots (0—4).
Port Select applicable port range.
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Menu Bar

The SysLog Menu Bar provides common functions. The menu tree shown in
Figure 14-2 shows the structure.

File

Enable

Disable

Display

Exit

Set Buffer Size

Limit

Log Files

Set Display Font

Font

Font Style

Clear Display

Size

Erase Log File

Local0

Define RED Events

Local8 (Monitor)

Critical

Major

Minor

SysLog

Help

Properties

Warning

Normal

Info

Local0

Clear RED Events

Local7

Critical
Major
Minor

Priority Level

Contents

Warning
Normal

Info

Alert Action Popup

IP Status

FILE

About SysLog

File Size

Figure 14-2. SysLog Menu Tree for the Menu Bar

Enables, disables, and exits the SysL.og Host program.
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DISPLAY Sets the buffer size and display font. Also, clears the display.

LOG FILES Erases log files, defines Red events, sets priorities and action to be taken
when an event occurs, and clears Red events. (See Define RED Events in the
following paragraphs.)

ERASE LOG FILES The SysLog utility, by default, stores all messages of a certain priority in a
specified local log file or facility. These files are named LOCALO.txt,
LOCALL.txt, LOCAL2.TXT, and so on. To erase the file, click on this menu.

DEFINE RED EVENTS The Red events feature allows the user to predefine a
message priority condition so that if the condition oc- Highlight facilties red on:

curs, the file is highlighted in red. In the figure shown ) _
here, any LOCALO through LOCAL?7 facility becomes ootz i
highlighted in red if a CRITICAL, MAJOR or MINOR mes- | | Msor [ Moml

sage is received. This feature allows a user to quickly lo- | | ™" i
cate problem units during troubleshooting.
ok
PROPERTIES When you click on PROPERTIES, w Sot Facility Filters WE|
the SET FACILITY FILTERS dialog
box opens, allowing you to speci- [ tocas T tocer ]

[ tocets |  tocas | LOCALS
tocao | locell | Locae

fy what types of messages will be
logged to an ASCII text file. In the

example shown here, all SysLog Priority Level Alett Action
event messages of NORMAL and Wil @il [ Popup
above (i.e., CRITICAL, MAJOR, MI- LA
NOR and WARNING) will be logged. | @i e |
INFO (debug) messages will be B
blocked. In this example, if the log _ _

Alert on startup if any log file exceeds 20 K

file exceeds 20K, SysLog alerts the
user on startup to this fact. Also,
from this box, you can set the alert
action.

Lancel |

CLEAR RED EVENTS Click this item to clear all predefined RED events.

HELP Opens the help files, reports on the IP status, and provides information on
SysLog version number.
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TELNET UTILITY

The Telnet utility delivered with the ATLAS 550 provides enhancements to
standard Telnet programs that make it easier to work with ATLAS 550 op-

tions.

Access the Telnet program remotely through the Ethernet port. For a de-
tailed description of how to work with the Telnet program, refer to Navigat-
ing the Terminal Menus on page 5-1. For a detailed description of the Telnet
interface, see Figure 5-1 on page 5-1. If you need help setting up the
ATLAS 550 for a Telnet session, refer to Using The Terminal Menus on page

3-1.

The Telnet menus include SEsSION, EDIT, OPTIONS, CAPTURE, and HELP (see
the menu tree in Figure 14-3).

Host Name
Connect Port
Session |Disconnect Edit Entry
Transfer Cfg Add New
Exit Delete
Connect
Edit Copy
Paste
Background
Telnet |Options |Colors Bold
Local Echo Text

Capture

Auto Repeat

File

Buffer Size

Help

Save Buffer As

Screen Capture

Contents

IP Status

About

Start Cfg Capture
Stop Cfg Capture

Express Feature Only

Figure 14-3. Telnet Menu Tree
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SESSION Click on SESSION to open the Telnet session.

CONNECT Opens dialog box for F—
setting HOST NAME and. | o, vome: Edi Enty
PORT parameters for a 2
Telnet session. Also lets 1ot = adanen |
you EDIT ENTRY, ADD Cancel Delete
NEw entry, and DELETE
stored entries. When the parameters are set, click CONNECT to make the con-
nection. Click CANCEL to end the session.

HosT NAME Accepts and stores host names. You may either enter a name, an IP address,
or a domain name directly from this field. Click on the drop-down arrow to
display a complete list of previously stored host names.

PORT Provides several port options. You may enter port numbers directly into this
field to connect to non-standard ports or select the drop-down combo-box to
display the following options:

TELNET Establishes a Telnet session

EcHo Provides a loopback for troubleshooting

DISCARD Bit bucket; discards data

DAYTIME Returns the time

CHARGEN  Displays as a unique character stream; used for self-tests

EDIT ENTRY Changes either the unit name or  [PrFrrm WE 5
the IP address of each host. Press Uit N _
either Tab, Return, or a period (.) SRk S onole Host Machine B
after each number in the IP ad- IPAddress: [19g | [79  [126 [23 =~ [ UseDNS
dress to move to the next field. If Remote Port:  [telnet ]
you press Return or (.) while the
cursor is located in each IP field, oK | Cancel _ |
that field entry is deleted.

ADD NEW Prompts you for the same information as the EDIT ENTRY dialog box for new
host. When enabled, the Use DNS (Domain Name Server) feature allows us-
ers to request DOMAIN Look Up via a DNS server on the network, rather than
specifying an IP address. The name then appears in the HosT NAME field.

DELETE Removes a host name from the list; simply select the host name you want to
remove, and, at the prompt, click DELETE.

CONNECT Establishes the Telnet session.
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DISCONNECT

TRANSFER CFG

EXIT

EDIT

OPTIONS

COLORS

LocAL ECHO

AUTOREPEAT

CAPTURE

FILE

START CFG
CAPTURE

Stop CFG
CAPTURE

BUFFER SIZE

SAVE BUFFER AS

SCREEN CAPTURE

Terminates the Telnet session. To re-establish the session, select CONNECT
from SESSION MENU or press Enter three times. This action restores the pre-
vious connection.

This feature is used with Express products primarily for sending configura-
tion files to the unit.

Ends the Telnet session and closes the Telnet screen.

Provides CorPY and PASTE commands.

Provides viewing alternatives for the terminal screen.

Three options change the color of the background window (BACKGROUND),
bold highlights (BoLD), and text (TEXT).

Echoes each character that you enter.

Repeats characters you select from the keyboard, if you hold down the key.

Provides options for capturing screen images.

Sends screen options data to a file in the format options listed below:

Used with the Express product line to start sending the scrolling screen cap-
ture to a file storage location.

Used with the Express product line to stop sending the scrolling screen cap-
ture to a file storage location.

Disables terminal window scroll bars when set to zero. (This is the normal
setting for ATLAS 550.) This number represents the number of lines to cap-
ture in the memory buffer.

Save screen capture to a file.

Copies the text on the current Telnet screen to the clipboard. You can open
any word processor and paste the clipboard contents into the program. This
option is helpful when debugging.

61200305L1-1
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HELP
CONTENTS
IP STATUS

ABOUT

VT-100 UTILITY

Provides on-line help for using the ADTRAN Utilities.

Opens the on-line help.

Displays the local port address and the status of the connection.

Displays version and owner information.

Use the VT-100 to configure an ATLAS 550 which is directly connected to a
PC. The VT-100 display is almost identical to the Telnet display. If you need
help setting up the ATLAS 550 for a VT-100 session, refer to Using VT-100
Terminal Emulation on page 3-1. VT-100 menus include SESSION, EDIT, PORT,
OPTIONS, CAPTURE, and HELP (see the menu tree in Figure 14-4).

Connect
Session  |Disconnect
File Transfer XMODEM CRC
Exit ASCII Cfg Files Send Cfg File
Edit Copy
Paste
Port Settings
Refresh Screen Transmit Wakeup
Connect Transmit Refresh
VT-100 Options Colors
Local Echo BackGround
Auto Repeat Bold
Text
File Start Cfg Capture
Capture Buffer Size Stop Cfg Capture
Save Buffer As
[Screen Capture
Help Contents
About

Figure 14-4. VT-100 Menu Tree
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SESSION
CONNECT
DISCONNECT

FILE TRANSFER

XMODEM CRC

ASCII CFG
FILES

EDIT

PORT

OPTIONS
REFRESH SCREEN

CONNECT

TRANSMIT
WAKEUP

TRANSMIT
REFRESH

Opens VT-100 terminal emulation session.
Opens a specified serial port for a VT-100 session.
Closes a specified serial port at the end of a VT-100 session.

Uploads and downloads files to and from an ATLA S550.

Selects the XMODEM file transfer protocol.

Selects ASCII transfer mode. Primarily used for configuration transfers for
the Express products.

Identical to the Telnet EDIT menu (see Edit on page 14-7).

Changes serial COM port SETTINGS. Provides data

. [EaPort settings — MBIES |
rate settings from 300 to 57600 bps.

Fart: lm
Data Rate: lm
Parity: lm
D ata Bits: m
Stop Bits: m

Lancel |

Provides terminal screen commands.
Redraws the screen.

Provides the options TRANSMIT WAKEUP and TRANSMIT REFRESH.

Provides a control sequence that puts the ATLAS 550 Control Port online in
terminal mode.

Provides a control sequence to automatically refresh the screen when con-
necting. (This is the default setting for the ATLAS 550.)

61200305L1-1
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COLORS Identical to the Telnet CoLORS menu (see Colors on page 14-7).

LocAL EcHO Echoes each character that you enter.

AUTOREPEAT Repeats characters you select from the keyboard if you hold down the key.
CAPTURE Identical to the Telnet CAPTURE menu (see Capture on page 14-7).

HELP Provides on-line help and information about the version number.
CONTENTS Opens on-line help.

ABOUT Displays version and owner information.

TFTP SERVER UTILITY

The TFTP Server utility transfers ATLAS 550 configuration files to and from
a TFTP Server (see Figure 14-5 on page 14-11). You can install this program
on a PC running any version of Microsoft Windows. The configuration of an
ATLAS 550 can be saved offline as a backup file. The saved file may also be
used to send the same configuration to multiple ATLAS 550 units. Transfer
configuration files using the TFTP protocol (a TCP/IP user protocol) via the
Ethernet port. The ATLAS 550 must have a valid IP address, subnet mask,
and default gateway (if required), and be connected to an Ethernet network
before proceeding. Figure 14-6 on page 14-11 shows the TFTP Server inter-
face.

Files must be placed in the Application directory where you
installed the product. Received files are also placed here.
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SERVER

ENABLE

DISABLE

ABORT

Enable
Server Disable
Abort
Exit

TFTP Server ...to Clipboard
Print Log ...to Printer
Clear Log

Help Contents
About

Figure 14-5. TFTP Server Interface Menu Tree

% Atas TFTP Server I B3
Server PrintLog Help

Status:  OPEM. Port 69, mholder. adtran. com - At

o 172.22.32.43 . Max UDP Packet: 65467
w‘. bytes

% XMIT
Complete

A

Log:

Server ready. ﬂ

Figure 14-6. TFTP Server Interface

Only one configuration transfer session (upload or download) may be active
atatime. The TCP/IP parameters are not saved or overwritten as part of an
ATLAS 550 unit’s transferred configuration to allow sending identical con-
figurations to multiple units. When you start this program, a port is auto-
matically opened.

Provides ENABLE, DISABLE, ABORT, and EXIT options.

Enables the TFTP Server. The IP address displays in the STaTus field and
“Server Ready” displays in the Log field.

Disables the TFTP Server. When you select this option, the message “PORT
CLOSED” displays in the Status field and “Port Closed” displays in the Log
field.

Terminates a transfer that is in progress.
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EXIT

PRINT LOG

...TO CLIPBOARD

...TO PRINTER

CLEAR LOG

HELP
CONTENTS

ABOUT

STATUS FIELD

METER FIELD

LOG FIELD

Terminates active transfers and closes the TFTP window.

Provides print options.

Copies the information in the Log field to the clipboard. You can then open
any word processor and paste the information into the program for review.

Sends the information in the Log field to the default printer.

Deletes the information stored in the Log field.

Provides on-line help and version information.
Opens on-line help.

Displays version and owner information.

This field displays general information about port and transfer status. This
field is read-only. The unlabeled field in the center of the screen displays
prompts about the status of active transfers, such as bytes transferred and re-
ceived.

The XMIT meter provides a visual record of the transfer process.

This field displays a record of all of the events that occur during the time the
TFTP Server is enabled. Use the scroll bar to move up and down the list. To
clear the information in this field, from the PRINT LOG menu, select CLEAR
Loa. Save this information to a file before deleting it with the ...To CLIP-
BOARD command.
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Saving the Current Configuration to a TFTP Server

Before trying to save a configuration, ensure that the TFTP Server is running.
If you are using the ADTRAN TFTP Server program, the server automatical-
ly enables when you start the program. Also, please note the following:

= Alevel 3 or better password is required for a configuration download—
the same level required to modify most configuration parameters.
Please consult the ATLAS 550 administrator if level 3 access is not avail-
able.

= Some TFTP Servers constrain filename formats. For example, a TFTP

Server running on a PC under any platform may only permit 8.3 format
filenames (8 characters, period, and three extension characters).

To save the current configuration, follow these steps:

Instructions for Saving the Current Configuration

Step

Action

Use Telnet and log in to the ATLAS 550 for which you want to save
the configuration file.

Select the SYsTEM UTILITY menu, then the CONFIG TRANSFER
menu.

Set the TFTP Server IP Address to the IP address of the machine
running the TFTP Server program. (If you are using the ADTRAN
TFTP Server, the IP address displays in the Status field.)

Change the TFTP Server filename to a unique filename for saving
the configuration file to the remote server. (Enter the complete
directory path to the file.)

Move to the SAVE CONFIG REMOTELY button and press Enter.
Press Y to confirm the transfer request.

Successful Transfer

The PREVIOUS TRANSFER STATUS field indicates success or failure of the
transfer. If successful, the field reads TFTP Download Complete, and the CuRr-
RENT TRANSFER STATUS field displays Idle. The file is now present on the
TFTP Server. (For the ADTRAN TFTP Server, it is stored in the installation
directory or the directory you specified.)

CAUT

TFTP is not secure. No passwords are required for client access.
Anyone can access files through the IP port on the server machine if
they know the target file’s name. For security purposes, close this
utility as soon as you have finished using it.

Unsuccessful Transfer

There are various reasons why a configuration download may fail. For ex-
ample, the server may not allow the specific filename to be created or over-
written, the specified directory path may not be valid, or there may not be
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sufficient disk space on the remote server for the new file (although config-
uration files are not normally large). A specific error message displays when
the transfer is unsuccessful.

Also, a TFTP Server may not be available at the configured IP address. If the
TFTP Server cannot be contacted, the download attempt will timeout in ap-
proximately 20 seconds. Remember to direct transferred files to the Applica-
tion directory.

Retrieving the Configuration from a TFTP Server

Before trying to retrieve the configuration, ensure that a TFTP Server is run-
ning on a remote machine. If you are running the ADTRAN TFTP Server
program, the server is automatically enabled when you start the program.

Also, a level 3 or better password is required for performing a configuration
upload. Please consult the ATLA S550 administrator if level 3 access is not
available.

Instructions for Retrieving a Configuration from TFTP Server

Step Action

Use Telnet to log in to the ATLAS 550 to which you want to upload
a configuration file.

Select the SYSTEM UTILITY menu, then the CONFIG TRANSFER
menu.

Set the TFTP Server IP Address to the IP address of the machine
3 |running the TFTP Server program. (If you are using the ADTRAN
TFTP Server, the IP address displays in the Status field.)

Change the TFTP Server filename to the filename of a previously
4 | saved configuration you wish to load. (Enter the complete
directory path to the file.)

Move to the LoOAD AND UsSe CONFIG button and press Enter to
5 | proceed with the transfer. Respond with Y to confirm the transfer
request.

The ATLAS 550 reboots immediately after a configuration
CAUT successfully loads. No additional confirmation is requested, and any

online sessions are terminated.
/

The CURRENT TRANSFER STATUS field indicates the transfer progress. If the
upload succeeds, the unit automatically reboots and runs using the new con-
figuration. If the upload fails, an error message displays in the PREVIOUS
TRANSFER STATUS field. If the TFTP Server cannot be contacted, the transfer
attempt times out in approximately 20 seconds.
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This appendix describes the entries that may be logged by the system event log. Of particular impor-
tance is the log event’s Category — this is the minimum severity level that must be set in order that the
event be logged.

Use caution when changing Categories from their default levels. If too many sources have their
Category values set too low, the number of messages being logged in a given period can be very
UT large. If too many messages are being logged too rapidly, system performance can be adversely
/ affected.

Most of the events discussed in the following tables are used primarily during troubleshooting and
should be turned off in normal operation;

« Table A-1, “System Event,” on page A-2

e Table A-2, “Switchboard Events,” on pag eA-3

= Table A-3, “Nx 56/64 Events,” on page A-3

e Table A-4, “T1 Events,” on page A-4

e Table A-5, “Ethernet Events,” on page A-5

= Table A-6, “ISDN Events,” on page A-5

e Table A-7, “ISDN Cause Code Events,” on page A-7

e Table A-8, “Cause Code Log Entry Location Designations,” on page A-9
= Table A-9, “ISDN L2 Messages,” on page A-9

e Table A-10, “ISDN Call Control Messages,” on page A-9

e Table A-11, “Source: ISDN Information Elements,” on page A-9
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Table A-1. System Event

Event Category Console Log String
-24 V power supply is functioning normally  Critical “-24 V Power Failure Cleared”
again
-24 V power supply is not operating properly Critical “-24 V Power Failure”
-58 V power supply is functioning normally  Critical “-58 V Power Failure Cleared”
again
-58 V power supply is not operating properly Critical “-58 V Power Failure”
ACO switch pressed Minor ACO Switch pressed
Alarm detected on External Alarm Monitor ~ Minor External Alarm Detected
ATLAS configuration file loaded into the Critical System Configuration Uploaded
system and activated
Console login failure? Minor Login Failure
Corrupted firmware Critical Firmware invalid
External alarm cleared Minor External Alarm Cleared
Flash download failed Critical Firmware update failed
Flash download successful Info Firmware update completed
Internal system temperature has cooled Critical >70 Internal Temperature Warning
below 70° C Cleared
Internal system temperature has cooled Critical >85 Internal Temperature Warning
below 85° C Cleared
Internal system temperature is greater than  Critical >70C Internal Temperature Warning
70° C
Internal system temperature is greater than  Critical >85C Internal Temperature Warning
85° C
Module found Info Module Found
Module removed or not responding Warning Module Not Responding
Neither the primary nor the backup are valid Minor Timing source changed to Internal
SNMP authentication failure® Info SNMP Authentication Failure
System cold start® Normal Cold
The primary source is not Backup valid Minor Timing source changed to Backup
The timing source changed to primary Minor Timing source changed to Primary
Unable to program module Minor Not responding to programming

a. Three consecutive login attempts were attempted and failed.

b. Generated if the ATLAS receives an SNMP request from an SNMP manager defined in theATLAS SNMP com-
munities list but with a community name that does not match the community name defined in the SNMP commu-
nities list.

c. Generated five seconds after the completion of system initialization.
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Table A-2. Switchboard Events

Call rejected®

Call successfully routed Normal

Event Category Console Log String
Call rejected? Warning  <number> rejected: No such number
Call rejected® Normal <number> rejected: Outgoing reject list
Normal <number> rejected: Busy

<number> accepted: <slot> <port>

a. No such number in dial plan.

b. Number is on outgoing reject list.

c. All endpoints busy.

Table A-3. Nx 56/64 Events

Event Category Console Log String
511 Test Pattern Activated Warning Nx 56/64 511 Test Pattern Active
511 Test Pattern Deactivated Warning Nx 56/64 511 Test Pattern Cleared
Bilateral Loopback Activated Warning Nx 56/64 Bilateral Loopback Active
Bilateral Loopback Deactivated Warning Nx 56/64 Bilateral Loopback Cleared
Clock Slip Alarm Active Major Nx 56/64 Clock Slip Alarm Active
Clock Slip Alarm Cleared Major Nx 56/64 Clock Slip Alarm Cleared
CTS Asserted Information  Nx 56/64 CTS Asserted
CTS Dropped Information  Nx 56/64 CTS Dropped
DCD Asserted Information  Nx 56/64 DCD Asserted
DCD Dropped Information  Nx 56/64 DCD Dropped
DTR Asserted Information  Nx 56/64 DTR Asserted
DTR Dropped Information  Nx 56/64 DTR Dropped
Excessive Zeros from DTE Warning Nx 56/64 Excessive Zeros Alarm
Excessive Zeros condition cleared Warning Nx 56/64 Excessive Zeros Alarm Cleared
External Clock Alarm Major Nx 56/64 External Clock Alarm Active
External Clock Alarm Cleared Major Nx 56/64 External Clock Alarm Cleared
PLL Alarm Active Major Nx 56/64 PLL Alarm Active
PLL Alarm Cleared Major Nx 56/64 PLL Alarm Cleared
RTS Asserted Information  Nx 56/64 RTS Asserted
RTS Dropped Information  Nx 56/64 RTS Dropped
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Table A-4. T1 Events

Event Category Console Log String
Blue Alarm Cleared Major T1 Blue Alarm Cleared
Blue Alarm Set Major T1 Blue Alarm Active

Current T1 Controlled Slip Seconds Threshold Exceeded Warning  T1 Curr CSS Thrs Exceeded
Current T1 Errored Seconds Threshold Exceeded Warning T1 Curr ES Thrs Exceeded

Current T1 Line Code Violations Threshold Exceeded Warning  T1 Curr LCV Thrs Exceeded
Current T1 Line Errored Seconds Threshold Exceeded  Warning  T1 Curr LES Thrs Exceeded
Current T1 Path Code Violations Threshold Exceeded Warning  T1 Curr PCV Thrs Exceeded

Current T1 Severely Errored Framing Seconds Threshold Warning  T1 Curr SEFS Thrs Exceeded
Exceeded

Current T1 Severely Errored Seconds Threshold Warning T1 Curr SES Thrs Exceeded
Exceeded

Current T1 Unavailable Seconds Threshold Exceeded Warning  T1 Curr UAS Thrs Exceeded

D Channel Alarm Cleared Major T1 D Channel Alarm Cleared
D Channel Alarm Set Major T1 D Channel Alarm Active
Line Loopback Active Warning T1 Line Loopback Active
Loopback Cleared Warning  T1 Loopback Cleared

LOS Alarm Cleared Major T1LOS Cleared

LOS Alarm Set Major T1 LOS Active

Payload Loopback Active Warning  T1 Payload Loopback Active
Red Alarm Cleared Major T1 Red Alarm Cleared

Red Alarm Set Major T1 Red Alarm Active

Total T1 Controlled Slip Seconds Threshold Exceeded Warning  T1 Total CSS Thrs Exceeded

Total T1 Errored Seconds Threshold Exceeded Warning T1 Tot ES Thrs Exceeded

Total T1 Line Code Violations Threshold Exceeded Warning  T1 Total LCV Thrs Exceeded
Total T1 Line Errored Seconds Threshold Exceeded Warning  T1 Total LES Thrs Exceeded
Total T1 Path Code Violations Threshold Exceeded Warning  T1 Total PCV Thrs Exceeded

Total T1 Severely Errored Framing Seconds Threshold Warning  T1 Total SEFS Thrs Exceeded
Exceeded

Total T1 Severely Errored Seconds Threshold Exceeded Warning  T1 Total SES Thrs Exceeded

Total T1 Unavailable Seconds Threshold Exceeded Warning  T1 Total UAS Thrs Exceeded
Tx Blue Alarm Cleared Major T1 Tx Blue Alarm Cleared
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Table A-4. T1 Events (Continued)

Event Category Console Log String
Tx Blue Alarm Set Major T1 Tx Blue Alarm Active
Tx Yellow Alarm Cleared Major T1 Tx Yellow Alarm Cleared
Tx Yellow Alarm Set Major T1 Tx Yellow Alarm Active
Yellow Alarm Cleared Major T1 Yellow Alarm Cleared
Yellow Alarm Set Major T1 Yellow Alarm Active

Table A-5. Ethernet Events
Event Category Console Log String

Not enough memory for Ethernet driver

Critical Out of memory

Table A-6. ISDN Events
Event Category Console Log String
BRI LT configuration successful Normal Configured BRI as LT
BRI NT configuration successful Normal Configured BRI as NT
Call busy Information Call to <called number> declared busy after leaving
ATLAS
Call busy Information Call to <called number> refused: Busy
Call cleared Information Call to <called number> cleared from ATLAS end
Call connected Information Call to <called number> connected
Call disconnected Information Call to <called number> disconnected by far end
Call not accepted Information Call not accepted to <called number>: No channel
available
Call received Information Call to ATLAS: <called number> received
Call Rejected Normal Rejected an incoming call for an unregistered SPID
Call ringing Information Call to <called number> ringing
D Channel Down Major D channel is DOWN
D Channel Up Normal D channel is UP
Dialing number Information Dialing <called number>
Incoming call accepted Information Incoming call to <called number> accepted
Incoming call refused Information Incoming call to <called humber> refused
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Table A-6. ISDN Events (Continued)

PRI CO configuration successful Normal

PRI CPE configuration Normal
successful

SPID Failed Major
SPID Negotiation failed Major
SPID registered Normal
SPID Registration complete Normal
SPID Registration complete Normal

SPID Registration in progress Normal
SPID Registration in progress Normal
SPID Retry in progress Minor
SPID Unregistration attempted ~ Warning

Unknown SPID received Major

Event Category Console Log String

Incorrectly formatted IE Major <message>: Incorrectly formatted cause IE

ISDN line released Normal Released: No longer an ISDN line

No B channels for call Normal No outgoing B channel available for call to <number>

No BRI resources available Critical BRI configuration failed: No ISDN resources are
available

No Matching SPID found Warning No SPID matches the call profile: <called number>
<call type>

No Matching SPID found Warning No SPID with free B channels matches call type:
<call type>

No PRI resources available Critical PRI configuration failed: No ISDN resources are

available
Configured PRI as central office emulator

Configured PRI as CPE

BRI NT: Spid <spid> was rejected

BRI NT: SPID Negotiations failed - resetting the link
BRI NT: Spid <spid> registered

BRI LT: All SPIDs registered

BRI NT: All SPIDs registered

BRI LT: Registering SPID <spid>

BRI NT Registering SPID <spid>

BRI NT: SPID Negotiations failed - Retrying

LT: Tried to call unregistered SPID <spid>

BRI LT: SPID <spid> received - NOT IN LIST

ISDN CAUSE CODES

In addition to the above events, certain recognized ISDN cause codes are
sent to the event log from the ISDN message facility. Table A-7 lists the
codes applicable to the ATLAS 550 and the minimum category required for
logging the cause code event.
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Table A-7. ISDN Cause Code Events

Cause Code Event

Category Code

ACCESS_INFO_DISCARDED Warning 43
BAD_INFO_ELEM Major 99
BEAR_CAP_NOT_AVAIL Minor 58
CALL_REJECTED Information 21
CAP_NOT_IMPLEMENTED Minor 65
CHAN_DOES_NOT_EXIST Major 82
CHAN_NOT_IMPLEMENTED Minor 66
CHANNEL_UNACCEPTABLE Information 6

DEST_OUT_OF_ORDER Information 27
FACILITY_NOT_IMPLEMENTED Major 69
FACILITY_NOT_SUBSCRIBED Minor 50
FACILITY_REJECTED Information 29
INCOMING_CALL_BARRED Minor 54
INCOMPATIBLE_DEST Major 88
INTERWORKING_UNSPEC Major 127
INVALID_CALL_REF Major 81
INVALID_ELEM_CONTENTS Major 100
INVALID_MSG_UNSPEC Major 95
INVALID_NUMBER_FORMAT Information 28
MANDATORY _IE_LEN_ERR Major 103
MANDATORY_IE_MISSING Major 96
NETWORK_CONGESTION Warning 42
NETWORK_OUT_OF ORDER Warning 38
NO_CIRCUIT_AVAILABLE Warning 34
NO_ROUTE Information 2

NO_USER_RESPONDING Information 18
NONEXISTENT_MSG Major 97
NORMAL_CLEARING Information 16
NUMBER_CHANGED Information 22
OUTGOING_CALL_BARRED Minor 52

61200305L1-1 ATLAS 550 User Manual A-7

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Appendix A. System Event Logging

Table A-7. ISDN Cause Code Events (Continued)

Cause Code Event Category Code
PRE_EMPTED Warning 45
PROTOCOL_ERROR Major 111
REQ_CHANNEL_NOT_AVAIL Warning 44
RESP_TO_STAT_ENQ Information 30
SERVICE_NOT_AVAIL Minor 63
TEMPORARY_FAILURE Warning 41
TIMER_EXPIRY Major 102
UNASSIGNED_NUMBER Information 1
UNSPECIFIED_CAUSE Information 31
USER_BUSY Information 17
WRONG_MESSAGE Major 98
WRONG_MSG_FOR_STATE Major 101

CAUSE CODE LOG ENTRIES

Cause Code IEs that are non-Q.931 (i.e., the Coding Standard field is not 0)
are logged with the following format:

<message> : <coding standard> code <cause code>
The coding standard field is one of the following: Reserved, National, or

Local. Each Cause Code IE log entry ends with a location designation.
Table A-8 on page A-9 shows these designations.
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Table A-8. Cause Code Log Entry Location Designations

Code Location

INOTL International network

INWK Network beyond internetworking point

LN Public network serving the local user
LPN Private network serving the local user
RLN Public network serving the remote user
RPN Private network serving the remote user
TN Transit network

] User

Table A-9. ISDN L2 Messages

Event Category Console Log String

ISDN Layer 2 (LAPD) Message? Information  <message contents>

a. Provides a hex dump of the entire LAPD frame.

Table A-10. ISDN Call Control Messages

Event Category Console Log String

ISDN Call Control Messages Information Host>>CC <tag><call ID> <message>

ISDN Call Control Messages Information CC>>Host <tag><call ID> <message>

Table A-11. Source: ISDN Information Elements

Event Category Console Log String

ISDN Information Element® Information  <message contents>

a. Provides a hex dump of the ISDN IE sent with a call control message.
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Appendix

B

OSI Model and Frame Relay
Technology Overview

OSI MODEL

This chapter discusses the OSI Model, Frame Relay Protocol, and Transpar-
ent Bit Oriented Protocol (TBOP).

The Open Systems Interconnection (OSI) model is an internationally accept-
ed standard for communication between multiple vendors’ communication
equipment. It relies on a seven-layer model to allow communication be-
tween communication equipment. Table B-1 describes these layers.

Table B-1. Seven-Layer OSI| Model

Layer

Title

Description

Layer 7  Application

Layer 6 Presentation

Layer 5

Layer 4

Layer 3

Layer 2

Layer 1

Session

Transport

Network

Data Link

Physical

Contains functions for end-user services. These include FTP, remote file
access, and network management. This is not the application, but the
interface.

Provides transparent communication by creating code and syntax
compatibility between systems.

Takes care of the communication facility provided by the transport layer
(layer 4). Allows sessions to be established, recovered, and terminated.

Provides some error correction and end-to-end flow control. Also decides
best route for the information being transmitted.

Determines the method for transmitting data and also deals with routing
the data between networks. Moves data based on addressing.

Deals with procedures and protocols for controlling the transmission line.
Provides some error detection and correction.

Deals with the electrical, mechanical, and functional control of sending
data over the transmission lines.

By defining standard interfaces between each of the seven layers, an individ-
ual layer only has to know about the interface to the layer above, to the layer
below, and to the same layer on the other end of the network. This interface
definition simplifies the process of networking.
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The Router and Frame Relay software in ATLAS involves layer 3 and layer 2
data processing. The OSI model is not limited to digital data networks, but
can be extended to such networks as the U.S. Postal Service. The examples
below should clarify the roles of the first three layers and how they interface
with each other. Example 1 relates the OSI model to the process of mailing a

letter.

Example 1: OSI Model Related to Process of Mailing a Letter
Upper Layers Letters and Advertisements
Layer 3 Network Envelopes and Boxes
Layer 2 Data Link | Mailbags
Layer 1 Physical Planes and Trucks

Send Process Receive Process
Person A writes a letter. Upper Layers | Person B reads the letter.
Person A places the letter in Person B opens envelope
an envelope, addresses it to and removes the letter.

Layer 3

person B, and puts envelope
in mailbox.
The envelope is collected The mailbag is opened and
from mailbox and placed Laver 2 the envelope is placed in
into a mailbag destined for Y person B’s post office box.
post office B.
A truck takes the mailbag Layer 1 The truck delivers the
and drives to post office B. mailbag to post office B.

Roads and

Interstates

Since the postal service specifies how mail is transferred between layers, the
person addressing the letter only needs to know the address of the person
receiving the letter to pass the letter down to the next layer. The letter writer
has no knowledge of the details of mailbags and moving letters between
post offices, but knows to place the letter in the mailbox so that the post of-
fice delivers the letter to the reader. The lower layers have no knowledge of
the letter, but take responsibility for getting it to the appropriate location.

B-2 ATLAS 550 User Manual 61200305L1-1

Downloaded from www.Manualslib.com manuals search engine


http://www.manualslib.com/

Appendix B. OSI Model and Frame Relay Technology Overview

Example 2:
Packet

OSI Model Related to Process of Moving Data

A more typical example of the OSI model involves moving a data packet

across an IP network.

Upper Layers

E-mail message

Layer 3

Network - IP/IPX

Layer 2

Data Link - Frame Relay/PPP

Layer 1

Physical - T1/DDS

FRAME RELAY

Virtual Circuits

Send Process Receive Process
Creates a data packet. Upper Layers |Data packet is processed.
Wraps the data in an IP The IP wrapper is
packet, specifies the IP removed and the data is
address of the far end Layer 3 then passed to the upper
computer, and determines the layers.
appropriate route.

The IP packet is placed inside The frame packet is

a frame relay packet with the Laver 2 unwrapped and the IP
appropriate DLCI and placed Y packet is sent to layer 3.
on the correct DS-1.

The frame relay packet is Layer 1 The frame relay packet is
placed in the appropriate removed and passed to
DSO0s. LEC and IXC |layer 2.

Frame relay is one of several layer 2 (data link) protocols that transport data
across a serial data network. These protocols also include Point-to-Point Pro-
tocol (PPP) and High-level Data Link Connection Protocol (HDLC). Frame
relay networks are composed of virtual circuits that connect customer loca-
tions. To reduce a customer’s overall monthly connection, multiple virtual
circuits could be delivered to the customer’s location over a single physical
connection.

Virtual circuits can be either permanent (PVC) or switched (SVC). PVC

bandwidths are determined when the circuitis ordered from the frame relay
provider. PVCs are always active, even when no data is being transmitted.
SVC bandwidths are created and used only when needed and allow for ne-
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gotiation of the bandwidth parameters during the circuit setup. SVCs are
currently unavailable from most frame relay providers, and ATLAS only
supports PVCs.

PVC Physical Connections

Figure B-1 illustrates three PVCs being delivered over one physical circuit.
The frame relay switch within the frame relay provider’s circuit makes a
physical connection for each PVC. Each of the PVCs could connect to a dif-
ferent physical location at the other end of the circuit. Figure B-2 illustrates
a frame relay network topology.

Figure B-1. Three Virtual Circuits in One Physical Circuit

B
il%
Frame Relay Frame Relay/Router
Network
A Virtual circuit X C

il‘% Q Virtual circuit Y ﬁ%

Virtual circuit Z
Frame Relay/Router

Frame Relay/Router

=

Frame Relay/Router

Figure B-2. Frame Relay Network using Virtual Circuits
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Data Link Connection Identifier (DLCI)

An address called a Data Link Connection Identifier (DLCI) uniquely iden-
tifies each of the virtual circuits in the frame relay network. A DLCI does not
address the equipment at the far end of the virtual circuit, but addresses the
next piece of frame relay equipment within the network. The next piece of
frame relay equipment now becomes responsible for transporting all frames
from the incoming port to the appropriate outgoing port.

Figure B-3 illustrates a network using DLCI assignments. In this example,
the router at site A sends a frame packet to site B, by placing the data on
DLCI 100. Knowing that all packets coming in DLCI 100 must go out DLCI
225, Frame Relay Switch A places the packets on DLCI 225 and sends them
out to Frame Relay Switch B. Frame Relay Switch B then takes the frame
packets from DLCI 225 and places them on DLCI 35 for delivery to the site
B router. From this example, you can see that each piece of frame relay
equipment only knows about the DLCIs local to it. Hence, you will hear
“DLCls only have local significance.”

B

=

Frame Relay/Router

A DLCI 100 DLCI 225 DLCI 35

./ —
\I = DLCI 200 L| DLCI 650

Frame Relay/Router

Frame Relay Frame Relay'\ P-C! 501

Switch A Switch B

@o

Frame Relay/Router

Figure B-3. Network Using DLCI Assignments

User-to-Network Interface

The interface between the customer and the frame relay switch is called the
User-to-Network Interface (UNI). Three different types of signaling can
transmit across this interface: LMI (Group of Four), Annex A

(ITU-T Q.933-A), and Annex D (ANSI T1.617-D). Unfortunately, due to sig-
naling differences among the three types, they are incompatible with one an-
other, and DLCI assignments vary among the three types. Table B-2 on page
B-6 and Table B-3 on page B-6 give the assignments for the three types.

Local Management Interface (LMI)

LMI is the standard published by the Frame Relay Consortium in 1990 to
create a defined interface on the UNI. The Consortium, composed of Cisco
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Systems, DEC, Nortel, and StrataCom, is commonly referred to as the Group
of Four.

Table B-2. LMI (Group of Four) DLCI Assignments

DLCI Use
0 Call control signaling channel.
1-15 Reserved for future use.
16-1007 Available for customer data.
1008-1022 Reserved for future use.
1023 LMI channel.

Annex A and Annex D

The International Telecommunications Union Telecommunication Stan-
dardization Sector (ITU-T) adopted Annex A as the interface standard for in-
ternational frame relay applications. The American National Standards
Institute (ANSI) modified the Frame Relay Consortium’s interface specifica-
tion and ratified it as Annex D—an interface standard for the United States.

Table B-3. Annex A and Annex D DLCI Assignments

DLCI Use
0 Carries frame relay signaling (LMI channel).
1-15 Reserved for future use.
16-991 Available for customer data.

992-1007 Management DLClIs for layer 2.
1008-1022 Reserved for future use.

1023 Higher layer protocol communication channel.

Committed Information Rate (CIR)

Customers can order a circuit with a guaranteed amount of bandwidth for
their virtual connections. This amount is called the Committed Information
Rate (CIR), and it defines how much bandwidth the customer is guaranteed
during normal network operation. Any data transmitted above this pur-
chased rate is discard eligible (DE) by the network. That is, this data can be
discarded in the event of network congestion.

The CIR can be thought of as the size of the virtual connection from end to
end. The CIR can be purchased in different increments up to the wire speed
of the slowest link. For example, if the circuit in Figure B-3 had T1 access

from site A to the frame relay network and a 56-kbps DDS line from site B to
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the frame relay network, the largest CIR available for purchase would be
56k. Although data could burst from site A to the frame relay network at the
full T1 speed of 1.536 Mbps, it would queue up in the frame relay network
until it could be sent across the 56-kbps DDS circuit. This queue could cause
network congestion.

Managing Network Congestion

If congestion becomes a problem within the network due to excessive data
being delivered from one of the sites, the frame relay switch attempts to flow
control the data by sending bits that notify network devices that transmis-

sions in the opposite direction are congested. These bits are called Backward
Explicit Congestion Notification (BECN) and Forward Explicit Congestion

Notification (FECN).

For example, if a frame relay switch begins to experience congestion, it sends

the upstream site a FECN and the downstream site a BECN. This notification

indicates to the frame relay equipment that the frame relay switch is experi-
encing difficulty and that the frame relay device should begin to flow control

its traffic.

Figure B-4 shows an example of FECN and BECN messages being transmit-
ted to the frame relay equipment when congestion occurs. Both ends are no-
tified that congestion is occurring within the switch. You might wonder why
the receiving end should receive notification of congestion and then flow
control its data when the other end is causing the problem by sending large
amounts of data. Flow control is used by the receiving end so that upper lay-
er acknowledgments from the destination slow down, thereby reducing the
amount of data being transmitted from the source.

Data Destination

Switch Congestion
Data Source BECN

¢

Frame Relay/
Router

Frame Frame
Switch Switch
. E
Frame Relay/Router
Figure B-4. Network Congestion and Flow Control
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This overview is not intended to be all inclusive of the operation
% of a frame relay network. It is intended to help simplify the frame

relay configuration within the ATLAS 550.

TBOP

Transparent Bit Oriented Protocol (TBOP) is an ADTRAN-proprietary
protocol that is used to transmit HDLC-formatted traffic across the frame
relay network. TBOP allows the transportation of protocols “unknown” to
the ATLAS 550 to be encapsulated in frame relay and sent to a remote
location via frame relay. This protocol can be useful in transporting other
vendors’ proprietary protocols across the WAN.

The ATLAS 550 accepts HDLC-formatted data on one of the V.35 or T1 ports
and forwards that data across a frame relay network to another ATLAS or
an ADTRAN frame relay device (for instance, if the ATLAS 550 is
communicating with an 1Q product).
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This chapter provides step-by-step examples to help you configure your AT-
LAS 550 for frame relay. Figure C-1 illustrates an ATLAS 550 configured to
support packet data.

| e e

Port Endpoint 2 P

Router

] Pkt | T1

| Endpoint 1 Port Frame Relay

Network

SNA

NX Pkt
» — _—
EI = Port Endpoint 3

SNA Router

Figure C-1. ATLAS to Support Packet Data Configuration

The general procedure for configuring the ATLAS 550 depicted in Figure C-1
is as follows:

1. From PACKET MANAGER/PACKET ENDPNTS/CONFIG, create three packet
endpoints.

2. From PACKET MANAGER/PACKET CNCTS, make the IP and SNA protocol
connections.

From DEDICATED MAP, connect the packet endpoints to the physical ports.

EXAMPLE 1: IP ROUTING NETWORK—ATLAS 550 AS THE
CENTRAL-SITE ROUTER

Example 1 (see Figure C-2 on page C-2) depicts a typical IP routing network
using an ATLAS 550 as the central-site router. A TSU 100e with a router
module is located at each of the two remote sites, and an FSU with an
external router is located at a third site. The central-site ATLAS 550
terminates a full T1 frame relay connection from the XYZ service provider,
and the internal router terminates the IP traffic. To re-create this example,
follow the process that follows.
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Step 1

Step 2

Step 3

. Atlanta

TSU 100e
with router module

ATLAS 550

XYZ Public
Frame Relay,

TSU 100e
with router module

Figure C-2. IP Routing Network with ATLAS 550 as the Central-Site Router

From PACKET MANAGER/PACKET ENDPOINTS/CONFIG, create the packet end-
point (see Figure C-3).

Figure C-3. Menu for Creating Packet Endpoints

From PACKET MANAGER/PACKET ENDPOINTS/CONFIG/SUBLINKS, create three
sublinks or DLCIs for frame relay (see Figure C-4).

AILAS SYhU/Facket Mana-er!Facket tndunts!Lontl-l1J!buh11nks

onfig Name burst onf1
ub 1n H| 1 Boston 1D1 i +
2 Chicago 102 384 0 [+]
3 Hew York 103 384 0 [+]

Figure C-4. Menu for Creating Sublinks or DLCIs

From PACKET MANAGER/PACKET CNCTS, connect the IP traffic to the internal
router (see Figure C-5).

HILHb bull/Facket Manager!Facket Lncts

Facket Endpnts 1 ublin

Fr: ExampI Boston Houter Hot used TP

rame Helay 1) 2 Fr:Exampl Chicago Router Hot used IP H/R
3 Fr:Exampl Hew York Router Hot used 1P H/R

Figure C-5. Menu for Connecting IP Traffic to Internal Router

C-2
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Step 4 From DEDICATED MAPS/CREATE/EDIT MAPS/CONNECTS, attach the packet
endpoint to the appropriate physical interface (see Figure C-6).

AILAYS th!Dedlcated lllas!l..reate!l:dlt lllasl1J!l..onnects
i t rt ro

Figure C-6. Menu for Attaching Packet Endpoint to Physical Interface

Example 2: IP Routing Network—External Routers

Example 2 (see Figure C-7) depicts an IP network with external routers. An
ATLAS 550 is located at the central site. A TSU 100e with an external router
connected to an Nx56/64 module is located at each of two remote sites, and
an FSU with an external router is located at the third remote site. At the cen-
tral site, ATLAS 550 terminates a full T1 frame relay connection from the
XYZ service provider and switches the PVCs to the external router. To re-
create this example, follow the process discussed below.

: Atlanta

New York 1—-

Router

ATLAS 550

Figure C-7. IP Network With External Routers

Step 1 From PACKET MANAGER/PACKET ENDPOINTS/CONFIG, create the packet end-
points (see Figure C-8).

t
FFEEE_FEI__ T_]__g T+ —
onfig 2 Server Frame Helay [+]1 [+1 -

Figure C-8. Menu for Creating the Packet Endpoints
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Step 2

Step 3

Step 4

Example 3:

From PACKET MANAGER/PACKET ENDPOINTS/CONFIG/SUBLINKS, configure
the sublinks for both packet endpoints. For simplicity, use the same DLCI
number going to the server as going to the frame relay network (see Figure
C-9 and Figure C-10).

MIEMIE| 1 Boston 16 i
2 Chicago 17 384 0
3 Hew York 18

Figure C-10. Menu for Configuring Packet Endpoints (2) Sublinks

Make the packet connections (see Figure C-11).

HILHb bull/Facket Manager!Facket Lncts

Facket Endpnts 1 ublin PEF

P Fr: ExampI Boston Fr Seruer S_Boston
Fr:Exampl Chicago Fr:Server § Ehlcago Aall N/ R
Fr:Exampl Hew York Fr:Server S_Hew Yor All H/R

.‘
=3
2
o
m
o
=
[P

Figure C-11. Menu for Making the Packet Connections

Connect the packet endpoints to the physical port. The server connects to an
Nx56/64 module, and the frame relay network connects to a T1 port on the
controller (see Figure C-12).

AILAYS th!Dedlcated ma-s!Lreate!tdlt malsl1J!LDnnects
t Fort t t
Fr:Serv

_1_ 325035H TYHx567 PE Endpt
2 NDT1/PR 1)T1/PR PktEndpt Fr:Exam [DSD 21

Figure C-12. Menu for Connecting Packet Endpoints to Physical Port

Private Frame Relay Network—ATLAS 550 Central-
Site Router

Example 3 (see Figure C-13 on page C-5) depicts a private frame relay
network using ATLAS 550 as the central-site router and a frame relay
switch. A TSU 100e with a router module is located at each of three remote
sites. At the central site, ATLAS 550 terminates a full T1 with eight DS0s
from each of the remote sites DACSed onto the single T1. (See, also, the
discussion of DACSing in the ATLAS 550 User Manual.) To re-create this
example, follow the process discussed below.
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¢ Atlanta
ATLAS 550
T
' Data from TSU 100e
I_ three sites * : with router module

groomed
ontoone T1

TSU 100e :
with router module

........................................

Figure C-13. Private Frame Relay Network—ATLAS 550 Central-Site Router

Step 1 From PACKET MANAGER/PACKET ENDPOINTS/CONFIG, create the packet end-
points (see Figure C-14).

t E_____E_l_ ublinks _lsage
Performance| 1 Boston Frame Relay T+1 [+1 = ———-o
onfig 2 Chicago Frame Relay [+]1 [+1 = -
est 3 Hew York Frame Relay [+] [+1 -

Figure C-14. Menu for Creating Packet Endpoints

Step 2 From PACKET MANAGER/PACKET ENDPOINTS/CONFIG/SUBLINKS, create three
identical sublinks. (Only one sublink is shown in Figure C-15).

nTLnS 550/Packet Mana-erfPacket Endunts!ﬁonfl-[1]!S%h11nks
1q 1

Figure C-15. Menu for Creating Sublinks
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Step 3 From PACKET MANAGER/PACKET CNCTS, connect the packet endpoints (see
Figure C-16).

AILAS bol/Facket lManager/Packet Lncts
Facket Endpnts HUld: PEF ublin

1 Fr:ﬁoston DLCT 100 [
rame Helay 2 Fr:Chicag DLCI 100 Router Hot used 1P N/ R
3 Fr:NMew Yo DLCI 100 Router Not used IP N/A

Figure C-16. Menu for Connecting Packet Endpoints

Step 4 Connect the packet endpoint to the physical interface (see Figure C-17).

PkiEndpt Fr:Bost
PktEndpt Fr:Chic
PktEndpt Fr:Hew [

Figure C-17. Menu for Connecting Packet Endpoint to Physical Interface

Example 4: Public Frame Relay Network—IP Data and Packet
Voice

Example 4 (see Figure C-18 on page C-7) depicts a public frame relay
network with IP data and packet voice. An ATLAS 550 is located at the
central site, and an Express 5210 is located at each remote site. ATLAS 550
acts as the central-site router and performs voice switching. To re-create this
example, follow the process discussed below.

Packet voice termination requires the VoiIcCE COMPRESSION
MODULE.
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: Atlanta
: ATLAS 550

XYZ Public
Frame Relay,

Figure C-18. Public Frame Relay Network

Step 1 From PACKET MANAGER/PACKET ENDPNTS/CONFIG, create the packet end-
point (see Figure C-19).

Figure C-19. Menu for Creating Packet Endpoint

Step 2 From PACKET MANAGER/PACKET ENDPNTS/CONFIG, configure the sublinks
(see Figure C-20).

2 Chicago 101 56 0 [+]
3 Hew York 102 56 0 [+]
Figure C-20. Menu for Configuring Sublinks
Step 3 From PACKET MANAGER/PACKET CNCTS, connect the packet data to the inter-

nal router (see Figure C-21).

HILHb SallfFacket manager!racket Lncts

Facket Endpnts 1 ublin PEF

F Fr:Public Boston Houter Hot used TF

rame Helay 1) 2 Fr: Puhllc Chicago Router Hot used IP H/R
3 Fr:Public Hew York Router Not used IP N/A

Figure C-21. Menu for Connecting Packet Data
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Step 4 Configure the dial plan for packet voice. Refer to Chapter 11, Dial Plan for
details on configuration (see Figure C-22).

H ot/duc Fort/PEF
1 Pktlloice Fr:Public - +
2 PktUoice FrzPublic RBS [555-2000] [+] [101.1]
3 PktUoice Fr:zPublic RBS [555-30001 [+] [102.11

1

Figure C-22. Menu for Configuring Dial Plan

Step 5 Connect the packet endpoint to the physical interface (see Figure C-23).

Figure C-23. Menu for Connecting Packet Endpoints

Example 5: Private Frame Relay Network—Packet Voice

Example 5 (see Figure C-24) shows a private frame relay network using
compressed voice. An ATLAS 550 is located at two sites (Atlanta and
Boston) and a PBX is connected to each ATLAS 550 using a clear-channel T1
connection. Each PBX uses DS0s 1—23 for voice and DS0 24 for signaling; all
calls are to be completely managed by the PBXs. In this network, the ATLAS
550 does not terminate the signaling information, but forwards the signaling
between endpoints using a transparent bit oriented protocol (TBOP) frame
relay connection (requires the Voice Compression Module). To re-create this
example, follow the process discussed below.

Packet voice transmission requires the VoICE COMPRESSION
MODULE.

Atlanta Boston

ATLAS 550 ATLAS 550

Private
Frame Relay
Network

Figure C-24. Private Frame Relay Network Using Compressed Voice
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Appendix C. Frame Relay Examples

Step 1 From PACKET MANAGER/PACKET ENDPNTS/CONFIG, create the packet end-
points: create a frame relay endpoint for the private frame relay link, and
create a TBOP link to carry the signaling between the PBXs (see Figure C-25).

nt
1 ﬁ_]____n____TEUFr____ T—_____EUP__ =
on 2 Boston Frame Relay [+1] [+1 -

Figure C-25. Menu for Creating Packet Endpoints

Step 2 From PACKET MANAGER/PACKET ENDPOINTS/CONFIG/SUBLINKS, configure
the sublinks.

All 23 voice channels can be carried by one DLCI transported on five DS0
channels. One DSO and one DLCI are required for the TBOP channel carry-
ing the signaling between the PBXs. To ensure that both the voice and the
TBOP DLCIs are allocated their necessary frame relay bandwidth, set the
Quiality-Of-Service (QOS) parameter with 64K allocated to the TBOP chan-
nel and 320K (5*64) allocated to the voice channels (see Figure C-26).

AILANY SHhU/Facket Mana-er!Facket tndunts!Lontl-lZJ!buhllnks
19 1

ub 1n Bl 1 D16 - 001ce 16 | +
2 D17 - Signaling 17 (1 1] [+]1

Figure C-26. Menu for Configuring Sublinks

Step 3 Connect the TBOP packet endpoints. Connect the TBOP data path between
the DSO containing the signaling information and the private frame relay re-
source (see Figure C-27).

nTLnStSSDIPa%ket Man?gerfPacket Cncts

PEF Frotoco onfig
1 Th:Atlant Hot useﬂ Fr Boston 01? S Transpa +

Figure C-27. Menu for Connecting the TBOP Endpoints

Step 4 Connect packet endpoints to the physical links. Each DSO carrying voice from
the PBX must be connected to the frame relay endpoint (see Figure C-28).
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AILAS HhU/sDe

dicated Maps/lLreatesbdit MapslLi1l/Lonnectsl1l
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onnects i FRON t Lonfig o Lonfiq [

Enbl Day 5. [TYTT/PE —1TYT17 tloice Fr:Bost =11 16.1
1)T1/PR  1)T1/PR PktUoice Fr:Bost =2 16.2

3 HNDT1/PR 1)T1/PR PktUoice Fr:Bost =3 16.3
4 N1DT1/PR 1)T1/PR PktUoice Fr:Bost =h 16.4
5 HNDT1/PR 1)T1/PR PktUoice Fr:Bost =5 16.5
6 HN1DT1/PR 1)T1/PR PktUoice Fr:Bost =6 16.6
7 NDT1/PR 1)T1/PR PktUoice Fr:Bost =7 16.7
8 HNDT1/PR 1)T1/PR PktUoice Fr:Bost =8 16.8
2 HNDT1/PR 1)T1/PR PktUoice Fr:Bost =9 16.9
10 H1XT1/PR 1)T1/PR PktUoice Fr:Bost =101 [16.10
11 1)T1/PR  1)T1/PR PktUoice Fr:Bost =111 [16.11
12 H1)T1/PR 1)T1/PR PktUoice Fr:Bost =121 [16.12
13 H1XT1/PR 1)T1/PR PktUoice Fr:Bost =131 [16.13
14 HN1XT1/PR 1)T1/PR PktUoice Fr:Bost =14] [16.14
15 H1XT1/PR 1)T1/PR PktUoice Fr:Bost =151 [16.15
16 HN1XT1/PR 1)T1/PR PktUoice Fr:Bost =161 [16.16
17 H1XT1/PR 1)T1/PR PktUoice Fr:Bost =171 [16.17
18 HN1XT1/PR 1)T1/PR PktUoice Fr:Bost =181 [16.18
12 H1XT1/PR 1)T1/PR PktUoice Fr:Bost =121 [16.19
20 NDT1/PR_1)T1/PR Pkiloice r:Bost =201 [16.20

Figure C-28. Menu for Connecting Packet Endpoints to Physical Links

Step 4-a TBOP Connection Details. The PBX DSO0 carrying the signaling information
must be connected to the frame relay endpoint (see Figure C-29).

AILAY th!Dedlca}ed Mais!Ureate!tdlt Mapsl1l/Lonnectsl2yl
T o i o753 o
Port A 1)T1/PRI

T0 Slot/Service PktEndpt

Port/Pkt Endpt Th:Atlanta - TBOP

From Config [DS0=24]

To Config +1]

[x]
=
=
=
m
o
-~
w
OGO = O

[x]
=
=
=
m
o
-~
w
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[x]
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Figure C-29. Connecting PBX DSO0 to Frame Relay Endpoint

Step 4-b Frame Relay Connection Details. Connecting the frame relay endpoint to the
private frame relay network requires six DS0s, one for the TBOP connection
and five for the compressed voice connections (see Figure C-30). Hint: Use
N2)T1/PRI as the FROM SLoOT.

ATLAS S50/Dedicated Maps/LreatefEdit MapsL1l/ConnectsL1]1/FROM Slot
ROR ot 2)T1/PRI-1

Port 3

T0 Slot/Service PktEndpt
Port/Pkt Endpt Fr:Boston
From Config [DS0=1-61
To Config [+]1

b el bl b b b bl b e b b

Figure C-30. Connecting FR Endpoint to FR Private Network
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Appendix D Router Exam pleS

This appendix provides step-by-step instructions for configuring your
ATLAS 550 internal router. Figure D-1 illustrates an ATLAS 550 using the
internal router.

10.100.20.0

ATLAS 550
Ethernet —  Router

Pkt L1 T1
Endpoint 1 Port

Figure D-1. ATLAS 550 Configured for the Router Option

The general procedure for configuring the ATLAS 550 depicted in Figure D-
lisas follows:

1

From PACKET MANAGER/PACKET ENDPNTS/CONFIG, create the frame
relay packet endpoint. Refer to the Frame Relay User Manual for more
information.

From PACKET MANAGER/PACKET ENDPNTS/CONFIG/SUBLINKS, create the
necessary PVCs.

From PACKET MANAGER/PACKET CNCTS, connect the frame relay end-
point to the Router.

From DEDICATED MAP, connect the frame relay packet endpoint to the
appropriate physical interface.

From ROUTER/IP/INTERFACES, enable routing on the interface.
(Optional) Configure any static routes that might be required.
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Appendix D. Router Examples

EXAMPLE 1: IP ROUTING NETWORK—ATLAS AS THE
CENTRAL-SITE ROUTER

Example 1 (see Figure D-2) depicts a typical IP routing network using an

ATLAS as the central-site router. (This ATLAS unit is the ATLAS 800PLYS
with a frame relay upgrade.) The central-site ATLAS terminates a full T1 (F-
T1) frame relay connection from the XYZ service provider, and the internal
router terminates the IP traffic. A TSU 100e with a router module is located
at each of the two remote sites. To re-create this example, follow the process
discussed below.

. 10.100.112.0 :
: Chicago [—— :

F-T1

TSU 100e :
with router module :

¢ Atlanta

ATLAS 550

10.100.113. 0

New York | —

TSU 100e
with router module

Figure D-2. IP Routing Network with ATLAS as the Central-Site Router

Step 1 From PACKET MANAGER/PACKET ENDPOINTS/CONFIG, create the packet end-
point (see Figure D-3).

t ndpnt
Perfgrmance il 7%¥7 HetworE Frame Relay T+ T+ —
Config
Test

Figure D-3. Creating Packet Endpoint
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Step 2 From PACKET MANAGER/PACKET ENDPOINTS/CONFIG/SUBLINKS, create the
sublinks or DLCIs for frame relay (see Figure D-4).

AILANY SYhU/Facket Mana-er!Facket tndunts!Lontl-l1J!buh11nks

onfig Name burst onf1
ub 1n H| 1 Chicago 16 -: +
2 New York 17 768 0 [+]

Figure D-4. Creating Sublinks

Step 3 From PACKET MANAGER/PACKET CNCTS, connect the IP traffic to the internal
router (see Figure D-5).

nTLnStSSDIPa%ket Man?gerfPacket Cncts
u

1I'I

3 1 Fr:BY¥Z He TChic Houter Hot used
rame Relay I(J| 2 Fr:&YZ He New ?ork Router Hot used IP H/A

Figure D-5. Connecting IP Traffic to Internal Router

Step 4 From DEDICATED MAPS/CREATE/EDIT MAPS/CONNECTS, attach the packet
endpoint to the appropriate physical interface (see Figure D-6).

ATLAS Sﬁﬂfﬂedlcated M?usfﬁreatefE?lt Maus[1{!£onnects[1]
H r ro

Figure D-6. Connecting Endpoints to Physical Interface

Step 5 From ROUTER/IP/INTERFACES, enable routing on the two interfaces. See Fig-
ure D-7.

ATLAS 550!H0uter!IP!Interfaces[S]!IﬂHP

1 . 1. . 0.
Routes 2 BYZ Hetwork 0.0.0.0 0.0.0.0 Enabled
Fnabled]

Interfaces 3 BYZ Hetwork 0.0.0.0 0.0.0.0

Figure D-7. Enabling Routing
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Appendix E TrOUbleShOOting

v Power-up Self Test Fails

Modules seated improperly, module failure

Remove all modules and cycle power to the unit. If self test still fails, call
Technical Support and report the results. If the self test now passes, re-insert
modules one at a time, running the self test after installing each module.
When an installed module causes the self test to fail, note it and report re-
sults to Technical Support (see last page of this manual).

System Timing Source Unlocked
(Displayed on Terminal Interface, “System Status”)

Selected Timing Source is not present or clock is out of toler-
ance

= Verify that system timing is correctly configured for the desired clock.
= Verify that the interface cable to clock source is present.

= Temporarily configure the system to operate off of internal timing. Ver-
ify that the system can lock to this clock.

V Cannot establish Telnet session with ATLAS 550

Max Telnet sessions set to O, IP address of ATLAS 550 does not
match remote host IP address

= Verify that the Ethernet connection is in place, check IP addresses pro-
grammed in ATLAS 550 and in the Telnet client, verify that session time-
out value is not set too low.

= Verify the link is up via the Ethernet LED.
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Appendix E. Troubleshooting

v Cannot pass data from T1 interface to V.35 port

Misconfiguration, improper cabling
= Verify that the T1 signal is being received. If not, check that the cabling
is correct.

= Verify that the T1 is being received without errors. If not, double-check
that framing and coding are set properly.

= Verify that desired dedicated map is active.
= Verify that bandwidth is mapped to the correct V.35 port.

< Verify that the V.35 port is set to the correct data rate (terminal inter-
face).

= Check T1 performance using the terminal interface; if there are excessive
errors, report fault to the Telco.

= Verify proper state of DTE signals via the terminal interface.

v Switched calls are not working

Misconfiguration

= Verify that the endpoint has proper call accept/reject criteria. For RBS
applications, check signaling bit status on the terminal interface for
proper operation.

= Verify that the endpoint is set up for correct signaling.

Cannot communicate with ATLAS 550 using VT-100 connected to
the Control/Chain In Port

Misconfiguration, improper cabling

e Check cabling, verify that the Control/Chain In port rate matches that
of the attached terminal.
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v Frame relay link is down.

Cabling problem.

T1
— Check the ports’ alarm status.
— If the T1is experiencing LOS, ensure the cable is plugged in.

— If the cable is plugged in, ensure the pinout is correct. Refer to the
ATLAS User Manual for a correct pinout.

Nx

— Check DTE port signals and verify that DTR and RTS are active.

— If signals are inactive, verify V.35 cable is connected to correct port.
— If cable is connected, verify external DTE is powered on.

Packet endpoint not mapped

From PACKET MANAGER/PACKET ENDPNTS/STATUS, Verify that the packet
endpoint indicates that a physical port is mapped.

Signaling mismatch

From PACKET MANAGER, verify that the Signaling type matches that pro-
vided by the carrier and the external DTE.

Timers not configured

Verify that frame relay counters and timers are configured as specified
by the frame relay provider. (Counters and timers do not normally need
to be adjusted.)

v Link is active, but data is not passing.

DLCI is not active

No

Verify in the PACKET MANAGER/PACKET ENDPNTS/PERFORMANCE menu
that the DLCI shows active. If the DLCI is listed inactive and the packet
endpoint is configured as User side of UNI, the frame relay network has
not activated this DLCI.

data on DLCI

Verify in the PACKET MANAGER/PACKET ENDPNTS/PERFORMANCE menu
that the DLCI shows receive packets. If there are no packets received,
verify that external equipment is configured to transmit data on this
DLCI.

Verify in the PACKET MANAGER/PACKET CNCTS menu that this DLCI is
mapped.
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Appendix F

Acronyms and Abbreviations

AMI
ANI
B8ZS
BRI
bps
CPE
CSuU
CTS
DACS
DCE
DNIS
DSO
DSU
DTE
DTMF
ESF
FTP
ISDN
kbps
LAN
LCD
LED
Mbps
MIB
NT1

alternate mark inversion

automatic number identification
bipolar eight zero substitution

Basic Rate ISDN

bits per second

customer premise equipment
channel service unit

Clear to send

Digital Access Cross-Connect System
data communications equipment
dialed number identification service
digital service, level 0 (64 kbps)
data service unit

data terminal equipment

dual tone multifrequency

extended superframe

File Transfer Protocol

Integrated Services Digital Network
kilobits per second

local area network

liquid crystal display

light emitting diode

Mega bits per second

management information base

network termination 1
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Appendix F. Acronyms and Abbreviations

PBX
PRI
PSTN
SNMP
RBS
TCP/IP
TDM
TFTP
TSU
WAN

private branch exchange

Primary Rate ISDN

public switched telephone network

simple network management protocol

robbed bit signaling

Transmission Control Protocol/Internet Protocol
time division multiplexing

Trivial File Transfer Protocol

terminal service unit

wide area network
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Appendix G Glossary

10/100BaseT Ethernet connection
The ATLAS 550 RJ-48C port that provides Ethernet LAN connection for TFTP, SNMP, andTelnet.

A-Law

PCM coding method as defined by the ITU-T. It is a companding standard for converting between
analog and digital in a PCM system. A-Law is mainly used in Europe. p-Law is the North American
equivalent.

AMI

Alternate mark inversion. A Layer 1 line code used in a T1 carrier. Zeros are transmitted as zero volts,
and ones are transmitted as pulses that alternate polarity. Although B8ZS is an enhancement to AMI,
B8ZS and AMI are normally referred to as mutually-exclusive options for a T1. (See also B8ZS.)

ANI
Automatic Number Identification. Service provided by a local phone company that provides incoming
Caller ID information.

Annex A
Standard for frame relay signaling as defined by the International Telecommunication Union Telecom-
munication in publication Q.933-A.

Annex D
Standard for frame relay signaling as defined by the American National Standards Institute (ANSI) in
publication T1.617-D.

ANSI T1.617-D (Annex D)
See Annex D.

ARP
Address Resolution Protocol. A protocol that maps an IP address to an ethernet MAC address.

ANSI T1.617-D (Annex D)
See Annex D.

ATLAS 550
A bandwidth management system which functions as a central site multiplexer. (See also Integrated
Access System.)

B channel

Bearer channel. Bearer channels of an ISDN service carry provide data transmission. Compare with

D channel.
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B8ZS
Bipolar eight zero substitution. In a T1 carrier system, a specific eight bit pattern containing two delib-
erate bipolar violations which replaces eight consecutive customer zero bits.

bandwidth
The transmission capacity of a communications channel, stated in megabits per second (Mbps).

BECN
Backward Explicit Congestion Notification. Sent to the device generating excessive frame relay traffic
as a means to slow down the flow of data to the network. Compare with FECN.

bit

Bit is a contraction of the term binary digit. It is the smallest unit of information a computer can pro-
cess representing either high or low, yes or no, or 1 or 0. It is the basic unit in data communications. A
bit can have a value of zero (a mark) or one (a space).

bps
Bits per second. A measure of the speed of data communications.

BRI

Basic Rate ISDN. An ISDN service that offers two bearer (B) channels. One channel (64 kbps) is used
for data transfer and as a data-link. The second channel (16 kbps) is used for signaling and control
information.

Burst
A sporadic increase in a transmission.

Bursty traffic
Traffic that alternates between steady transmission and short bursts of high transmission.

byte
Eight bits of information composed of zeros or ones, one of which may include a parity bit.

CIR
Committed Information Rate. The guaranteed bandwidth available for customer data under normal
circumstances.

Companding
The process of compressing and expanding a signal.

clocking

An oscillator-generated signal that provides a timing reference for a transmission link. A clock pro-
vides signals used in a transmission system to control the timing of certain functions. The clock has
two functions, (1) to generate periodic signals for synchronization and (2) to provide a time base.

CPE

Customer premise equipment. All telecommunications terminal equipment located on the customer
premises, including telephone sets, private branch exchanges (PBXs), data terminals, and customer-
owned coin-operated telephones.

CS
See CTS.
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CSuU
Channel Service Unit. A device that functions similarly to a modem except that the CSU works with
digital signals rather than analog signaling.

CTS
Clear to send. A signal on the DTE interface indicating that the DCE is clear to send data.

D channel
Delta channel. Controls the operation of the ISDN connection.

DACS

Digital Access Cross-Connect System. An architecture that allows the cross-connecting of several T1
circuits; that is, any DSO on any T1 circuit can be groomed to any other DSO on any of the other T1 cir-
cuits in the system.

DCE
Data communications equipment. The part of a computer or data terminal that connects to a commu-
nications channel or network.

dedicated bandwidth
Bandwidth which has been set aside (dedicated) for a specific number.

DHCP
Dynamic Host Configuration Protocol. Allows dynamic IP address allocation.

Dial plan
The numbering plan for ATLAS ports (user and network) handling switched connections. Individual
dial plans contain phone number and features associated with DTMF dialing, PRI and BRI.

DID
Direct Inward Dial. Digits received or transmitted that allow the attached equipment to further route a
call.

Digital Access Cross-Connect System
See DACS.

Discard Eligible (DE)
A flag that can be set to indicate to the network that if excess traffic is received, this frame can be dis-
carded if necessary.

DLCI
Data Link Connection Identifier. Identifies each virtual circuit within a shared physical channel.

DNIS
Dialed Number Identification Service. Service provided by a telephone company that allows the caller
to see what number has been dialed.

DS0

Digital signal (or service) having a transmission rate of 64 kbps intended to carry one voice channel (a
phone call). Also called a fractional T1 because it bridges the gap between 56-kbps direct dial service
(DDS) and a full T1 implementation (24 channels).
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DsU
Data Service Unit. A device used with a CSU to support digital communications by converting signals.
(See also CSU.)

DTE
Data terminal equipment. The portion of a data terminal that interfaces to the end-user’s equipment.
The main difference between DCE and DTE is that pins 2 and 3 are reversed on the EIA-232.

DTMF dialing
Dual tone multifrequency dialing. The tones used by customer equipment to signal the network.

Dual Nx56/64 Module

(Nx is pronounced “en-by.”) One of the ATLAS 550 option modules. The Dual Nx56/64 Module pro-
vides two synchronous V.35 DTE ports, each of which can operate at any rate that is a multiple of 56 or
64 kbps, up to 2.048 Mbps.

Dual T1/PRI Module

One of the ATLAS 550 option modules. The Dual T1/PRI Module provides two channelized T1 or Pri-
mary Rate ISDN (PRI) interfaces. Each interface can operate independently in DS-1 or DSX-1 mode,
and any port can serve as the primary or backup timing source for the entire system.

E1 circuit
European equivalent to the T-1 with a capacity of 2.048 Mbps. An E1 can handle 32 voice channels
with each conversation being digitized at 64 kbps.

ESF
Extended superframe. A method of grouping T1 carrier frames into larger superframes, each contain-
ing 24 consecutive T1 frames.

FECN

Forward Explicit Congestion Notification. Sent to the device receiving data from the frame relay net-
work to indicate that there is congestion in the receive direction. The receiving DTE device should take
action to slow down traffic from the remote end. Compare with BECN.

flash memory
A kind of non-volatile storage device, similar to EEPROM, where erasing can only be done in blocks or
the entire chip.

flash upgrades
Upgrades that can be downloaded into the flash memory.

FRAD
Frame Relay Access Device. Any equipment that provides a connection between a frame relay net-
work and a LAN.

Frame Relay
A subset of the X.25 packet switching protocol that allows for efficient transmission of data by utiliz-
ing many virtual circuits on a single physical interface.

FTP
File Transfer Protocol. The TCP/IP protocol used to log in to a network, list files and directories, and
transfer files.
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Full Status Poll
A poll that occurs each N391 polls and reports the status of each PVC. During this poll the frame relay
switch can also notify the user side of the UNI of any creation or deletion of frame relay PVCs.

G.723.1
ITU-specified voice compression algorithm.

Groom
The assignment and redistribution of any DS0 on any T1 circuit to any other DS0 on any on the T1 cir-
cuits in a DACS.

Group of Four
The Frame Relay Consortium, composed of Cisco Systems, DEC, Nortel, and StrataCom, which
defined an interface for the UNI.

HDLC

High Level Data Link Control. A generic link-level communications protocol developed by the Inter-
national Organization for Standardization (ISO). HDLC manages synchronous code-transparent,
serial information transfers over a link connection.

hot swappable
A device is hot swappable if it can be installed without powering down the main unit.

IAD
Integrated Access Device. A network access device that provides many services from a single plat-
form. The ATLAS 550 is an IAD.

IARP
Inverse Address Resolution Protocol. Used for resolving the protocol address when the hardware
address is known.

ICMP
Internet Control Message Protocol. Specified in RFC-292 to provide diagnostic functions.

Integrated Access System

A chassis-based product that supports a number of end-user applications on the subscriber side and a
number of carrier interfaces on the trunk side. The ATLAS 550 is an Integrated Access System
designed to provide significant wide-area cost savings through the consolidation of voice, data, fax,
and video.

IP
Internet Protocol. A protocol which provides for transmitting blocks of data between hosts identified
by fixed-length addresses.

ISDN

Integrated Services Digital Network. A network architecture that enables end-to-end digital connec-
tions. The network supports diverse services through integrated access arrangements and defines a
limited set of standard, multipurpose interfaces for equipment vendors, network providers, and cus-
tomers. Interworking with a public switched telephone network is retained.

ITU-T Q.933-A (Annex A)
See Annex A.
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IXC
IntereXchange Carrier. Phone companies that connect LECs.

kbps
Kilobits per second. 1,000 bits per second.

LAN
Local area network. A group of computers and peripheral devices connected by a communications
channel, limited by distance.

leased line
A telecommunication facility or link reserved for the exclusive use of one customer. Also called a ded-
icated line.

LEC
Local Exchange Carrier. Provides local access to public data and phone networks.

LED
Light emitting diode. Alphanumeric characters that glow when supplied with a specified voltage.

Link Integrity Poll
A poll that occurs each T391 seconds to determine the state of the connection to the frame relay switch.

LLC2
Logical Link Control Type 2. Upper portion of the Data Link layer (layer 2) that handles flow control
and error control.

LMI

Standard published by the Frame Relay Consortium in 1990 to create a defined interface on the UNI.
The Consortium was composed of Cisco Systems, DEC, Nortel, and StrataCom, and is commonly
referred to as the Group of Four. LMI has become a generic term to indicate the type of frame relay sig-
naling used and could be used to mean Annex A or Annex D.

local loop
In telephony the wire pair that connects a subscriber to a phone company end office, typically contain-
ing two wires. Four-wire local loops are common, however, especially with leased voice grade circuits.

loopback

A diagnostic procedure where data is sent to the device being tested, and the output of the device is
fed directly back to its input, looped around, and the returning data is checked against that which was
sent.

MAC Address
Data link address that is unique for every device that gets connected to a LAN. Devices on the LAN
use these addresses to update routing tables.

Mbps
Mega bits per second. A measure of the amount of information travelling across a network or commu-
nications link.

MIB

Management information base. The MIB is an index to the organized data stored within a network
device.
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p-Law
A companding standard for converting between analog and digital in a PCM system. p-Law is mainly
used in North America. A-Law is the European equivalent.

multiplexer
A device (mux) that takes several low-speed channels and merges them into one high-speed channel
at one end of a link. Another multiplexer at the other end of the link reverses this process.

N391
Defines how many link integrity polls occur before a full status poll. One out of the number defined in
N391 is a full status poll. Default is 6.

N392
Defines how many bad polls can occur within an N393 window before the link is declared down.

N393
Defines the number of polls that make up the window used by N392 to determine if a link is opera-
tional.

NNI
A standard interface between two frame relay switches.

nonvolatile memory
Any form of memory that retains its contents when power is removed (for example, ROM, EPROM,
etc.)

NT1

Network termination 1. A unit that provides physical and electromagnetic termination of the U-inter-
face, 2-wire transmission line; converts between Layer 1 formats used at the U- and T- reference points;
and performs some maintenance functions.

Octal FXO Module
One of the ATLAS 550 option modules. The Octal FXO provides eight analog interface to a system or
PBX.

Octal FXS Module
One of the ATLAS 550 option modules. The Octal FXS provides eight 2-wire interface that can operate
in the PLAR, Tandem, or FXS mode to provide analog voice.

option modules
Any optional, hot-swappable module that can be added to the ATLAS 550 system for a variety of
applications.

Osl
Open System Interconnection. It is a standard defined by ISO and the ITU-T to allow interoperability
between equipment of different vendors.

overbooking

ATLAS 550 feature that reduces telecommunications expenses by allowing you to over-subscribe
switched bandwidth for situations where simultaneous access to the network by every subscriber is
not required.

Packet
A transmission that contains both control information and data.
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Packet Endpoint
A virtual port within the ATLAS 550 that a specified physical port terminates its data into for further
routing by the system.

Packet Switching
A method of routing packets that avoids congestion and minimizes delivery time.

PBX

Private branch exchange. A telephone system usually owned by the customer that serves a particular
location. It provides connections from one phone extension to another and connects to the external
telephone network.

PCM
Pulse Code Modulation. The most common method for encoding analog voice into a digital bit stream.

PIV

Port/PVC Interval. Think of this as a resource meter. The ATLAS 550 can track up to 10,000 PIVs. The
PIV is derived from the Max Number of Days and Max Number of Intervals selected by the user.
Changing one affects the other.

PRI
Primary Rate ISDN. An ISDN service that provides 23 B (bearer) channels (64 kbps each) and 1 D
(data) channel (64 kpbs). The combined capacities are equivalent to one T1 channel.

PVC
Permanent Virtual Circuit. Virtual circuit within the frame relay network that has all bandwidth
parameters permanently defined upon ordering the circuit.

QOS
Quiality of service. A means of guaranteeing available bandwidth under normal operating conditions.

Quad BRI/U Module
One of the ATLAS 550 option modules. The Quad BRI/U Module provides four basic rate ISDN U
interfaces, each capable of operating in NT or LT mode.

Remote Access
The ability to connect to non-local communications equipment.

RIP
Routing Information Protocol. A protocol used to exchange routing information among a set of com-
puters connected by a LAN. RIP uses hop count as a routing metric.

robbed bit signaling
A type of in-band signaling used with voice transmissions for multiplexing multiple voice circuits
ontoa T1.

Router
An interface which finds the best path between two networks. Routers forward packets from one net-
work to another, based on network layer information.

Routing Metric

The method by which a routing algorithm determines that one route is better than another. This infor-
mation is stored in routing tables. Such tables include reliability, delay bandwidth, load, MTUs, com-
munication costs, and hop count.
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SNA
Systems Network Architecture. Network architecture developed by IBM in the 1970s.

SNMP
Simple Network Management Protocol. A control and reporting scheme widely used to manage
devices from different vendors. SNMP operates on top of the Internet protocol.

svC
Switched Virtual Circuit. Virtual circuit within the frame relay network that is created only when
needed. Bandwidth parameters are defined each time the circuit is created.

synchronous

1. The condition occurring when two events happen in a specific time relationship with each other,
both under control of a master clock.

2. A method of data transmission requiring the transmission of timing pulses to keep the sender and
receiver synchronized in their communication used to send blocks of information. Synchronous
data transmission is used in high speed data circuits because there is less overhead than asynchro-
nous transmission of characters which contain two extra bits per character to affect timing.

T1 circuit

Also T-1. A digital transmission link with a capacity of 1.544 Mbps. T1 uses two pairs of normal
twisted wires. T1 normally can handle 24 voice conversations with each conversation being digitized
at 64 kbps. With more advanced digital voice encoding techniques, it can handle more voice channels.
T1is a standard for digital transmission in North America.

T1 Network Interface Module

One of the ATLAS 550 network interface modules. The T1 Network Interface Module (NIM) provides
asingle channelized T1 or PRI interface. It can operate in DS-1 or DSX-1 mode and can serve as the pri-
mary or backup timing source for the entire system.

T391
Defines the time in seconds between frame relay link integrity polls.

T392
Defines the time in seconds the frame relay switch will wait for a poll from the user before declaring
the poll bad.

TBOP
Transparent Bit Oriented Protocol. ADTRAN proprietary method for transmitting HDLC traffic across
a frame relay network.

TCP
Transmission Control Protocol. Connection oriented protocol that provides error control of IP traffic.

TCP/IP

Transmission Control Protocol/Internet Protocol. A set of communications protocols that encom-
passes media access, packet transport, session communications, file transfer, electronic mail, and ter-
minal emulation.
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TDM

Time Division Multiplexing. A method for sending two or more signals over a common transmission
path by assignment the path sequentially to each signal, each assignment being for a discrete time
interval.

Telco
Telephone company.

Telnet
A terminal emulation protocol, part of the TCP/IP suite of protocols, that provides remote terminal-
connection services. (See also VT-100.)

TFTP
Trivial File Transfer Protocol. A simplified version of the TCP/IP file transfer protocol that does not
include password protection or user-directory capability.

TIA 464A
Telecommunication Industry Association’s standard for DTMF detection and generation.

Transparent BOP
See TBOP

trunk
A direct line between two telephone switching centers.

TSU
T1 Service Unit.

UDP
User Datagram Protocol. Connectionless protocol defined by RFC 768 for transmission of data without
acknowledgment or error control.

UNI
User to Network Interface. Defines the interface between the CPE and the frame relay providers
switch.

VCOM Module
One of the ATLAS 550 option modules. The Voice Compression (VCOM) Module can provide 8, 16, 24,
or 30 compressed voice channels to implement voice over frame relay in the ATLAS 550.

Voice Compression
A means of reducing the bandwidth required for transmission of voice traffic with minimal impact on
the quality of the voice.

VT-100
A non-intelligent terminal or terminal emulation mode used for asynchronous communications. Used
to configure the ATLAS 550.

WAN
Wide Area Network. A network that connects users across large distances.

XMODEM
An error-correcting file transfer, data transmission protocol used to transmit files between PCs. The
XMODEM protocol sends information in128 byte blocks of data. Some sums (check sums) are done on
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each block and the result is sent along with the block. If the result does not check out at the other end,
the computer at the other end sends a request (a NAK-negative acknowledgment) to retransmit that
block again. If the block checks out, the computer send ACK (an acknowledgment). In this way, rela-
tively error-free transmissions can be accomplished.
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A
Aborts 8-17
Accept Number
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Access Passwords 6-15
Access Rights 6-16
access switch 1-3
ACO switch 2-6, 4-1, 4-3
Activate Map 10-2
Activate Time 10-6
Active 6-16
ActiveOpens 9-13
adding new passwords 6-15
adding passwords 6-15
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ADLP Address 6-8
ADTRAN utilities, discussion of 14-1
Advertise 9-3
Alarm 7-2
alarm relay connection 2-6
Alarm Relay Reset 6-17
Alarm Relay Threshold 6-17
Alarm Status 7-4
alarm types 7-4
Alarms 7-4
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All PVCs Enabled 8-15
All zeros 7-7
Annex A
Sig Type 8-4
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Annex D
Sig Type 8-4
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ANSI FDL Pyld 7-7
Area Code 11-9
ARP Cache 9-4
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Async Status 8-17
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Audio 11-23
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Authentication 9-8
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Avg Tx Frame 8-19
Avg Tx Thru
Interval/Day (Link) 8-16
PVC, interval or day 8-18
Avg Tx Util %
Interval/Day (Link) 8-16
PVC, interval or day 8-18

B

Backup Timing Source 6-8
Bantam test jacks 2-8
BECN Counter 8-6

Begin Firmware Update 6-20
BES 7-5

Blue alarm 7-4

Boot ROM Rev 6-3

Burst 8-8

C
Call Routing Table 11-30
Call Type 11-23
Called Digits Transferred 11-13
Called Digts Transferred 11-19
Caller ID Number

Dual T1/User Term/PRI 11-21

User Term (Packet Manager) 11-34

Calls 11-24

CAT 6-4

Chain Port 6-10

Chain Port Framing Errs 6-8
Chain Port Overrun Errs 6-8
Chain Port Rx Bytes 6-8
Chain Port Signal Leads 6-7
Chain Port Tx Bytes 6-7
changing passwords 6-16

Clear Chain Port Countrs 6-8
Clear Selftest Log 6-23
Clear System Event Log 6-5
Clear System LED 6-5
Cncts Sort 8-14

Code 7-6
Community 6-11
Config

DLCI 8-8

Frame Relay 1Q 8-15
Packet Cncts 8-14
packet endpoint 8-6
Performance 8-6
Config Transfer 6-20
Configuration 7-6
System Status 6-6
Trunk Usage 6-7
Conflict 8-14
Conflict Report 11-32

connecting packet endpoints to physical

port 10-2
connection
alarm relay 2-6
control in/ chain in 2-4
Ethernet 10/100BaseT 2-5
external alarm relay monitor 2-6
LAN 2-5
network 2-7
power 2-1
Connects 10-3
ContDly, Sublink Test 8-12
contents of shipment 2-1
control/chain in
pinout 2-4
port 2-4
control/chain out
pinout 2-5
port 2-5
controller status LEDs
Ethernet 4-3
front panel 4-3
power 4-3
remote 4-3
system 4-3
Count 6-23, 9-9
CRAFT port 4-2
CRC Error 8-17
Create/Edit Maps 10-3
CSS 7-5
CTS 6-7
Current CSS Thrsh 6-12

61200305L1-1

Downloaded from www.Manualslib.com manuals search engine

ATLAS 550 User Manual

Index-1


http://www.manualslib.com/

Index

Current ES Thrsh 6-12

Current LCV Thrsh 6-13

Current LES Thrsh 6-12

Current Map 10-2

Current PCV Thrsh (D4) 6-12

Current PCV Thrsh (ESF) 6-12

Current PIVs 8-15

Current Port 8-4

Current SEFS Thrsh 6-12

Current SES Thrsh 6-12
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Current Test Status 6-22
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Current Time/Date (Real Time Clock) 6-
14

Current Transfer Status 6-21

Current UAS Thrsh 6-12

Current Update Status 6-19
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D
D64, D56, Audio, Speech 11-24
DACS 1-4
Data 64K, Data 56K, Audio, Speech
Network Term, Accept 11-5
Network Term, Reject 11-5
User Term, Accept 11-8
User Term, Reject 11-8
Data Tables 6-6
0 (zero) available 6-6
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Current 6-6
Hourly Data 6-6
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Resource Type 6-6
DCD 6-7
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dedicated maps 10-1
creating 10-7
manually activating 10-2
Default Gateway
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Default TTL 9-10
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deleting passwords 6-15
Diagnostic Mode 8-10
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dial plan
connecting packet endpoints 11-28
examples 11-26
point-to-point 11-27
PSTN 11-27
overview 11-1
understanding configurations 11-27
DID Digits Transferred
Direct Inward Dialing 11-16
Network Term 11-33
User Term 11-34
DID Digts Transferred 11-21
DID Prefix
Dual T1/Network Term/RBS 11-16

Network Term /Packet Manager 11-
33
Digit Suppression 11-16
Digital 11-23
Direct Inward Dialing
Dual T1/Network Term/RBS 11-16
Dual T1/User Term/PRI 11-21
PktVoice 11-32
Discard Frame 8-17
Display Formt 6-6
Display Formt, Trunk Usage 6-7
DLCI
Ifce Config 11-32
Port Enables/Sublinks 8-15
Sublink Stats 8-5
Sublink Test 8-11
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DLCI State 8-9
Drop DE Packets when overloaded 8-9
DSO0 Alarm 7-4
DSO0 Selection 10-4
DSO0 Status 7-4
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Dual T1/Network Term/RBS 11-15
Dual T1/User Term/PRI 11-20
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DSO Rate 10-4
DTE cable 2-1
DTR 6-7
Duration 8-12

E
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Echo Far-End Loopbacks 8-10
Echo Pkt Dropped 8-12
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Echo Pkt Tx 8-12
ENO IP
Interfaces 9-5
Routes 9-4
Enable 1Q Stats 8-14
Enable Port 8-14
Enable, ARP 9-6
Enable, Relay Table 9-15
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UDP Relay 9-15
Enbl Day 10-6
End of Number Timeout 11-9
Endpnt Count 8-12
Endpnt Name
Config 8-6
Performance 8-4
Status 8-3
Test 8-11
Endpnts Sort 8-12
Endpoint Name
Interfaces 9-5
Routes 9-4
ES 7-5
EstabResets 9-14
Ethernet
10/100BaseT connection 2-5

port 1-3
rear panel pinout 2-5
Router 9-8
Ethernet Port
System Config 6-9
System Status 6-5
Ethernet Rate 6-5
Ethernet Speed 6-10
Event 6-22
Event Description 6-4
Event Log 6-4
extended help 5-4
external alarm relay monitor connection
2-6

F
factory default settings 6-24
Factory Default System 6-24
Far-End Address 9-6
Feature 6-16
FECN Counter 8-6
FGD Rx Sequence 11-15, 11-21
FGD Tx Sequence 11-15, 11-21
Firmware Revision 6-3
First DSO
Dual T1/Network Term/PRI 11-11
Dual T1/Network Term/RBS 11-14
Dual T1/User Term/PRI 11-18
Dual T1/User Term/RBS 11-20
Flags 9-5
Flow Control 6-10
Force down 8-10
Force up 8-10
Forwarding 9-10
ForwDatagrams 9-11
FragCreates 9-12
FragFails 9-11
Fragmentation Size 8-9
Fragmentation Threshold 8-9
fragmentation values 8-9
FragOKs 9-11
Frame 7-6
frame relay
ATLAS 550 1-2
provider 8-1
specifications 2-8
statistics 8-4
Frame Relay IQ 8-14
From Config 10-4
FROM SIt 10-3
From: PEP 8-13
front panel
ACO switch 4-1, 4-3
controller status LEDs 4-3
Ethernet 4-3
power 4-3
remote 4-3
system 4-3
layout 4-1
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network module LEDs 4-3
alarm 4-3
error 4-3
OK 4-3
test 4-3

Index-2

Downloaded from www.Manualslib.com manuals search engine

ATLAS 550 User Manual

61200305L1-1


http://www.manualslib.com/

Index

operation 4-1
option module LEDs 4-3
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Full Status Rx 8-5
Full Status Tx 8-5

G
Gateway

Routes 9-4

Static Routes 9-3
Get Name 6-11
Global Param 11-9
Global Tone Type 11-10
grounding instructions 2-2

H
help, getting 5-6
Hits 9-14
hop count 9-1
Hops
Routes 9-5
Static Routes 9-3
Host Facility 6-14
Host IP Address 6-14

|
I/F Status 6-5

IARP 9-6
ICMP Statistics 9-12
ldx 6-22
Ifce Config
Network Term 11-5
PktEndpt 11-29
PktVoice 11-31
User Term 11-8
In#Accept
PktEndpt 11-29
PktVoice 11-31
User Term 11-6
Inactive DLCI 8-17
InAddrErrors 9-10
InAddrMaskReps 9-12
InAddrMasks 9-12
In-Band Delay Measurement 8-10
In-Band Sequence Number 8-9
incrementing fields 5-6
InDatagrams 9-14
InDelivers 9-11
InDestUnreachs 9-12
InDiscards 9-11
InEchoReps 9-12
InEchos 9-12
InErrors 9-12, 9-14
Info 7-4
InHdrErrors 9-10
Initialize Modem 6-10
Inj 7-7
InMsgs 9-12
InParmProbs 9-12
InReceives 9-10
InRedirects 9-12
InSegs 9-14

InSrcQuenchs 9-12
Installed Memory 6-3
installing modules 2-9
Interface

ARP Cache 9-4

Routes 9-4

Static Routes 9-3
interface configurations 11-10
Interfaces 9-5
Interval Period 8-15
Interval/Day (Link) 8-16
InTimeExcds 9-12
InTimestampReps 9-12
InTimestamps 9-12
intrusive test capability 2-8
InUnknownProtos 9-11
Invalid DLCI 8-17
inverse ARP 9-6
IP Address

ARP Cache 9-4

Ethernet 9-8

Ethernet Port 6-9

Ping, Router 9-9

Ping, System Utility 6-23

Routes 9-4

SNMP Communities 6-11

Static Routes 9-3

Traps Destination 6-11
IP Fast Cache Statistics 9-14
IP Menus 9-3
IP statistics 9-10
IP, Relay Table 9-15
ISDN-National As Dialed 11-12

ISDN-National DMS Reserved preferred

11-12
ISDN-National preferred 11-11
ISDN-Subscriber preferred 11-11

K
keyboard keys 5-4

L
Label 6-16

LAN connection 2-5
layout front panel 4-1
LB Accept 7-6
LBO 7-6
LCV 7-5
LEDs 4-4
LEDs, front panel 4-2
Length Error 8-17
LES 7-5
Lic cnt 6-16
License Key 6-16
Licenses 6-16
Link Integrity Status Rx 8-5
Link Integrity Status Tx 8-5
Link Stats 8-4
LMI

Sig Type 8-4

Signaling Type 8-7
Load and Use Config 6-21
Loc LB 7-7
Local 9-4
LOFC 7-5

LOS 7-4
Lost Frames 8-19

M
MAC Address
ARP Cache 9-4
Ethernet 9-9
Ethernet Port 6-9
Map Name 10-3
Maps 1 through 5 10-2
maps, dedicated and switched 1-4
marking a module as offline 7-3
Max Days 8-15
Max Delay 8-12
Max Frame Dly 8-19
Max Intervals 8-15
Max Rx Frame 8-19
Max Rx Thru
Interval/Day (Link) 8-16
PVC, interval or day 8-18
Max Rx Util %
Interval/Day (Link) 8-16
PVC, interval or day 8-18
Max Telnet Sessions 6-9
Max Tx Frame 8-19
Max Tx Thru
Interval/Day (Link) 8-16
PVC, interval or day 8-18
Max Tx Util %
Interval/Day (Link) 8-16
PVC, interval or day 8-18
MaxConn 9-13
Menu 7-2
Method 9-7

MIB files, located on utilities disk 14-1

Min Delay 8-12
Min Frame Dly 8-19
Min Rx Frame 8-19
Min Tx Frame 8-19
Misses 9-14
Mode 9-6
Modem Initialization String 6-10
Module Slot 6-18
module status
Empty 7-3
No Response 7-3
Not Supported 7-3
Offline 7-3
Offline/No Response 7-3
Online 7-3
Module Type 6-18
Modules 7-1
modules, installing 2-9
MON 2-5
MON jack 2-8
monitor 2-5
mounting options 2-3
MTU 9-6
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Port Enables 8-14
Sublink Stats 8-5
Sublink Test 8-11
Sublinks 8-8
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navigation help 5-4
Net Bad Events Threshold (N392) 8-8
Net Event Window Size (N393) 8-8
Net Poll Response Timeout (T392) 8-7
Net Polls Per Status (N391) 8-8
Netmask
Routes 9-4
Static Routes 9-3
network connection 2-7
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Dual T1/PRI Module (PRI) 11-11
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Quad BRI/U Module 11-24
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network management 1-5
network module LEDs 4-3
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error 4-3
OK 4-3
test 4-3
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Network Specific Facility 11-18
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11-13
Network Term 11-3
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None 9-7
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Dual T1/Network Term/PRI 11-11
Dual T1/Network Term/RBS 11-14
Dual T1/User Term/PRI 11-18
Dual T1/User Term/RBS 11-20
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Number Type 11-10
Number Type Templates 11-9

0]
Octet Align 8-17
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online help 5-6
operating the ATLAS 550 3-1
option module LEDs

front panel 4-3

online 4-3

status 4-3

test 4-3
option slots, numbering 2-9
Out#Accept 11-3
Out#Rej

Network Term 11-5

PktEndpt 11-29

PktVoice 11-31

User Term 11-8
OutAddrMaskReps 9-13
OutAddrMasks 9-13
OutDatagrams 9-14
OutDestUnreachs 9-12
Outdial Number 11-29
OutDiscards 9-11
OutEchoReps 9-13
OutEchos 9-13
OutErrors 9-12

Outgoing Call Type 11-29

Outgoing Caller ID
Dual T1/Network Term/PRI 11-13
Dual T1/User Term/PRI 11-19
PktEndpt 11-30

Outgoing Number Conversion 11-11

OutMsgs 9-12

OutNoRoutes 9-11

OutParmProbs 9-12

OutRedirects 9-13

OutRequests 9-11

OutSegs 9-14

OutSrcQuenchs 9-12

OutTimeExcds 9-12

OutTimestampReps 9-13

OutTimestamps 9-13

overbooking, WAN 1-4

overview, product 1-1

P
Packet Cncts 8-13
Packet Endpnts 8-3
packet endpoint, definition 8-1
packet manager 8-1
packet services 8-1
packing list 2-1
Part Number 7-4
PassiveOpens 9-13
Pass-Through Diagnostic Packets 8-10
Password 6-16
passwords
adding 6-15
changing 6-16
deleting 6-15
passwords, adding and deleting 6-15
Pattern
Number Type Templates 11-10
Test 7-7
PCV 7-5
Performance 8-4
Performance:15 Min 7-5
Performance:24 Hr 7-5
Performance:Curr 7-5
Periodic 9-7
Phone Number 11-24
Ping
IP Menus 9-9
System Utility 6-23
PktEndpt 11-28
PktVoice 11-31
Poison Reverse 9-7
Port
Dedicated Maps 10-3
Event Log 6-4
Port Enables 8-14
Port Name
Chain Port 6-10
Configuration 7-6
Ethernet 9-8
Ethernet Port 6-9
Port Speed 6-10
Port Type 6-10
Port UA Time 8-16
Port/PEP
Network Term 11-3

PktEndpt 11-28
User Term 11-6
Ports Available 11-23
power
connection 2-1
supplying power to the unit 2-3
Prefix
Dual T1/Network Term/PRI 11-13
User Term 11-9
Previous Status 6-19
Previous Time 6-19
Previous Transfer Status 6-21
Previous Update Status 6-19
Primary Timing Source 6-8
Privileges 6-11
product overview 1-1
Prot 8-3
Protocol 9-7
Config 8-6
Packet Cncts 8-13
Performance 8-4
Test 8-11
Proxy ARP 9-8
Prt
Alarm Status 7-4
Module Configuration 7-6
Performance Curr 7-5
Test 7-7
Prt/Lnk 11-31
Prt/PEP 10-4
Pt 6-22
Pulse Density 7-6
PVC IA Time 8-18
PVC State Change 8-19

Q

QOS 8-8

QRSS 7-7

QRSS/RLB Results 7-7

R
Randomize Timer 11-30
React to BECN 8-9
Real Time Clock 6-14
rear panel design 2-3
ReasmFails 9-11
ReasmOKs 9-11
ReasmReqds 9-11
ReasmTimeout 9-11
Reboot System 6-24
RED alarm 7-4
Redial Timer 11-29
Reject Number

Network Term 11-5

User Term 11-8
Relay Table 9-15
remote connectivity, providing 9-1
Remote FECN Notification 8-9
Remote LB 7-7
Reset Counters 8-12
Reset Mode 6-6
Reset Mode, Trunk Usage 6-7
Reset Stats 9-10
Resource Usage 6-6
Restart at Specified Date and Time 6-19
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Restart Date and Time 6-19
Restart Immediately After Update 6-18
Restart Schedule 6-18
restore factory default settings 5-6
Result 6-22
Results [MN/AV/MX Dly] 8-12
RetransSegs 9-14
retrieving a configuration file froma TFTP
server 14-14
Retry Count 11-30
Rev 7-3
RIP 9-6
Rmt Lost Frms 8-19
Rmt Pkt Dropped 8-12
Round trip avg
Ping, Router 9-9
Ping, System Control 6-24
Round trip max
Ping, Router 9-9
Ping, System Control 6-24
Round trip min
Ping, Router 9-9
Ping, System Control 6-24
Route Incoming Call 11-30
route, unreachable 9-1
router
external to integral conversion 1-3
integral 1-2, 1-3
specifications 2-9
Routes 9-4
routes
creating 9-3
deleting 9-3
modifying 9-3
routing
criteria for selecting path 9-1
number of hops 9-1
preferred route 9-1
RtoAlgorithm 9-13
RtoMax 9-13
RtoMin 9-13
RTS 6-7
Rx BECN 8-18
Rx Burst Sec 8-19
Rx Bytes
Interval/Day (Link) 8-16
PVC, interval or day 8-18
Rx CR 8-19
Rx DE 8-18
Rx FECN 8-18
Rx Frames
Ethernet Port 6-5
Interval/Day (Link) 8-16
PVC, interval or day 8-17
Rx Full Stat 8-17
Rx Level 7-4
Rx Ll only 8-17
Rx Only 9-6
Rx Packets
Frame Relay 8-4
TBOP 8-5
Rx Pckts, PVC 8-6

S
Save Config Remotely 6-21

saving a configuration to a TFTP server
14-13
successful transfer 14-13
unsuccessful transfer 14-13
Search (Network Term) 11-4
Primary Search 11-4
Secondary Search 11-5
Search (User Term) 11-7
Primary Search 11-7
Secondary Search 11-8
security levels, discussion of 6-2
SEFS 7-5
Selected Tests 6-22
Selftest 6-22
Serial Number
Module 7-4
System 6-3
Upgrade 6-16
SES 7-5
Session Timeout 6-9
Set Name 6-11
setting trunk conditioning 10-7
shipping contents 2-1
SIG 10-6
Sig
Network Term 11-3
PktEndpt 11-29
PktVoice 11-31
User Term 11-6
Sig Down Time 8-16
Sig Role 8-3
Sig State 8-4
Sig State Chg 8-17
Sig Status 7-5
Sig Type 8-3
Signal Error 8-16
Signal T/O 8-16
Signaling Errors 8-5
Signaling Method
Dual T1/Network Term/RBS 11-15
Dual T1/User Term/PRI 11-20
PktVoice 11-32
Signaling Role
Auto 8-7
Both 8-7
Config 8-6
Network 8-7
Off 8-7
User 8-7
signaling role, turning off 8-3
Signaling Timeouts 8-5
Signaling Type
Auto 8-7
Config 8-7
Silence Suppression 11-32
Size
Ping, Router 9-9
Ping, System Control 6-23
Sl 6-22
Slot (Event Log) 6-4
Slot/Svc
Network Term 11-3
PktEndpt 11-28
PktVoice 11-31
User Term 11-6

St
Current Update Status 6-19
Modules 7-2
SNMP
agent 13-11
basic components 13-11
clearing DSlalarm traps 13-14
clearing DS1alert traps 13-16
clearing far-end DS1 alert traps 13-
16
configuring a trap destination list
13-12
current DS1 alert traps 13-15
disabling trap generating events
13-13
DS1 alert traps 13-14
DS1 traps 13-14
DSilalarm traps 13-14
far-end DS1 alert traps 13-16
MIB 13-11
network manager 13-11
overview 13-11
standard traps 13-13
System Control 6-10
total DS1 alert traps 13-15
trap destination list 13-12
traps 13-12
SNMP Access 6-10
SNMP Communities 6-11
Sort TO/FROM 10-3
Source ID
Dual Nx56/64 Module 11-23
Dual T1/Network Term/PRI 11-14
Dual T1/Network Term/RBS 11-17
Dual T1/User Term/PRI 11-19
Dual T1/User Term/RBS 11-22
Network Term (Packet Manager)
11-33
PktEndpt 11-30
Quad BRI/U Module 11-25
User Term (Packet Manager) 11-34
Specified 9-15
SPID List
Quad BRI/U (Network) 11-24
Quad BRI/U (User) 11-25
SPID Number 11-24
Split Horizon 9-7
Src 6-4
Src ID
Network Term 11-4
User Term 11-6
Standard 9-15
Start Sublink Test 8-12
Start/Stop 9-10
Startup Mode 6-3
State 7-2, 8-5
State Changes 8-5
Static Routes 9-3
Station Type 6-11
Statistics 8-6, 9-10
Status
Licenses 6-17
Modules 7-3
Packet Endpnts 8-3
Stop Tst, Sublink/Test 8-12
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Strip MSD
Dual T1/Network Term/PRI 11-12
Dual T1/Network Term/RBS 11-17
Dual T1/User Term/PRI 11-18
Dual T1/User Term/RBS 11-21
Network Term (Packet Manager)
11-33
Quad BRI/U Module 11-24
structure
front panel 4-1
Sublink
From: PEP 8-13
Test 8-11
To: PEP 8-13
Sublink Stats 8-5
Sublinks
Config 8-8
Port Enables 8-15
sublinks example 8-10
Subnet Mask
Ethernet 9-9
Ethernet Port 6-9
Interfaces 9-6
supplying power to the unit 2-3
Swap ANI/DNIS
Dual T1/Network Term/PRI 11-14
Dual T1/User Term/PRI 11-19
Switch Type
Dual T1/Network Term/PRI 11-11
Dual T1/User Term/PRI 11-18
Quad BRI/U Module (Network
Term) 11-24
Quad BRI/U Module (User Term)
11-25
SysLog Host Daemon 14-1
Clear RED Events 14-4
Define RED Events 14-4
Display 14-4
Erase Log Files 14-4
File 14-3
Help 14-4
Log Files 14-4
Menu Bar 14-3
Monitor 14-2
Port 14-2
Properties 14-4
Slot 14-2
Source 14-2
SysLog GUI 14-2
System Name 14-2
Syslog Setup 6-14
System Config 6-8
System Contact 6-3
system controller tests 6-23
BootRom 6-23
DRAM 6-23
DSP RAM 6-23
Flash 6-23
RTC RAM 6-23
TDM RAM 6-23
System Info 6-2
System Location 6-3
System Name 6-2
System Power Alarms 6-5
System Selftest 6-21

System Status 6-3

System Temperature Alarms 6-5
System Timing Source 6-5
System Uptime 6-3

System Utility 6-17

System Utilization 6-21

T
T1 Trouble Code Service 10-5
T1 Trunk Conditioning Service 10-5
T1/PRI network interface module 7-1
TBOP statistics 8-5
TCP Statistics 9-13
telnet
password 3-3
starting a session 3-3
using 3-3
Telnet Utility
About 14-8
Add New 14-6
ATLAS 550 14-5
AutoRepeat 14-7
Buffer Size 14-7
Capture 14-7
Chargen 14-6
Colors 14-7
Connect 14-6
Daytime 14-6
Delete 14-6
Discard 14-6
Disconnect 14-7
Echo 14-6
Edit 14-7
Edit Entry 14-6
Exit 14-7
File 14-7
Host Name 14-6
IP Status 14-8
Local Echo 14-7
Options 14-7
Port 14-6
Save Buffer As 14-7
Screen Capture 14-7
Session 14-6
Start Cfg Capture 14-7
Stop Cfg Capture 14-7
Telnet 14-6
Transfer Cfg 14-7
terminal menus 5-6
copying items to clipboard 5-6
decrementing fields 5-6
deleting a list item 5-6
getting help 5-6
inserting new list item 5-6
invalidating the password entry 5-5
keyboard navigation 5-4
keystrokes
configuration 5-6
session management 5-5
logging out of a session 5-5
menu path 5-2
moving around in 5-3
paste items from clipboard 5-6
refreshing the screen 5-5

restoring factory default settings 5-
6
right window pane notation 5-3
using 3-1
views 5-1
window 5-1
navigating the panes 5-2
panes 5-2
window features
extended help 5-4
navigation help 5-4
slot status 5-3
Sys 5-3
system time 5-4
tool tip 5-3
Test
Modules 7-2
Modules Configuration 7-7
Sublink Test 8-11
Sublinks 8-11
test interface 2-8
test jack 2-5
testing, intrusive 2-8
TFTP Server Filename
Config Transfer 6-20
Transfer Method 6-18
TFTP Server IP Address
Config Transfer 6-20
Transfer Method 6-18
TFTP Server Utility
...to Clipboard 14-12
...to Printer 14-12
Abort 14-11
About 14-12
Clear Log 14-12
Contents 14-12
Disable 14-11
Enable 14-11
Exit 14-12
Help 14-12
Log Field 14-12
Meter Field 14-12
Print Log 14-12
Server 14-11
Status Field 14-12
TFTP, instructions for updating firmware
using 12-3
Time
ARP Cache 9-4
Event Log 6-4
View Selftest Log 6-22
Timeout
Ping, Router 9-9
Ping, System Self-test 6-23
Timing Source
Backup 6-8
Primary 6-8
To Config 10-6
TO slot 10-4
To: PEP 8-13
Total CSS Thrsh 6-13
Total ES Thrsh 6-13
Total LCV Thrsh 6-14
Total LES Thrsh 6-13
Total PCV Thrsh (D4) 6-13
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Total PCV Thrsh (ESF) 6-13
Total SEFS Thrsh 6-13
Total SES Thrsh 6-13
Total UAS Thrsh 6-13
Transfer Method 6-18, 6-20
Transmission 6-14
Trap Filtering 6-11
Trap Transmission 6-11
Traps Destination 6-11
Treat Call As
Network Term 11-5
User Term 11-8
Triggered 9-7
Trunk Number
Dual T1/Network Term/RBS 11-16
Network Term (Pckt Manager) 11-
33
Trunk Usage 6-7
Trunk Usage, Data Tables 6-7
0 (zero) available 6-7
Average 6-7
Current 6-7
Minimum 6-7
Slt/Prt 6-7
Trunk Type 6-7
TTL 9-5
Tx and Rx 9-7
Tx BECN 8-18
Tx Burst Sec 8-19
Tx Bytes
Interval/Day (Link) 8-16
PVC, interval or day 8-18
Tx CR 8-19
Tx DE 8-18
Tx FECN 8-18
Tx Frames
Ethernet Port 6-5
Interval/Day 8-16
PVC, interval or day 8-18
Tx Full Stat 8-17
Tx Ll only 8-17
Tx Only 9-6

Tx Packets
Frame Relay 8-4
TBOP statistics 8-5

Tx Pckts 8-6

Tx Pending 9-4

Tx PRMs 7-6

Tx Stats 6-24, 9-10

Tx Yellow 7-6

Type
ARP Cache 9-4
Current Update Status 6-19
Modules 7-2

U

UAS 7-5

UDP Port 1 9-15

UDP Port 2 9-15

UDP Port 3 9-15

UDP Relay 9-15

UDP Statistics 9-14

Unknown Sig Role 8-3

Unknown Sig Type 8-3

unreachable route 9-1

Update Firmware 6-17

Update Status 6-20

Updates 9-7

updating firmware 12-1

updating firmware using TFTP 12-3

Usage 8-11

Used Routes 9-5

User Bad Event Threshold (N392) 8-7

User Event Window Size (N393) 8-7

user interface configuration menus
Dual Nx56/64 Module 11-22
Dual T1/PRI Module (PRI) 11-17
Dual T1/PRI Module (RBS) 11-20
Quad BRI/U Module 11-25

User Poll Timer (T391) 8-7

User Polls Per Status (N391) 8-7

User, Sig Role 8-3

Using Calling Party Num 11-30

Using Incoming Num 11-30

using the front panel 4-1

\
V2 Secret 9-8
View IQ Statistics 8-15
View Selftest Log 6-22
Voice 11-23
Voice Compression 11-32
voice compression/decompression 1-6
Voice Port 11-32
VT-100 operation 3-1
VT-100 terminal emulation 3-1
VT-100 Utility
About 14-10
ASCII Cfg Files 14-9
ATLAS 550 14-8
AutoRepeat 14-10
Capture 14-10
Colors 14-10
Connect 14-9
Contents 14-10
Disconnect 14-9
Edit 14-9
File Transfer 14-9
Help 14-10
Local Echo 14-10
Options 14-9
Port 14-9
Refresh Screen 14-9
Session 14-9
Transmit Refresh 14-9
Transmit Wakeup 14-9
XMODEM CRC 14-9

W

warranty information ix

warranty, limited product ix

Wink after ANI/DNIS 11-15, 11-21

Y
YELLOW alarm 7-4
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Product Support Information

Pre-Sales Inquiries and Applications Support
Please contact your local distributor, ADTRAN Applications Engineering, or ADTRAN Sales;

Applications Engineering  (800) 615-1176
Sales (800) 827-0807

Post-Sale Support
Please contact your local distributor first. If your local distributor cannot help, please contact ADTRAN
Technical Support and have the unit serial number available.

Technical Support (888) 4ADTRAN

Repair and Return

If ADTRAN Technical Support determines that a repair is needed, Technical Support will coordinate with
the Custom and Product Service (CAPS) department to issue an RMA number. For information regarding
equipment currently in house or possible fees associated with repair, contact CAPS directly at the following
number:

CAPS Department (256) 963-8722

Identify the RMA number clearly on the package (below address), and return to the following address:

ADTRAN Customer and Product Service
6767 Old Madison Pike

Building #6 Suite 690

Huntsville, Alabama 35807

RMA #
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